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ABSTRACT - Currently, short message service (or SMS) is very popular like a payment
transaction, payment products or services, vote or a comment to activities. A lot of researches
have been presented SMS authentication. However, a number of researches were presented still
lacking of security and authentication. This paper presents SMS authentication to increase
security. Moreover, the proposed protocol deploys a limited-use offline session key generation
and use of distribution technique to enhance security. The result of proposed protocol illustrated
that it gained better performance and less time than existing papers and sending short text
messages each time was less than the maximum.

KEY WORDS - Short Message Service, Security Protocol, Mutual Authentication Protocol, Network
Security
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