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ABSTRACT – In Information Technology (IT), Blockchain does not only benefit economic but 
also greatly benefits other domains, such as scientific, political and medical. It provides a new 
solution with lower-cost, higher-scalability and greater-security for storing and controlling 
access to massive data. In medical domain, shifting from typical paper-based to electronic 
health records results in an increasing number of health data. Such health data, also collected 
by today’s personal ubiquitous computing devices (e.g., smart-watches and phones), are very 
useful for preventive and proactive medical research. Therefore, health IT systems require a 
new architecture to record medical information. This article presents the design of a prototype 
of decentralized architecture for medical record using private Blockchain. As a case study of 
this research, the largest group of private hospitals in Thailand has been collaborating with us 
in providing their initial requirements for the design and implementation. Our design work 
involves the use of a private Blockchain and its smart contract as an access control manager to 
medical records. Different tools for Blockchain technologies are also reviewed. This article poses 
a next step towards the proof-of-concept in implementing Blockchain in Thailand as 
Blockchain-as-a-service (BaaS) for medical records.  
 

KEYWORDS -- Medical Record; Ethereum; Blockchain; Smart contract; Decentralized Application; 
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บทคัดย่อ -- ในแวดวงเทคโนโลยสีารสนเทศ บลอ็กเชนไม่ได้มปีระโยชน์ต่อทางเศรษฐศาสตร์เท่านั้น แต่ยังมีประโยชน์ต่อ

สาขาวิชาอื่น ๆ เช่น วิทยาศาสตร์ การเมือง และการแพทย์ บล็อกเชนทําให้เกิดวิธีแก้ไขใหม่ในการจัดเก็บและควบคุมการ

เข้าถึงข้อมูลมหาศาล ซ่ึงมค่ีาใช้จ่ายทีน้่อยลง ความสามารถในการขยายระบบทีสู่งขึน้ และความปลอดภัยทีเ่พิม่ขึน้ ในสาขา

ด้านการแพทย์ การเปลี่ยนผ่านจากรูปแบบดั้งเดิมของการเก็บข้อมูลสุขภาพลงในกระดาษ ไปสู่รูปแบบอิเล็คทรอนิคส์นั้น 

ทาํให้เกดิการเพิม่จาํนวนของข้อมูลสุขภาพเป็นอย่างมาก โดยข้อมูลสุขภาพเหล่านีย้ังรวมถึงข้อมูลที่ได้มาจากอุปกรณ์ส่วน

บุคคลต่าง ๆ ทีม่กีารใช้งานกนัอย่างแพร่หลาย (เช่น สมาร์ทวอซ์ทและสมาร์ทโฟน) ซ่ึงส่งผลดต่ีอการนําข้อมูลสุขภาพไปใช้

ในงานวิจัยทางด้านการแพทย์ทั้งเชิงการป้องกันและรักษา ดังนั้น ระบบสารสนเทศสําหรับข้อมูลสุขภาพจึงต้องการ

สถาปัตยกรรมใหม่ในการบันทึกข้อมูลทางด้านการแพทย์ บทความนีน้ําเสนอการออกแบบตัวต้นแบบของสถาปัตยกรรม

แบบไม่รวมศูนย์กลางสําหรับการเก็บบันทึกข้อมูลสุขภาพโดยใช้บล็อกเชนส่วนตัว โดยได้รับความร่วมมือจากเครือ

โรงพยาบาลเอกชนทีใ่หญ่ทีสุ่ดในประเทศไทย ซ่ึงผู้พัฒนาได้ใช้เป็นกรณีศึกษาของงานวิจัยนี ้บทความนีย้ังได้นําเสนอการ
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ใช้งานบล็อกเชนส่วนตัวและสมาร์ทคอนแทรคท์เป็นเคร่ืองมือในการจัดการควบคุมการเข้าถึงข้อมูลทางด้านการแพทย์ 

รวมทั้งทําการทบทวนวรรณกรรมที่เกี่ยวข้องกับเคร่ืองมือต่าง ๆ ที่ใช้ในเทคโนโลยีบล็อกเชน โดยบทความนี้ได้สร้าง

ความก้าวหน้าของการพิสูจน์แนวคิดของการพัฒนาบล็อกเชนในรูปแบบการให้บริการบล็อกเชนสําหรับข้อมูลด้าน

การแพทย์ 

 
คาํสาํคญั-- ขอ้มูลทางการแพทย;์ บลอ็กเชน; อีเธอเรียม; สมาร์ทคอนแทรคท;์ แอปพลิเคชนัแบบไม่รวมศูนย;์ การเขา้รหสั

ลบั; การใหบ้ริการบลอ็กเชน  

 

1. บทนํา 

ในประเทศไทย โรงพยาบาลส่วนใหญ่ใชว้ิธีการเก็บขอ้มูลลง

ในฐานขอ้มูลแบบรวมศูนย ์(Centralized Database) ทั้งน้ีมี

เหตุผลเน่ืองมาจากการจดัเก็บฐานขอ้มูลแบบรวมศูนยน์ั้นมี

การถูกนํามาใช้งานอย่างแพร่หลายและเป็นท่ีคุ้นเคยของ

นักพฒันาและดูแลระบบเป็นระยะเวลานาน ทาํให้การตั้ ง

ระบบและการดูแลรักษาฐานข้อมูลแบบรวมศูนย์นั้ นจึงมี

ความง่ายและรวดเร็วกว่าแบบอ่ืน ๆ  ท่ี มีความซับซ้อน

มากกว่า โดยการออกแบบและใช้รูปแบบโครงสร้างขอ้มูล

ของแต่ละโรงพยาบาลนั้นมีแตกต่างกนัไปข้ึนอยู่กบัผูพ้ฒันา 

อย่างไรก็ตาม รูปแบบการเก็บขอ้มูลแบบรวมศูนยด์งักล่าว

อาจส่งผลให้เกิดปัญหาจากการเติบโตข้อมูลในอนาคต ทั้ ง

ดา้นค่าใช้จ่ายท่ีเพ่ิมสูงข้ึน และดา้นความเสถียรของระบบท่ี

ล ด ล ง ต า ม ป ริ ม า ณ ข้อ มู ล ใ น ฐ า น ข้อ มู ล ท่ี เ พ่ิ ม สู ง ข้ึ น 

นอกจากนั้นหากเกิดขอ้ผดิพลาดกบัคลงัขอ้มลู ก็อาจส่งผลให้

ส่วนเช่ือมต่ออ่ืน ๆ ท่ีเหลือ  ทํางานผิดพลาดตามไปด้วย 

นอกจากน้ี ระบบในปัจจุบนัไม่ไดมี้การอาํนวยความสะดวก

ในการเขา้ถึงจากผูใ้ชป้ระเภทต่าง ๆ โดยตรง ดงัตวัอยา่งเช่น 

1) ผูป่้วยซ่ึงเป็นเจา้ของขอ้มลูประวติัทางดา้นการแพทย์

หรือการรักษาของตนเองนั้น มีความยากลาํบากในการเขา้ถึง

ขอ้มลูของตนเอง เม่ือมีความจาํเป็นในการนาํขอ้มูลการรักษา

ของตนเองนั้น ไปใชใ้นการเขา้รับการรักษาต่อท่ีโรงพยาบาล

อ่ืน ๆ ท่ีตอ้งการประวติัการรักษาของคนไขย้อ้นหลัง เพ่ือ

ประกอบการรักษา 

2) นกัวจิยัท่ีตอ้งการขอ้มลูทางดา้นการแพทย ์ไปใชเ้พ่ือ

ศึกษาและวิเคราะห์เพ่ือทาํงานวิจยั มีความความยากลาํบาก

ในการรวมรวมและการขอใชข้อ้มลู ทั้งน้ีเพ่ือไม่ให้เกิดปัญหา

ทางจริยธรรมทางดา้นการแพทย ์จากการละเมิดความเป็น

ส่วนตวัผูป่้วยซ่ึงเป็นเจา้ของขอ้มลู 

3) บริษัทประกันสุขภาพ ท่ีต้องการตรวจสอบประวติั

การรักษาของคนไข ้เพ่ือรักษาหรือสงวนสิทธิประโยชน์ของ

ผูป้ระกันตน โดยประวติัการรักษาของผูป้ระกันตนนั้ น

จะตอ้งสามารถถูกตรวจสอบในแง่ของบูรณภาพของขอ้มูล

ได ้(Data Integrity) 

ในปี 2016 ได้มีงานวิจัยท่ีนําเสนอการนําบล็อกเชน 

(Blockchain) มาใช้จดัการเก็บข้อมูลทางการแพทยแ์บบไม่

รวมศูนย ์(Decentralized Database) Ekblaw et. al. [1] 

นาํเสนอการพฒันาตวัตน้แบบ MedRec ในการประยุกตใ์ช้

สมาร์ทคอนแทรคท ์(Smart Contract) เพ่ือควบคุมการเขา้ถึง

ขอ้มูลทางการแพทย ์และทาํการเก็บขอ้มลูสําหรับการศึกษา

ระบบวินิจฉัยโรคแบบอัตโนมติั ในขณะท่ียงัคงความเป็น

ส่วนตัวของผูป่้วยซ่ึงเป็นเจ้าของข้อมูล รวมทั้ งสร้างระบบ

การแลกเปล่ียนขอ้มลูสาธารณสุขท่ีมีความน่าเช่ือถือ  

Palmer [2] นาํเสนอการใชโ้ครงสร้างพ้ืนฐานขอ้มูลลง

ลายเซ็นแบบไม่ใชกุ้ญแจ (Keyless Signature Infrastructure) 

กบัระบบ e-Hospital ซ่ึงถูกใชง้านระดบัประเทศ ซ่ึงถูกใชใ้น

ประเทศเอสโตเนีย  

โดยผลท่ีไดต้ามมาจากสองงานวิจยัขา้งตน้ คือ ระบบท่ี

ใชรู้ปแบบโครงสร้างแบบไม่รวมศูนยใ์นการควบคุมสิทธ์ิให้

เป็นไปตามท่ีแต่ละโรงพยาบาลกําหนด  ช่วยลดต้นทุน

ค่าใชจ่้ายในดา้นอุปกรณ์ ช่วยให้เกิดการเช่ือมต่อและทาํงาน

ร่วมกันได้ดี ข้ึน และมีความน่าเ ช่ือถือโปร่งใสมากข้ึน

เน่ืองจากตรวจสอบยอ้นหลงัไดง่้ายและยากต่อการลกัลอบ

แกไ้ขจากบุคคลภายนอก ส่งผลใหข้อ้มลูมีความน่าเช่ือถือ 

2. เทคโนโลย ีเคร่ืองมือ และงานวจัิยทีเ่กีย่วข้อง 

ส่วนน้ีทาํการอธิบายถึงเทคโนโลยแีละเคร่ืองมือท่ีนาํมาใชใ้น

การออกแบบสถาปัตยกรรมแบบไม่รวมศูนย  ์และหลกัการ

พัฒนาสถาปัตยกรรมเพ่ือจัดการควบคุมการเข้าถึงข้อมูล 

JOURNAL OF INFORMATION SCIENCE AND TECHNOLOGY | VOL 7 | NO 2 | JUL – DEC 2017 
33



รวมถึงงานวจิยัท่ีเก่ียวขอ้งซ่ึงนาํเสนอการใชเ้ทคโนโลยบีลอ็ก

เชนมาใช้ในการออกแบบสถาปัตยกรรมสําหรับข้อมูล

สุขภาพของโรงพยาบาล 

2.1 เทคโนโลยทีีเ่กีย่วข้อง 

2.1.1 Blockchain 

บล็อกเชน [3] เป็นเทคโนโลยีสําหรับเก็บขอ้มูลแบบไม่

รวมศูนยซ่ึ์งถูกออกแบบมาเพ่ือเน้นความปลอดภัยโดยการ

เขา้รหสัลบั (Cryptographic security) ความถูกตอ้งของขอ้มูล 

(Data validity) และจัดการข้อมูลท่ีมีความอ่อนไหวสูง 

(Highly sensitive information) นอกจากนั้นยงัสามารถขยาย

เพ่ือรองรับข้อมูลท่ีมีแนวโน้มท่ีจะเพ่ิมสูงข้ึนอย่างต่อเน่ือง  

(Volume scalability) โครงสร้างของการเก็บขอ้มูลในบล็อก

เชนนั้นจะถูกจดัเก็บเป็นลกัษณะของชุดขอ้มูลท่ีมีหน่วยเป็น 

“บลอ็ก” (Block) ซ่ึงมีการเก็บขอ้มลูการลงเวลาท่ีแกไ้ขล่าสุด

และความสัมพนัธ์ระหว่างบล็อกโดยแสดงการอ้างอิงของ

บล็อกขอ้มูลก่อนหน้า  ในปัจจุบนับล็อกเชนไดมี้การพฒันา

อยา่งต่อเน่ืองจนถึงยคุ 3.0    

Blockchain 1.0 - Crypto Currency: ในช่วงแรกท่ี

เทคโนโลยบีลอ็กเชนถูกสร้างข้ึนมานั้นมีประโยชน์ในวงการ

การเงินการธนาคารสูงมาก ในการจัดเก็บข้อมูลธุรกรรม

ทางดา้นการเงิน เน่ืองจากมีธุรกรรมเกิดข้ึนเป็นจาํนวนมาก

ในทุก ๆ วินาที บญัชีของแต่ละบุคคลจะถูกเก็บเป็นความลบั

เสมอกนัโดยมีเพียงธนาคารเท่านั้นท่ีทราบ จึงถูกนาํไปใชใ้น

รูปแบบของสกุลเงินท่ีทุกคนสามารถทาํธุรกรรมร่วมกนัและ

ช่วยกนัตรวจสอบความถูกตอ้งได ้อีกทั้งยงัไม่สามารถสร้าง

ขอ้มูลท่ีเป็นเท็จอีกด้วย ซ่ึงในช่วงน้ีจะมีสกุลเงินท่ีรู้จักกัน

ทัว่ไป เช่น BitCoin MasterCoin Ripple   

Blockchain 2.0 - Smart Contract: ต่อมาเทคโนโลยี

บลอ็กเชนไดถู้กพฒันาให้สามารถเขียนโปรแกรมเขา้ไป เพ่ือ

ควบคุมเง่ือนไขต่าง ๆ ของบลอ็กเชนไดโ้ดยไม่จาํเป็นตอ้งพ่ึง

ตัวกลางใด ๆ เช่น ผูซ้ื้อขายสินค้าออนไลน์และผ่านทาง

โซเชียลมีเดีย สามารถลดความเส่ียงของการชาํระเงินลงได ้

การโอนเงินขา้มประเทศจะสามารถสําเร็จภายในไม่ก่ีนาที 

จากเดิมท่ีใช้เวลาหลายวนั การอนุมติัสินเช่ือท่ีสามารถทาํได้

อย่างรวดเร็ว หรือการเคลมประกันแบบอัติโนมัติ โดยไม่

จาํเป็นตอ้งใชเ้อกสาร รวมถึงยงัเป็นการเพ่ิมความโปร่งใสใน

การทาํธุรกรรม ท่ีจะช่วยให้การกาํกับดูแลของหน่วยงาน

ภาครัฐให้เป็นไปได้อย่างมีประสิทธิภาพ ซ่ึงรูปแบบน้ี

สามารถบังคับใช้ส่ิงท่ีกําหนดไวใ้นสัญญาได้อัตโนมัติ มี

ความถูกตอ้ง โปร่งใส เพ่ิมความน่าเช่ือถือและประสิทธิภาพ

การทาํงาน ช่วยลดขั้นตอนการทาํงานและลดขอ้ผิดพลาดท่ี

อาจเกิดจากมนุษย ์(Human Error)  ซ่ึงกลายมาเป็นโครงสร้าง

พ้ืนฐานของแอปพลิเคชันแบบไม่รวมศูนย  ์(Decentralized 

Application) 

Blockchain 3.0 - แอปพลิเคชันแบบไม่รวมศูนย ์

(Decentralized Application - Dapp) บลอ็กเชนพฒันาเขา้สู่ยคุ

ท่ีนําเทคโนโลยีน้ีมาพัฒนาในเชิงธุรกิจอย่างจริงจัง ใน

รูปแบบของแอปพลิเคชนั เช่น การจดัการสิทธิของท่ีดิน การ

ป้องกันการทุจริตในภาครัฐ และการพิสูจน์การเป็นเจา้ของ

ผลงาน ซ่ึงแอปพลิเคชันในยุคน้ีจะต่างจากยุคก่อนท่ีไม่

จาํเป็นต้องทาํงานจากเซิร์ฟเวอร์ส่วนกลาง แต่กระจายการ

ทาํงานอยู่ในอุปกรณ์บนเครือข่ายคอมพิวเตอร์ท่ีเช่ือมต่อถึง

กนัทัว่โลกและใชส่ื้อสารกนัได ้โดยแอปพลิเคชนัจะสามารถ

ทาํงานได้ตลอดเวลาไม่มีวันปิด ตราบใดท่ียงัมีบุคคลใด

บุคคลหน่ึงบนโลกยงัส่ังการทาํงานของแอปพลิเคชนั 

อยา่งไรก็ตาม บลอ็กเชนก็ยงัมีขอ้จาํกดั เหมือนกบัปัญหา

ท่ียงัคงมีอยูใ่นสกุลเงินดิจิทลั เช่น BitCoin ท่ียงัตอ้งไดรั้บการ

ปรับปรุงพฒันาแกไ้ข ตวัอยา่งเช่น  

• ความช้า ซ่ึงจาํเป็นต้องใช้เวลาท่ีมากเพียงพอในการ

ยนืยนัธุรกรรมท่ีเกิดข้ึน  

• การขยายการรองรับจาํนวนธุรกรรมท่ีเกิดขอ้ต่อหน่ึง

หน่วยเวลา (Throughput Scalability) ซ่ึงปัจจุบนัสามารถทาํ

ได ้8-10 ธุรกรรมต่อหน่ึงวนิาที 

• ความยากในการพฒันาอย่างยัง่ยืน เน่ืองจากการแยก

ห่วงโซ่ของบล็อกในบล็อกเชนโดยการไม่ยอมรับธุรกรรม

จ า ก โ ห น ด  (Node)  ท่ี ไ ม่ ย อ ม อัพ เ ด ท ซ อ ฟ ต์ แ ว ร์ ต า ม

โปรโตคอลใหม่ หรือเรียกวา่ Hard fork 

ถึงแมว้่าบล็อกเชนยงัคงมีข้อจัดกัด ดังตัวอย่างข้างต้น 

เทคโนโลยีบล็อกเชนก็ยงัคงมีศักยภาพและประโยชน์อีก

มากมาย ซ่ึงควรค่าแก่ศึกษาและถูกนํามาประยุกต์ใช้ได้

หลากหลายในภาคอุตสาหกรรมต่าง ๆ 

2.1.2 Decentralized Storage 

การจดัเก็บขอ้มูลแบบไม่รวมศูนย ์[4] คือ ระบบฐานขอ้มูลท่ี

มีการเก็บขอ้มูลไวใ้นระบบคอมพิวเตอร์หลาย ๆ เคร่ือง ซ่ึง

เค ร่ื อ ง ท่ี ติดตั้ ง นั้ น อ า จ ตั้ ง อ ยู่ ต า ม ท่ี ต่ า ง  ๆ  โ ดย ร ะ บ บ

คอมพิวเตอร์ เหล่า น้ีจะส่ือสารกันผ่านระบบเครือข่าย

คอมพิวเตอร์ ซ่ึงผูใ้ช้สามารถเรียกใช้ขอ้มูลจากฐานขอ้มูลท่ี
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อยู่ในเคร่ืองใดก็ไดแ้ละผูใ้ชไ้ม่จาํเป็นตอ้งรับรู้ว่าขอ้มูลท่ีตน

ตอ้งการนั้นจดัเก็บอยูบ่นเคร่ืองใดและมองเห็นเป็นระบบการ

จดัเก็บขอ้มลูแบบรวมศูนย ์

ลกัษณะสําคญัของการจดัเก็บขอ้มูลแบบไม่รวมศูนย ์คือ 

มีความเป็นอิสระของแต่ละส่วนงาน ไม่ข้ึนกบัส่วนกลาง ทาํ

ใหส้ามารถขยายระบบไดง่้ายข้ึนและสามารถลดขอ้ผิดพลาด

เร่ืองจุดเดียวของความลม้เหลว (Single point of failure) ได้

ดีกว่าแบบรวมศูนย ์อย่างไรก็ตาม การจดัเก็บขอ้มูลแบบไม่

รวมศูนย์มีระบบท่ี ค่อนข้างซับซ้อน ฉะนั้ นจะต้องให้

ความสาํคญัต่อการควบคุมความถูกตอ้งของขอ้มลู 

2.1.3 Encryption 

เทคโนโลยีการเข้ารหัสลับข้อมูล [5] เป็นกระบวนการ

สาํหรับการแปรรูปขอ้มูลอิเล็กทรอนิกส์ธรรมดาให้อยู่ในรูป

ท่ีบุคคลทัว่ไป ไม่ สามารถอ่านเข้าใจได้ โดยทัว่ไปการ

เขา้รหัสลบัจะกระทาํก่อนการจดัเก็บขอ้มูลหรือก่อนการส่ง

ข้อมูล โดยการนําข้อมูลอิเล็กทรอนิกส์ธรรมดากับกุญแจ 

(Key) ซ่ึงเป็นตัวเลขซ่ึงถูกสุ่ม มาผ่านกระบวนการทาง

คณิตศาสตร์ และผลท่ีไดคื้อขอ้มลูท่ีถูกเขา้รหัสลบั ขั้นตอนท่ี

กล่าวมาน้ีจะเรียกว่า “การเขา้รหัสลบั” (Encryption) และเม่ือ

ตอ้งการอ่านขอ้มูล จะตอ้งนาํเอาขอ้มูลท่ีถูกเขา้รหัสลบัและ

กุญแจมาผ่านกระบวนการทางคณิตศาสตร์ จะไดผ้ลลพัธ์ท่ี

เป็นข้อมูลดั้ งเดิม ขั้นตอนน้ีจะเรียกว่า “การถอดรหัส” 

(Decryption) ระบบเขา้รหัสลบัสามารถแบ่งตามวิธีการใช้

กุญแจไดเ้ป็น 2 วิธีคือ ระบบเขา้รหัสลบัแบบกุญแจสมมาตร

และอสมมาตร 

 

รูปท่ี 1. ระบบเข้ารหัสลับแบบกุญแจสมมาตร  

(IBM Knowledge Center) 

ระบบเขา้รหัสลบัแบบกุญแจสมมาตร (Symmetric-key 

cryptography) คือ การเขา้รหัสลบัขอ้มูลดว้ยกุญแจเด่ียว ทั้งผู ้

ส่งและผูรั้บใช้กุญแจแบบเดียวกันทั้ งการเข้าและถอดรหัส 

โดยวิธีการน้ีผูส่้งและผูรั้บจะตอ้งตกลงวิธีในการเขา้รหัสลบั

ขอ้มลู ซ่ึงรูปแบบในการเขา้รหัสลบัขอ้มูลท่ีผูส่้งและผูรั้บตก

ลงกนัแทท่ี้จริงก็ คือ กุญแจ (แสดงดงัรูปท่ี 1.) 

 

รูปท่ี 2. ระบบเข้ารหัสลับแบบกุญแจอสมมาตร 

(IBM Knowledge Center) 

ระบบเข้ารหัสลับแบบกุญแจอสมมาตร (Asymmetric-

key cryptography หรือ Public Key Technology) คือการ

เข้ารหัสลับวิธีน้ีจะใช้หลักกุญแจคู่ทาํการเข้ารหัสลับและ

ถอดรหัส โดยกุญแจจะประกอบไปด้วย กุญแจส่วนตัว 

(Private key) และกุญแจสาธารณะ (Public key) โดยหลกัการ

ทาํงานคือ หากใช้กุญแจใดเข้ารหัสลบั จะตอ้งใช้อีกกุญแจ

หน่ึงถอดรหัส สําหรับการเข้ารหัสลับและถอดรหัสด้วย

กุญแจคู่ น้ีจะใช้ฟังก์ชันทางคณิตศาสตร์เข้ามาช่วยโดยท่ี

ฟังกช์นัทางคณิตศาสตร์ท่ีนาํมาใช ้ไดรั้บการพิสูจน์แลว้ว่าจะ

มีเฉพาะกุญแจคู่ของมนัเท่านั้นท่ีจะสามารถถอดรหัสได ้ไม่

สามารถนาํกุญแจคู่อ่ืนมาถอดรหัสไดอ้ย่างเด็ดขาด (แสดงดงั

รูปท่ี 2.) 

 

รูปท่ี 3. Hash Function  

(File Change Detection and Remediation, 2017) 

Hash Function คือการเขา้รหัสลบัแบบกุญแจอสมาตร

ประเภทหน่ึง ซ่ึงเป็นการเขา้รหัสลบัทางเดียว โดยจะสร้าง

ลายเซ็นตดิ์จิตลั (Digital Signature) ของขอ้มลูอิเลก็ทรอนิกส์

ท่ี ไม่ สามารถถอดรหัสกลบัมาได ้คุณสมบติัหลกัของ Hash 

Function คือ ค่า Hash ของขอ้ความเดิมจะตอ้งเหมือนกัน

เสมอ ในทางตรงกนัขา้ม ขอ้ความท่ีไม่เหมือนกนัจะไม่มีทาง

ท่ีจะมี Hash ไดค่้าเดียวกนั ความยาวของขอ้ความท่ีผ่านการ 

Hash จะตอ้งเท่ากนัไม่ว่าจะเป็นเพียงขอ้ความส้ัน ๆ หรือทั้ง

ไฟล์ก็ตาม  ซ่ึงค่า Hash ท่ีได้มาจะ ไม่ สามารถนาํไป

ถอดรหัสกลับเพ่ือหาข้อความเดิมได้ Bitcoin ได้นําเอา
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คุณสมบัติเหล่าน้ีมาใช้ในการตรวจสอบความถูกต้องของ

รายการโดยการสร้างบญัชีแยกประเภท (Ledger Address) 

ของแต่ละบัญชีเพ่ือใช้แทนเลขท่ีบัญชี โดยเลขท่ีบัญชีของ 

Bitcoin จะสร้างจาก Public key ท่ีนาํมาผ่านกระบวนการ 

Hash Function (แสดงดงัรูปท่ี 3.) 

2.2 เคร่ืองมอืทีเ่กีย่วข้อง 

2.2.1 อีเธอเรียมบลอ็กเชน (Ethereum Blockchain) 

ภายในช่วงระยะเวลาหลายปีท่ีผ่านมา นักพฒันามากมายเร่ิม

นาํบล็อกเชนมาใชเ้ป็นพ้ืนฐานในดา้นการเงิน แต่สําหรับยุค

ต่อไปของการใช้บล็อกเชนจะมุ่งเน้นการสร้างแพลตฟอร์ม

สาํหรับทั้งนกัพฒันาและผูใ้ชท้ัว่ไป ให้สามารถใชป้ระโยชน์

จากเครือข่ายแบบไม่รวมศูนยท่ี์ช่วยกระจายความสามารถ

และอาํนาจการควบคุมออกจากระบบแบบศูนย์กลาง ลด

ค่าใช้จ่ายจากการทาํงานแบบ proof-of-work [6] ท่ีตอ้งใช้

อุปกรณ์ประมวลผลจํานวนมาก ในขณะท่ีสามารถเพิ่ม

ขีดจํากัดด้านความรวดเ ร็วและยืดหยุ่น  ส่ิ ง เหล่า น้ี คือ

จุดประสงค์หลักของแนวคิดการสร้างบล็อกเชนแบบอีเธอ

เรียม 

แนวคิดอีเธอเรียมบล็อกเชน เ ร่ิมพัฒนาโดย Vitalik 

Buterin [6] นักพฒันาชาวรัสเซียในปี 2013 ซ่ึง Buterin เคย

เป็นผูร่้วมพฒันา Bitcoin มาก่อนแต่ก็เห็นขอ้บกพร่องและ

ขอ้จาํกดัของ Bitcoin ทาํให้เขาเร่ิมสร้างอีเธอเรียม ซ่ึงมีส่ิงท่ี

เพ่ิมเติมเข้ามา คือ ฟีเจอร์ท่ีเรียกว่า สมาร์ทคอนแทรคท์ ท่ี

อนุญาตให้เราสามารถเขียนโปรแกรมลงไปในข้อมูลของ

สกุลเงิน Ether ให้ทาํงานอตัโนมติัเม่ือเจอเง่ือนไขท่ีกาํหนด 

เทคโนโลยท่ีีใชใ้นอีเธอเรียมบลอ็กเชน ประกอบไปดว้ย  

1) การเขา้รหสัลบัขอ้มลูดว้ยกุญแจสาธารณะ  

2) การเขา้รหสัลบัดว้ย Hash-function  

3) เครือข่ายแบบ Peer-to-peer  

4) EVM (Ethereum Virtual Machine) และ  

5) Proof-of-stake  

เม่ือผูใ้ช้ทาํการสร้างธุรกรรม (Transaction) รายการ 

ธุรกรรมนั้นจะถูกส่งไปยงัเครือข่าย Peer-to-peer ท่ีสมาชิกใน

เครือข่ายจะเก็บข้อมูลเดียวกันและมีการใช้งาน EVM 

เพ่ือท่ีจะคอยตรวจสอบการเปล่ียนแปลง และสถานะต่างๆใน

เครือข่าย จากนั้นกลไก Proof-of-stake [8] ท่ีรวมอยู่ในระบบ

จะทาํหน้าท่ีในเลือกผูท่ี้ เหมาะสมมาทําการรับรองความ

ถูกตอ้งโดยใชห้ลกัการ Merkle Tree [6] จากนั้นผูท่ี้ทาํการ

รับรองความถูกตอ้งและสามารถ Execute คาํส่ังตามสมาร์ท

คอนแทรคท์ได ้โดยจะไดรั้บค่าธรรมเนียมเป็นส่ิงตอบแทน 

หลงัจากนั้นผูท่ี้ได้รับค่าตอบแทนจะทาํการจดัเก็บธุรกรรม

ดงักล่าวลงในบล็อก พร้อมกบั Hash ของส่วนหัวขอ้มูลของ

บล็อกก่อนหน้า (Previous block header)  และทาํการ

ประกาศออกไปในเครือข่ายให้สมาชิก เพ่ือทาํสําเนาขอ้มูล

รูปแบบเดียวกนัข้ึนมาเพ่ือป้องกนัการลกัลอบแกไ้ข 

2.2.2 Test RPC (Simulated Blockchain private network) 

ในการพัฒนาและทดสอบคอนแทรคท์นั้ นจําเป็นท่ี

จะตอ้งใช ้Blockchain network ในการติดตั้งเพ่ือเรียกใชง้าน 

แต่การทดสอบคอนแทรคท์ในเครือข่ายสาธารณะของอีเธอ

เรียม (Public network) หรือเครือข่ายสาธารณะสําหรับ

ทดสอบ (Public test network) ท่ีมีผูใ้ช้งานอยู่จริงนั้ นมี

ค่าใชจ่้ายสูง และตอ้งใชก้าํลงัในการประมวลผลสูงมาก จึงมี

การพฒันาเครือข่ายแบบจาํลองข้ึนมาเพ่ือใช้ทดสอบคอน

แทรคทโ์ดยเฉพาะ ซ่ีง Test RPC เป็น Node.js โดยมีพ้ืนฐาน

จากอีเธอเรียมท่ีช่วยจาํลองสภาวะการทาํงานของเครือข่าย

แบบเต็มรูปแบบและมีคาํส่ังเบ้ืองตน้ในการจดัการกบัโหนด

ของอีเธอเรียม เพ่ือให้สามารถตั้งค่าสภาวะของ Network ได้

ตามตอ้งการ 

2.2.3 Web3 library และ Web3 framework 

Web3 API ถูกกาํหนดให้เป็น Library หลกัในการพฒันา 

Dapp เพ่ือสร้างปฏิสัมพนัธ์กับ Ethereum node โดย Web3 

library มีการพฒันาให้รองรับหลายภาษาและมี Framework 

ให้ เ ลือกใช้หลากหลายตามจุดประสงค์ของการสร้าง 

นอกจากน้ีการใช ้Framework จะช่วยเพ่ิมประสิทธิภาพดา้น

การทดสอบและความรวดเร็วในการพัฒนาเ น่ืองจาก 

Framework ส่วนมากมีคาํส่ังพ้ืนฐานท่ีสําคัญต่อการสร้าง 

Dapp เช่น Migration Compiler Deploy Testing เป็นตน้ 

2.2.4 Geth (Go Ethereum) 

Ethereum platform ทาํงานแบบไม่รวมศูนย ์โดยจุดสําคญัคือ

การไม่มีเซิร์ฟเวอร์ตวักลางในการทาํงาน แต่อาศยัฮาร์ดแวร์

ของสมาชิกในระบบทั้งหมด เสมือนเป็นเคร่ืองเซิร์ฟเวอร์ท่ี

ทาํงานร่วมกนั โดยเคร่ืองสมาชิกแต่ละโหนดจาํเป็นตอ้งเปิด

ใช้งานโปรแกรม Ethereum client ท่ีช่ือ Geth เพ่ือสร้าง

เครือข่ายข้ึนมาทาํหน้าท่ีในการ จัดเก็บ ประมวลผล และ

ส่ือสารกนัดว้ย Ethereum Protocol  
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นักพฒันาได้ออกแบบให้ Geth สามารถเรียกใช้แบบ 

Standalone client บนระบบปฏิบติัการต่าง ๆ ทั้ง Windows 

macOS และ Linux อีกทั้งยงัสามารถนาํ Geth library เขา้ไป

ทาํการฝังตวักับ iOS และ Android เพ่ือใชง้านบนอุปกรณ์

เคล่ือนท่ีซ่ึงไม่เพียงแต่ภาษา Go เท่านั้ นท่ีถูกนํามาสร้าง 

Ethereum client แต่นักพฒันายงัสามารถเลือกใช้ภาษา 

Python หรือ C++ ในการเขา้ใชง้าน Ethereum Protocol ได้

เช่นกนั 

2.3 งานวจิยัทีเ่กีย่วข้อง 

2.3.1 MedRec 

ในปี ค.ศ. 2016 นกัวจิยัจากสถาบนัเทคโนโลยีแมสซาชูเซตส์ 

ได้พฒันาระบบต้นแบบ เพ่ือทดสอบความเป็นไปได้และ

ความเหมาะสมในการใช้บล็อกเชน ร่วมกับข้อมูลด้าน

สาธารณสุข อีกทั้งเพ่ือศึกษาวิธีการทาํงานของ โครงสร้าง

แบบไม่รวมศูนยใ์นบล็อกเชนว่าสามารถเพ่ิมประสิทธิภาพ

ด้านความปลอดภัย และใช้งานร่วมกับระบบอ่ืน ๆ ท่ี

เก่ียวขอ้งไดอ้ย่างไร โดยนักวิจัยเลือกไดเ้ลือกใช้อีเธอเรียม

บล็อกเชนท่ีมีจุดเด่นเร่ืองสมาร์ทคอนแทรคท์ซ่ึงสามารถ

นาํมาพฒันาแอปพลิเคชันแบบไม่รวมศูนยไ์ด ้แตกต่างจาก

บล็อกเชนรูปแบบอ่ืนท่ีมีจุดประสงค์หลักเพ่ือใช้ในการทาํ

ธุรกรรม นอกจากน้ี สมาร์ทคอนแทรคท์ยงัมีชุดคาํส่ังท่ีเอ้ือ

ต่อ ก า ร ส ร้ าง ร ะ บ บ ค วบ คุ มก า ร เข้า ถึ ง ข้อ มูล ร ะ หว่ า ง

แหล่งขอ้มลูกบัส่วนเช่ือมต่อผูใ้ชแ้ละสามารถจดัทาํแหล่งเก็บ

ข้อมูลแบบไม่รวมศูนย์ท่ีมีข้อดีในด้านความพร้อมใช้งาน 

ความสอดคลอ้งของขอ้มลูและป้องกนัขอ้มูลสูญหายไดอ้ย่าง

มีประสิทธิภาพ ผลท่ีได้จากการพัฒนาข้างต้น คือ ระบบ 

MedRec [1] ท่ีช่วยใหข้อ้มลูการรักษา ขอ้มลูการใชย้า และผล

การทดสอบในห้องทดลอง สามารถตรวจสอบและทาํงาน

ร่วมกนัได ้อีกทั้งยงัสามารถกาํหนดสิทธ์ิการเขา้ถึงขอ้มูลได้

อย่างเหมาะสม นอกจากน้ีผูป่้วยซ่ึงเป็นเจ้าของข้อมูลจะมี

สิทธ์ิในการควบคุมการใชง้านขอ้มูลอย่างท่ีควรจะเป็น และ

สนบัสนุนใหน้กัวจิยัสามารถนาํขอ้มลูส่วนตวัท่ีไดรั้บอนุญาต

จากผูป่้วยไปใช้ได้โดยไม่เกิดปัญหาทางจริยธรรมในการ

ละเมิดความเป็นส่วนตวั 

2.3.2 Estonia e-Health และ e-Prescription 

สาธารณรัฐเอสโตเนียเป็นประเทศท่ีรัฐบาลใหค้วามสาํคญักบั

ระบบสารสนเทศอย่างมาก มีการก่อตั้ งมูลนิธิ e-Health 

foundation [2] ท่ีเป็นส่วนหน่ึงของ e-Government system 

ตั้งแต่ปี ค.ศ.1997 โดยระบบน้ีช่วยให้ประชาชนสามารถ

เข้าถึงทุกบริการและทุกหน่วยงานของภาครัฐ และมีการ

บงัคบัใช้รูปแบบการจดัการขอ้มูลของหน่วยงานต่างภายใต้

การควบคุม ให้มีความปลอดภยั สอดคลอ้งกัน และสามารถ

นําไปใช้งานร่วมกันได้ ในด้านสาธารณสุขก็ เ ช่นกัน 

ประชาชนสามารถเขา้ถึงประวติัการรักษา ขอ้มูลการใช้ยา

ของตนเองท่ีเคยมีการบนัทึกไวจ้ากสถานพยาบาลต่าง ๆ ได้

ด้วย บัตรประชาชนท่ีมีการฝังชิปเอาไว ้นอกจากน้ีแพทย์

ผูรั้กษาจากสถานพยาบาลต่าง ๆ รวมถึงนักวิจัยท่ีต้องการ

ขอ้มลูสามารถทาํการขอสิทธ์ิในการใชง้านได ้

หลงัจากนั้ น ในปี ค.ศ. 2016 มูลนิธิ e-health มีการ

ประกาศความร่วมมือกับบริษัทด้านความปลอดภัยในการ

ปรับปรุงรูปแบบการเก็บขอ้มูล โดยใช้ Keyless Signature 

Infrastructure (KSI) Blockchain เพ่ือป้องกันการลกัลอบ

แก้ไขข้อมูลการรักษาอย่างผิดกฎหมาย และสามารถ

ตรวจสอบเส้นทางในการทุจริตได ้โดย KSI Blockchain นั้น

ถูกพฒันาและใชง้านมาตั้งแต่ปี 2008 โดยเป็นบล็อกเชนท่ีไม่

มีบญัชีแยกประเภท ในทุกคร้ังท่ีไฟลมี์การเปล่ียนแปลง จะมี

การสร้างคียใ์หม่แลว้จดัเก็บไวใ้น KSI Blockchain และการ

เพ่ิมคียใ์ห้กับสินทรัพยดิ์จิตอลอย่างเช่น ส่วนประกอบของ

โปรแกรม log file หรือ firmware นั้นยงัช่วยให้สามารถสร้าง

ระบบแจ้งเตือนอัตโนมัติเพ่ือป้องกันผู ้ไม่หวังดีทั้ งหลาย 

นอกจากน้ี KSI Blockchain ยงัมีกลไกการเขา้รหัสลับท่ี

แตกต่างจากบล็อกเชนทั่วไปท่ีใช้การเข้ารหัสลับแบบ

สมมาตร แต่ใชเ้พียงแค่การเขา้รหสัลบัแบบ Hash เท่านั้น   

3. การเปรียบเทยีบ 

3.1 การเปรียบเทยีบรูปแบบสถาปัตยกรรมแบบรวมศูนย์ 

ไม่รวมศูนย์ และกระจายศูนย์ 

 

 
รูปท่ี 4. สถาปัตยกรรมแบบรวมศูนย์ ไม่รวมศูนย์                   

และกระจายศูนย์ 
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ผูค้นส่วนมากมกัคุน้เคยกบัคาํว่า “แอปพลิเคชัน” ซ่ึงแต่ละ

แอปพลิเคชันมีจุดประสงค์ท่ี ต่างกันออกไป ปัจจุบันมี

มากกว่าหน่ึงพันล้านแอปพลิเคชันท่ีใช้อยู่ในปัจจุบันและ

ส่วนใหญ่มักอยู่ในรูปแบบของเว็บแอปพลิเคชันท่ีเป็น

สถาปัตยกรรม client-server แบบรวมศูนยห์รือกระจายศูนย์

บางส่วน และส่วนน้อยท่ีเป็นแบบไม่รวมศูนย ์รูปท่ี 4 แสดง

ภาพรวมของ 3 รูปแบบสถาปัตยกรรมสาํหรับแอปพลิเคชนั 

ซอฟต์แวร์แอปพลิเคชันแบบรวมศูนยซ่ึ์งเป็นท่ีนิยมมาก

ท่ีสุดในปัจจุบนั จะควบคุมการทาํงานของแต่ละหน่วยงาน

และการไหลของข้อมูลโดยตรงจากศูนย์กลางเดียว ทุก

หน่วยงานจะข้ึนอยู่กับอาํนาจกลางในการรับและการส่ง

ขอ้มลูจากคาํส่ังท่ีไดรั้บ องคก์รหลายแห่งทราบถึงประโยชน์

ของการจดัเก็บไฟล์แบบรวมศูนยใ์นไดร์ฟท่ีใช้งานร่วมกัน

และยิ่งสะดวกมากยิ่งข้ึนเม่ือจดัเก็บขอ้มูลแบบกลุ่มเมฆ เช่น 

Dropbox Google Drive แต่องคก์รเหล่าน้ีมกัตอ้งออกแบบ

สภาพแวดลอ้มสําหรับการประมวลผลและการจดัเก็บขอ้มูล

แยกออกจากกัน พ้ืนท่ีจดัเก็บขอ้มูลแบบรวมศูนยจ์ะจัดเก็บ

ไฟล์ข้อมูลและฐานข้อมูลท่ีใช้ร่วมกันระหว่างเซิร์ฟเวอร์

คอมพิวเตอร์ผา่นเครือข่ายหรือท่ีเรียกกนัว่า การจดัเก็บขอ้มูล

แบบเครือข่าย (Networked storage) การจดัเก็บแบบรวมศูนย์

ช่วยให้สามารถรวบรวมทรัพยากรการจดัเก็บขอ้มูลไดไ้ม่ว่า

จะอยูใ่นระดบัไฟลห์รือระดบับล็อก เพ่ือให้สามารถใชท่ี้เก็บ

ข้อมูลได้อย่างมีประสิทธิภาพเน่ืองจากเซิร์ฟเวอร์ทั้ งหมด

สามารถเขา้ถึงพ้ืนท่ีเก็บขอ้มูลเดียวกนัได ้การจดัการและการ

สาํรองขอ้มลูทาํไดง่้ายกวา่เน่ืองจากเป็นศูนยก์ลางและถูกมอง

ว่าเป็นพ้ืนท่ีจดัเก็บขอ้มูลเดียว อย่างไรก็ตาม ฐานขอ้มูลแบบ

รวมศูนย์จะข้ึนอยู่กับการเช่ือมต่อเครือข่าย การเช่ือมต่อ

อินเตอร์เน็ตท่ีช้าลงจะต้องใช้เวลาในการเข้าถึงฐานข้อมูล

นานข้ึน อาจเกิดคอขวด (Bottlenecks) ข้ึนจากการเขา้ชมท่ีสูง 

การเข้าถึงจะถูกจาํกัดโดยผูใ้ช้มากกว่าหน่ึงคนในชุดข้อมูล

เดียวกันเน่ืองจากมีสําเนาเพียงชุดเดียวและเก็บไวใ้นท่ีเดียว 

ซ่ึงอาจส่งผลให้ประสิทธิภาพการทาํงานของระบบลดลง

อย่างมาก ซ่ึงหากไม่มีการตั้ งค่าป้องกันความผิดพลาดและ

เกิดเสียหายของฮาร์ดแวร์ข้ึน ขอ้มูลทั้งหมดภายในฐานขอ้มูล

จะสูญหายไป อีกทั้งมีขอ้มูลท่ีเหลือน้อยท่ีสุดหากไม่มีขอ้มูล

สํารองหากชุดขอ้มูลสูญหายโดยไม่คาดคิดเป็นเร่ืองยากท่ีจะ

ดึงขอ้มลูกลบัมา ซ่ึงในกรณีส่วนใหญ่จะตอ้งทาํดว้ยตนเอง 

สถาปัตยกรรมแบบไม่รวมศูนยเ์ป็นการประมวลผลท่ีเกิด

จากการแบ่งการทาํงานให้กับคอมพิวเตอร์ต่าง ๆ ภายใน

องคก์รหรือเครือข่ายเดียวกนัโดยแต่ละหน่วยงายหรือแต่ละ

คอมพิวเตอร์สามารถจัดการเคร่ืองคอมพิวเตอร์ของตัวเอง

และไม่ต้องมีปฏิสัมพันธ์กับหน่วยงานอ่ืน ประเด็นหลัก

สําคญัเก่ียวกับระบบแบบไม่รวมศูนยคื์อการไม่มีศูนยก์ลาง

ควบคุมท่ีสําคญั (Central Point of Control) ซ่ึงลกัษณะการ

เก็บขอ้มลูเป็นไปตามหวัขอ้ยอ่ยท่ี 2.1.2. 

สําหรับสถาปัตยกรรมแบบกระจายศูนย์ ข้อมูลจะถูก

จดัเก็บไวใ้นหลาย ๆ เคร่ืองและจะเช่ือมต่อเข้าด้วยกันผ่าน

ระบบเครือข่าย โดยแต่ละส่วนจะมีระบบจดัการฐานขอ้มูล

เป็นของตนเองและสามารถท่ีจะทาํงานได้ดว้ยตนเองหรือ

ทาํงานร่วมกันก็ได ้โดยคอมพิวเตอร์แต่ละเคร่ืองจะเรียกว่า 

“โหนด” (Node)  แต่ละโหนดจะสามารถส่ือสารกันไดซ่ึ้ง

ผูใ้ชส้ามารถเรียกใชข้อ้มูลจากฐานขอ้มูลท่ีมีอยู่จากโหนดใด

ก็ได้และผูใ้ช้ไม่จาํเป็นต้องทราบว่าขอ้มูลท่ีตนต้องการนั้ น

จดัเก็บอยู่บนเคร่ืองใด หลกัการพ้ืนฐานของฐานขอ้มลูแบบ

กระจาย ไดร้ะบุไวว้่า “สําหรับผูใ้ชน้ั้น ระบบกระจายควรจะ

ให้เขามองเห็นเหมือนกันระบบท่ีไม่ไดก้ระจาย” กล่าวอีก

อย่างหน่ึงก็คือ ผู ้ใช้ฐานข้อมูลในระบบกระจาย ควรจะ

สามารถกระทาํส่ิงต่าง ๆ ไดเ้หมือนกบัว่าระบบท่ีใชอ้ยู่นั้นไม่

ใชร้ะบบกระจาย โดยเฉพาะอย่างยิ่งการกระทาํท่ีเป็นการจดั

กระทาํขอ้มูล (Data Manipulation Operation) เช่น ใชค้าํส่ัง

ภาษาสอบถามเชิงโครงสร้างเพ่ือสืบคน้ขอ้มลู เป็นตน้ ซ่ึงการ

กระทาํดงักล่าวควรจะให้ผูใ้ช้รู้สึกว่าไม่แตกต่างจากระบบ

ฐานขอ้มลูแบบรวมศูนย ์

ในขณะท่ีฐานข้อมูลแบบรวมศูนย์นั้ นเก็บขอ้มูลไวใ้น

อุปกรณ์จัดเก็บข้อมูลท่ีอยู่ในตาํแหน่งเดียวซ่ึงเช่ือมต่อกับ

หน่วยประมวลผลเดียว ระบบฐานขอ้มูลแบบกระจายศูนยจ์ะ

เก็บข้อมูลในอุปกรณ์จัดเก็บข้อมูลท่ีอาจอยู่ในตาํแหน่งท่ี

ต่างกันและจัดการโดยใช้ฐานข้อมูลส่วนกลาง ฐานข้อมูล

แบบรวมศูนย์จะง่ายต่อการรักษาและปรับปรุงให้ดี ข้ึน

เน่ืองจากขอ้มูลทั้งหมดจะถูกเก็บไวใ้นท่ีเดียว นอกจากน้ียงั

ง่ายต่อการรักษาความสมบูรณ์ของขอ้มูลและหลีกเล่ียงความ

ซํ้าซอ้นของขอ้มลู แต่คาํขอทั้งหมดท่ีเขา้มาเพ่ือตอ้งการเขา้ถึง

ข้อมูลจะได้รับการประมวลผลโดยเอนทิ ตี เ ดียว  เ ช่น 

เมนเฟรมเดียว จึงสามารถทาํให้เกิดคอขวดไดอ้ย่างง่ายดาย 

แต่ดว้ยฐานขอ้มลูแบบกระจายศูนย ์สามารถหลีกเล่ียงคอขวด

น้ีได้เ น่ืองจากฐานข้อมูลแบบขนานทําให้โหลดสมดุล

ระหวา่งหลายเซิร์ฟเวอร์ แต่การเก็บรักษาขอ้มลูใหท้นัสมยัอยู่

เสมอในระบบฐานขอ้มูลแบบกระจายจาํเป็นตอ้งใชง้านเพิ่ม
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จึงทาํให้ตน้ทุนการบาํรุงรักษาและความซับซ้อนเพิ่มข้ึนและ

ต้องใช้ซอฟต์แวร์เพ่ิมเติมเพ่ือการน้ีด้วย นอกจากน้ีการ

ออกแบบฐานขอ้มูลสําหรับฐานขอ้มูลแบบกระจายมีความ

ซบัซอ้นมากกวา่ฐานขอ้มลูแบบรวมศูนย ์

3.2 การเปรียบเทยีบเคร่ืองมอืพฒันา 

การพฒันาแอปพลิเคชนัแบบไม่รวมศูนยโ์ดยใชส้มาร์ทคอน

แทรคท์สามารถนําเฟรมเวิร์คท่ีมีชุดคาํส่ังสําเร็จรูปในการ

ทดสอบ คอมไพล์และเรียกใช้งาน มาใช้เพ่ือผลดีต่อการ

พฒันาทั้งเร่ืองความเร็วและความง่ายต่อการแกไ้ขแอปพลิเค

ชัน นอกจากน้ียงัมีเฟรมเวิร์คหลายรูปแบบให้เรียกใช้ซ่ึงมี

ขอ้ดีแตกต่างกนัไป ดงัตารางท่ี 1 

ตารางท่ี 1. ตารางเปรียบเทียบเคร่ืองมือท่ีใช้พัฒนา 

Topic Truffle Embark Dapple 

Operation 

System 

MacOS, 

Windows, 

Linux 

Only 

Linux 

MacOS, Linux 

Package 

management 

npm npm Nix 

Dashboard no yes no 

Decentralize 

storage 

Swarm, 

IPFS 

Swarm, 

IPFS 

IPFS 

Automate 

testing 

Mocha, 

Chai 

no DS-test 

 

โดยผูพ้ฒันาเลือกใช ้Truffle framework เน่ืองดว้ยความ

ง่ายในการแก้ไขและใชง้านคอนแทรคท ์  การสนับสนุนทุก

ระบบปฏิบัติการ ส่วนจัดการแพ็คเกจของ Node.js ส่วน

เช่ือมต่อกับฐานข้อมูลแบบไม่รวมศูนย์ เ ช่น Ethereum 

Swarm และการท่ีมีผูใ้ช้งานจาํนวนมาก ทาํให้มีตัวอย่าง

วิธีการแกไ้ขปัญหาและการสนับสนุนจากกลุ่มผูพ้ฒันาอย่าง

ต่อเน่ือง 

 

4. การวเิคราะห์ความต้องการจากกรณีศึกษา 

ในการวิจยัและพฒันามีการศึกษาถึงบริบทของโรงพยาบาล

เพ่ือหาแนวทางการออกแบบและพฒันาสถาปัตยกรรมแบบ

กระจายศูนย์เพ่ือจัดการควบคุมการเข้าถึงข้อมูลสุขภาพ

สําหรับเครือโรงพยาบาลโดยใชบ้ล็อกเชนส่วนบุคคล ซ่ึงได้

ทาํความร่วมมือกับเครือโรงพยาบาลเอกชนแห่งหน่ึงใน

ประเทศไทยเพ่ือรวบรวมขอ้มูลความตอ้งการของระบบ โดย

โ ร ง พย า บ า ล มีค ว า มตั้ ง ใ จ ท่ี จะ พัฒ น า ร ะ บ บ เ พ่ือ ท่ี จ ะ

แลกเปล่ียนขอ้มูลสุขภาพของผูป่้วยระหว่างโรงพยาบาลใน

เครือและหน่วยงานท่ีเก่ียวขอ้ง   

ในปัจจุบันการ ท่ีคนไข้จากโรงพยาบาลหน่ึง  ต้อง

เปล่ียนไปรักษาท่ีโรงพยาบาลในเครืออีกแห่งหน่ึง จะตอ้งนาํ

เอกสารจากโรงพยาบาลแรกไปยงัโรงพยาบาลท่ีสองด้วย

ตนเอง จึงค่อนขา้งลาํบากและล่าชา้เน่ืองจากยงัไม่มีระบบมา

รองรับ และจากเดิมท่ีทางโรงพยาบาลมีระบบฐานขอ้มูลแบบ

รวมศูนย ์ปริมาณขอ้มูลท่ีเพ่ิมข้ึนในทุกวนัจึงเป็นเร่ืองยากใน

การดูแลและขยายระบบเพราะค่าใช้จ่ายด้านโครงสร้าง 

(Infrastructure) จะสูงข้ึนตามไปดว้ย 

4.1 ขอบเขตของข้อมูลทดสอบเบือ้งต้น 

จากการประชุมเพ่ือรวบรวมขอ้มูลความตอ้งการของระบบ

กบัทางเครือโรงพยาบาล โดยขอบเขตของระบบคือ ระบบท่ี

สามารถทาํการเก็บขอ้มลูผูป่้วยและขอ้มูลธุรกรรมต่าง ๆ ไว้

ในบล็อกเชน สามารถกาํหนดสิทธ์ิการเข้าถึงขอ้มูลและทาํ

การโอนยา้ยข้อมูลผูป่้วยระหว่างโรงพยาบาลในเครือ โดย

ขอ้มูลดงักล่าวจะตอ้งไดรั้บการยินยอมสิทธ์ิจากผูป่้วยก่อน

เสมอ เพ่ือพิสูจน์แนวคิดเบ้ืองต้น ผูพ้ฒันาได้ตกลงกับทาง

ศูนยว์ิจยัของโรงพยาบาลในการใช้ขอ้มูลการตรวจสุขภาพ

ของผูป่้วย (check-up data) เป็นการทดลองเบ้ืองตน้ในการ

ทดสอบการจดัเก็บและแลกเปล่ียนขอ้มูล ซ่ึงมีรูปแบบการ

จดัเก็บขอ้มูลดงัตารางท่ี 2 ซ่ึงขอ้มูลท่ีใชใ้นการศึกษาเหล่าน้ี

จะไม่สามารถระบุช่ือผูป่้วยได ้(Unidentified) 

 

  

JOURNAL OF INFORMATION SCIENCE AND TECHNOLOGY | VOL 7 | NO 2 | JUL – DEC 2017 
39



ตารางท่ี 2. รายละเอียดของข้อมลูทดสอบเบือ้งต้น 

Field Key Description Possible Value 

HN Hospital Number MD5 

Employee พนกังาน Direct Employee 

EN Episode Number MD5 

Year ปี ค.ศ. Number 

Date วนัท่ี Date 

Nation สัญชาติ THAI 

Sex เพศ Male, Female 

Age อาย ุ Number 

Location สถานท่ีทาํการตรวจ String 

weight นํ้าหนกั Number 

height ส่วนสูง Number 

BMI ค่าBMI Number 

sysBP ค่าความดนัตวับน Number 

diaBP ค่าความดนัตวัล่าง Number 

Glucose 

(Fasting) 

ค่านํ้ าตาลหลงัอด

อาหาร 
Number 

Glucose 

(POCT) 
ค่านํ้ าตาลPOCT Number 

HbA1C ค่านํ้ าตาลสะสม Number 

LDL ค่าไขมนัชนิดไม่ดี Number 

HDL ค่าไขมนัชนิดดี Number 

Cholesterol ค่า คลอเลสเตอรอล Number 

Triglycerides ค่าไตรกลีเซอไรล ์ Number 

Hypertension ความดนั Number 

Diabetes เบาหวาน Number 

Vascular 

Disease 

โรคคหลอดดลือด

หวัใจ 
Number 

Smoking การสูบบุหร่ี String 

DOB วนัเดือนปีเกิด Date 

Waist 

circumference 
เส้นรอบเอว Number 

Waist size  เส้นรอบเอว  Number 

Hypertension 
ผลโรคความดนั

โลหิตสูง 
0, 1 

Diabetes ผล โรคเบาหวาน 0, 1 

4.2 การกาํหนดสิทธ์ิการเข้าถึงข้อมูล 

จากการวเิคราะห์ความตอ้งการของระบบพบว่าขอ้มูลท่ีนาํมา

ทดสอบเบ้ืองต้นแต่ละส่วนจะถูกควบคุมการกาํหนดสิทธ์ิ

เขา้ถึงขอ้มูลโดยแต่ละบุคคลจะมีสิทธ์ิเขา้ถึงขอ้มูลต่างกนัไป

ดงัตารางท่ี 3.   

ตารางท่ี 3. ตารางกาํหนดสิทธ์ิการเข้าถึงข้อมลู* 

Data Role 

PC N PH TC LS MRS 

Lab result CRUD - R - - - - - - - R - - - R U - - R - - 

Prescription CRUD - R - - - R U - - - - - - - - - - R - - 

X-ray CRUD - R - - - - - - - R U 

- 

- - - - - R - - 

Patient record CRUD CRUD CRUD CRUD CRUD - R - - 

*PC แทน Physician; N แทน Nurse; PH แทน Pharmacist; 

TC แทน Technician; LS แทน Lab Staff; และ MRS แทน 

Medical Record Staff 
 

กรณีศึกษาน้ีจะแบ่งผูเ้ก่ียวขอ้งออกเป็น 6 บทบาท ไดแ้ก่ 

แพทย ์(Physician) พยาบาล (Nurse) เภสัชกร (Pharmacist) 

นักเทคนิคการแพทย์ (Technician) เจ้าหน้า ท่ีตรวจ

ผลการรักษาเชิงปฏิบัติ (Lab staff) และเจา้หน้าท่ีตรวจ

ผลการรักษา (Medical Record staff) แบ่งประเภทของขอ้มูล

ออกเป็น 4 ประเภท ได้แก่ ผลการรักษาเชิงปฏิบัติ (Lab 

result) ใบส่ังยา (Prescription) ผลภาพฉายรังสี (X-ray) และ

ขอ้มูลผูป่้วย (Patient Record) แต่ละบทบาทสามารถเขา้ถึง

ขอ้มลูแต่ละประเภทไดแ้ตกต่างกนัออกไปตามสิทธ์ิของตนท่ี

ถูกกาํหนดไวต้ามตวัอกัษร C R U และ D ซ่ึงตวัอกัษรเหล่าน้ี

หมายถึง สิทธ์ิในการสร้างขอ้มลู สิทธ์ิในการอ่านขอ้มูล สิทธ์ิ

ในการแก้ไขข้อมูล และสิทธ์ิในการลบหรือยกเลิกข้อมูล

ตามลาํดบั เช่น พยาบาลสามารถอ่านขอ้มูลผลการรักษาเชิง

ปฏิบัติ ใบส่ังยา ผลภาพฉายรังสี และสามารถสร้าง อ่าน 

แกไ้ข และลบขอ้มลูผูป่้วยได ้
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5. ผลการออกแบบสถาปัตยกรรมของระบบ 

จากการวเิคราะห์เทคโนโลยบีลอ็กเชนและความตอ้งการของ

เครือโรงพยาบาลเป็นกรณีศึกษา ผูพ้ฒันาไดส้ร้างแผนภาพ

แสดงรูปแบบสถาปัตยกรรม โดยออกแบบให้มีการเขา้รหัส

ลบัข้อมูลเพ่ือความปลอดภัยและความเป็นส่วนบุคคลของ

ขอ้มูลทางการแพทย ์นอกจากน้ียงัมีการจัดเก็บข้อมูลแบบ

กระจายศูนย์เพ่ือป้องกันการลักลอบแก้ไขและเพ่ิมความ

พร้อมใชง้านของขอ้มลูซ่ึงเป็นรูปแบบท่ีเหมาะสมต่อองคก์ร 

 

รูปท่ี 5. ภาพรวมการทาํงานเบือ้งต้น 

โดยระบบน้ีจะทาํการรับขอ้มูลผูป่้วยจากแหล่งต่าง ๆ ไม่

วา่จะมาจากอุปกรณ์สวมใส่ดา้นสุขภาพหรือผลตรวจจากทาง

โรงพยาบาล  โดยนาํขอ้มูลมาทาํการเขา้รหัสลบัและจดัเก็บ

แบบไม่รวมศูนยใ์นเครือข่ายส่วนตวั (Private network) ท่ีเป็น

การนําอีเธอเรียมบล็อกเชนมาใช้เน่ืองจากเป็นบล็อกเชน

แพลตฟอร์มท่ีมุ่งเน้นให้นาํบล็อกเชนมาใช้กบัอุตสาหกรรม

อ่ืนนอกเหนือจากการเงิน เช่น ธุรกิจอสังหาริมทรัพย ์ธุรกิจ

ประกันภยั รวมถึงดา้นการแพทย ์โดยมีสมาร์ทคอนแทรคท ์

และ EVM เป็นหัวใจสําคญัซ่ึงผูพ้ฒันาตอ้งทาํการปรับแต่ง

ขอ้กาํหนดและการตั้งค่าต่าง ๆ ในไฟลต์ั้งตน้ (Genesis file) 

ใหเ้ขา้กบับริบทขององคก์ร  จากนั้นนาํคียใ์นการเขา้ถึงขอ้มูล

มาผูกกับบญัชีของผูป่้วยในบล็อกเชน ซ่ึงในส่วนน้ีสามารถ

ควบคุมสิทธ์ิการเข้าถึงและติดตามการใช้งานขอ้มูลไดด้ว้ย

สมาร์ทคอนแทรคท์ ซ่ึงผูพ้ฒันาตอ้งการออกแบบให้ระบบ

สามารถเรียกใชไ้ดโ้ดยแอปพลิเคชนัท่ีจะถูกใชง้านจากแผนก

ต่าง  ๆ  ของโรงพยาบาล  และรองรับการเ ช่ือมต่อกับ

โรงพยาบาลอ่ืน ๆ ภายในเครือได้ในอนาคต จึงทําการ

ออกแบบตามแนวคิด REST API [9] เน่ืองจากสามารถ

ทาํงานบน HTTP โปรโตคอลและสนับสนุนรูปแบบขอ้มูล

แบบ JSON นอกจากน้ียงัวางตวัเป็นผูใ้ห้บริการ API สําหรับ

บล็อกเชนดา้นขอ้มูลทางการแพทย ์พร้อมกบัจดัทาํเครือข่าย

บล็อกเชนส่วนตวั (Private Blockchain) ไวส้ําหรับรับรอง

ความถูกตอ้งของการทาํรายการและเอาไวจ้ดัเก็บขอ้มูล โดย 

API เบ้ืองตน้ท่ีไดจ้ดัเตรียมไวป้ระกอบไปดว้ย การสร้างบญัชี

ผูใ้ชง้าน การกาํหนดสิทธ์ิการเขา้ถึงขอ้มลู การเพ่ิมขอ้มูล การ

เขา้รหัสลบัขอ้มูล การเรียกดูขอ้มูล และการแกไ้ขขอ้กาํหนด

การใชข้อ้มูล ทั้งน้ีการพฒันาแอปพลิเคชนัแบบกระจายศูนย์

ตอ้งใชเ้วลาในการศึกษาและทดลองค่อนขา้งมาก การใช ้API 

เหล่าน้ีจะช่วยร่นระยะเวลาในการพฒันา เพ่ือให้ผูท่ี้ตอ้งการ

จะนาํไปใช้ไม่จาํเป็นตอ้งศึกษารายละเอียดการทาํงานของ

บลอ็กเชนหรือจดัทาํเครือข่ายบล็อกเชนเอง แต่ยงัสามารถใช้

ความรู้พ้ืนฐานในการทาํแอปพลิเคชันแล้วปฏิบัติตามแนว

ทางการใช้งานของแต่ละ API ท่ีได้วางเอาไว ้และยงัคง

ประโยชน์ของโครงสร้างแบบกระจายศูนยไ์วไ้ดท้ั้งหมด 

5.1 Network Implementation 

ดงัท่ีได้อธิบายไวใ้นหัวขอ้ 2.2.4 Ethereum platform มี

รูปแบบการทาํงานแบบไม่รวมศูนย ์โดยมีเน็ตเวิร์คโหนดท่ี

ทาํงานร่วมกันคือ Geth ซ่ึงการทาํงานร่วมกนัของเน็ตเวิร์ค

โหนดน้ี นอกจากการรองรับภาษาโปรแกรมท่ีหลากหลาย 

แล้วยงัมีความสามารถด้านการประมวลผล เปรียบเสมือน

เคร่ืองเซิร์ฟเวอร์ประสิทธิภาพสูงหน่ึงเคร่ือง โดยมีช่ือเรียกว่า 

Ethereum Virtual Machine ในการสร้าง EVM ข้ึนมานั้น 

Geth จาํเป็นตอ้งใชไ้ฟลต์ั้งตน้ (Genesis file) เดียวกันเพ่ือ

ทาํงานบนขอ้ตกลงร่วมกัน Genesis file เปรียบเสมือนไฟล์

ตั้งค่าสําหรับบล็อกเชน ท่ีอนุญาตให้ผูพ้ฒันาสามารถนาํไป

สร้าง บล็อกเชนส่วนตัวได้เอง โดยผู้พัฒนาจําเป็นต้อง

กาํหนดตวัแปรเบ้ืองตน้ 4 ตวั คือ  

1) Chain ID สําหรับบล็อกเชนส่วนตวัเพ่ือป้องกนัไม่ให้

ผูไ้ม่หวงัดีทาํการโจมตีดว้ยวิธีการ Replay-attack ไดแ้ละทาํ

การเลือกเวอร์ชนัของ Ethereum protocol ท่ีตอ้งการใช ้ 
2) กําหนดความยากในการยืนยนัความถูกต้องของ

ธุรกรรม  

3) กาํหนดจาํนวน Gas สูงสุดต่อบลอ็ก  

4) Address ตั้งตน้ในการสร้าง Chain ใหม่ 

 

รูปท่ี 6. ตัวอย่าง Genesis File 
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นอกจากน้ีเรายงัสามารถเพ่ิมการตั้ งค่าอ่ืน ๆ อย่างเช่น 

Coinbase, ExtraData, Nonce, Mixhash, parentHash และ 

Timestamp ลงใน Genesis file ไดอี้กดว้ย โดย Genesis file 

จะอยู่ในรูปของ JSON [10]  เม่ือได ้Genesis file มาแล้ว 

โปรแกรม Geth จะมีคาํส่ัง init ท่ีสามารถคอมไพล์ไฟล ์

Genesis เพ่ือสร้างบล็อกเชนส่วนตวัให้โดยอตัโนมติั โดยจะ

มีการใช้พ้ืนท่ีบนเคร่ืองเพ่ือทาํการจัดเก็บข้อมูลธุรกรรมท่ี

เกิดข้ึนเรียกว่าขอ้มูล chain data และกุญแจเขา้ใชง้านช่ือว่า 

keystore ท่ีเก็บขอ้มลูบญัชีผูใ้ชอ้ยูด่ว้ย 
จากนั้นเม่ือตอ้งการเพ่ิมจาํนวนเน็ตเวิร์คโหนดสามารถ

ทาํการใช้คาํส่ัง $bootnode --genkey=boot.key เพ่ือแสดง

ขอ้มูล enode URL ซ่ึงเปรียบเสมือนบ้านเลขท่ีในการให้

เน็ตเวิร์คโหนดอ่ืนเข้ามาติดต่อกับโหนดปัจจุบันได้ โดย

ภายในบล็อกเชนส่วนตัวเดียวกันจาํเป็นต้องมีอย่างน้อย 1 

โหนด ท่ีมีการทาํงานอยู่ตลอดเวลา เพ่ือประมวลผลและ

จดัเก็บขอ้มลูธุรกรรมท่ีเกิดข้ึน 
โดยเบ้ืองตน้แลว้ในทางปฏิบติัผูพ้ฒันาไดท้าํการเลือกใช ้

TestRPC ในการจาํลองการทาํงานของ EVM เพ่ือความ

รวดเร็วในการทดสอบสมาร์ทคอนแทรคท ์และความง่ายใน

การติดตั้งเน็ตเวิร์คโหนด แต่ TestRPC มีขอ้จาํกดัในดา้นการ

จาํลองสภาพแวดลอ้มการทาํงานจริง เช่น ความรวดเร็วใน

การประมวลผลทรานแซคชัน รูปแบบการจัดเก็บไฟล ์

keystore ท่ีผูใ้ชไ้ม่สามารถกาํหนด Passphrase ไดเ้อง การเพ่ิม

จาํนวนเน็ตเวร์ิคโหนด และการตั้งค่า Genesis file 
 

 

รูปท่ี 7. หน้าต่างการทาํงานของ TestRPC 

5.2 Smart Contract Implementation 

โครงสร้างระบบแบบอีเธอเรียมบล็อกเชนออกแบบมาให้ใช้

สมาร์ทคอนแทรคท์เป็นตัวกาํหนดบทบาทของผูใ้ช้ภายใน

เครือข่ายบล็อกเชนเดียวกัน เสมือนเป็นขอ้ตกลงร่วมกันใน

เร่ืองวิธีการทาํงานของแอปพลิเคชันโดยผูพ้ ัฒนาเลือกใช ้

Remix IDE ดงัรูปท่ี 8. ในการเขียนสมาร์ทคอนแทรคท์

เน่ืองจากสามารถประมวลผลออนไลน์ไดใ้นทนัทีและมีการ

จําลองสภาพแวดล้อมของเครือข่ายบล็อกเชนพร้อมกับ

ประวติัการทาํงานของคอนแทรคทใ์ห้เห็นถึงวิธีการในการ

สร้างธุรกรรมโดยบญัชีผูใ้ชใ้นระบบ 

 

รูปท่ี 8. Remix IDE 

5.3 API provider Implementation 

ในส่วนของการพฒันา ผูพ้ฒันาไดว้างตวัเป็นผูใ้ห้บริการ API 

สําหรับบล็อกเชนด้านขอ้มูลทางการแพทย ์พร้อมกับจดัทาํ

เครือข่ายบล็อกเชนส่วนตวั (Private Blockchain) ไวส้ําหรับ

รับรองความถูกต้องของการทาํรายการและเอาไวจ้ัดเก็บ

ขอ้มูล ซ่ึงไดเ้ลือกใช ้Express Framework ในการเขียน API 

เน่ืองจากมีส่วนจัดการแพ็คเกจเป็น Node.js เช่นเดียวกับ 

Web3 Library จากหัวข้อย่อยท่ี 2.2.3 และ Truffle 

Framework  จากหัวขอ้ย่อยท่ี 3.2. ทาํให้ง่ายต่อการเช่ือมต่อ

เขา้กับส่วนของสมาร์ทคอนแทรคท์ อีกทั้งมีจุดเด่นในเร่ือง

ความเร็วในการตอบสนองและมีรูปแบบท่ีง่ายต่อการใชง้าน 
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รูปท่ี 9. รูปแบบสถาปัตยกรรมของระบบ 

รูปท่ี 9. คือส่วนของการออกแบบสถาปัตยกรรม และ

เคร่ืองมือท่ีใชง้านจริง ส่วนหลกัคือระบบนิเวศของบล็อกเชน

และสมาร์ทคอนแทรคท์ โดยท่ีใช้อีเธอเรียมเป็นเครือข่าย

บล็อกเชนและมี Geth เป็นเน็ตเวิร์คโหนด มีชุดคาํส่ังสมาร์ท

คอนแทรคทท่ี์เขียนโดยใชภ้าษา Solidity ซ่ึงแปลงภาษาและ

ติดตั้งบนเครือข่ายอีเธอเรียมโดย Truffle Framework จะเป็น

ตัวจัดการให้ทั้ งหมด จากนั้ นผูใ้ช้งานภายนอกจะสามารถ

เรียกใช้งานสมาร์ทคอนแทรคท์ได้โดยเช่ือมต่อเข้ามาทาง 

API ท่ีผูพ้ฒันาออกแบบไวซ่ึ้งจะสามารถนาํไปพฒันาต่อได้

อยา่งสะดวกและรวดเร็ว 

6. บทสรุป 

บทความน้ีไดน้าํเสนอการออกแบบและพฒันาสถาปัตยกรรม

แบบกระจายศูนยเ์พ่ือจดัการควบคุมการเขา้ถึงขอ้มูลสุขภาพ

สําหรับเครือโรงพยาบาล ซ่ึงไดจ้ดัเตรียมบล็อกเชนสําหรับ

ขอ้มลูดา้นการแพทยไ์วใ้ห้บริการ (Blockchain-as-a-Service) 

เพ่ือความสะดวกต่อในการท่ีแต่ละโรงพยาบาลสามารถนํา

บริการน้ีไปพฒันาระบบใหม่หรือเช่ือมต่อเขา้กับระบบเดิม 

โดยไดเ้ลือกใชเ้ทคโนโลยีท่ีมีศกัยภาพอย่างบล็อกเชนในการ

พฒันา ผลของการออกแบบเบ้ืองตน้สรุปได้ว่า เทคโนโลยี

บลอคเชนสามารถสร้างความปลอดภยัท่ีสูง และสมาร์ทคอน

แทรคช่วยให้สามารถกาํหนดสิทธ์ิการเขา้ถึงขอ้มูลได้อย่าง

อิสระ เหมาะอย่างยิ่งสําหรับข้อมูลด้านการแพทย์ แต่มี

ขอ้จาํกดัในเร่ืองของความเร็วของจาํนวนการทาํธุรกรรมซ่ึง

ต้องทําการปรับปรุงต่อไป และต้องการคอมพิวเตอร์

ประสิทธิภาพสูงจาํนวนมากในการยนืยนัการทาํธุรกรรม 

ซ่ึงในอนาคตจาํเป็นตอ้งทาํการวดัผลประสิทธิภาพเทียบกับ

ระบบรูปแบบเดิมในดา้นความเร็ว ความปลอดภยั ค่าใช้จ่าย 

และ ประสิทธิภาพในการกูคื้นและแกไ้ขระบบต่อไป 
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