% v J Y o v Y ayv
ﬂﬂ!!ﬂﬂﬁﬂ1ﬂﬂﬂﬂﬁﬁﬁl!!‘U‘U"lﬁl'i'nlﬂHﬂiﬂfﬂ‘]ﬂlﬁf’)ﬂ!“ﬂuﬁ1ﬂiﬂﬂlﬂﬁdﬁ!!ﬂ3ﬂ1§3‘i}ﬂ

1% d AR A
PITUDTIUNNE: ﬂimﬂﬂ‘lsl1511ﬂx‘]!ﬂiﬂiiQWﬂ1U1ﬁ!®ﬂ“ﬂu1uﬂ§$£ﬂﬂ"lﬂﬂ

A Prototype of Decentralized Architecture Using Blockchain for
Medical Records and Research:
A Case Study of a Private Hospital Group in Thailand
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ABSTRACT - In Information Technology (IT), Blockchain does not only benefit economic but

also greatly benefits other domains, such as scientific, political and medical. It provides a new
solution with lower-cost, higher-scalability and greater-security for storing and controlling
access to massive data. In medical domain, shifting from typical paper-based to electronic
health records results in an increasing number of health data. Such health data, also collected
by today’s personal ubiquitous computing devices (e.g., smart-watches and phones), are very
useful for preventive and proactive medical research. Therefore, health IT systems require a
new architecture to record medical information. This article presents the design of a prototype
of decentralized architecture for medical record using private Blockchain. As a case study of
this research, the largest group of private hospitals in Thailand has been collaborating with us
in providing their initial requirements for the design and implementation. Our design work
involves the use of a private Blockchain and its smart contract as an access control manager to
medical records. Different tools for Blockchain technologies are also reviewed. This article poses
a next step towards the proof-of-concept in implementing Blockchain in Thailand as
Blockchain-as-a-service (BaaS) for medical records.

KEYWORDS -- Medical Record; Ethereum; Blockchain; Smart contract; Decentralized Application;
Encryption; Blockchain as a Service

v 1 < d d & [ d
unaaee -- lunaemalulatssauna vdenwulildtilszlemidemuasugmansmiu uadadidsslovine
a A ' a d A d < o Y a ad |/ LY
MU 9 15U Ineneman’ maides wazmsunng vdenwuihlfnadsudluluilumsiafunazaivgums
Y = v =S AT QYT Ay 8 X v Aa X
dsdeyaniIcma Faimlgoenesas AnuaNsalumsvengszuuigaIy tazanulasaseiminuy lumun
14 < a 1 Y a s Y v ag A do
aumsunng msndsuiunngduuvasanvesmsiiudeyagumwadunszan ligsduuudidansedingiiu
0o q¥Ua a o v & v v Vv So = v 2y v ¢
mlffamaifins auvesteyagummiluediainn laadeyagummwmariidasindateyai ldananginsaaiu
v Aa v Y ' ' ¢ ¢ ¢ P a0 o v ¥
yanae q imslyaunvedisnivan 054 axnimednuazaininiviy) Feawaddemsideyagumnlifly
JuanddemadriumsunndiadamsilestunasSou Al ssuvmsaumadimiudeyagunmdsfesns
¥ o = Y v < o o v
amagnssulvnalunmsiunndeyamediumsunng unanudivawemssenuuuiidunuuvasaafaanssu

Y

' d ° (Y S o &K Y ! Y Yo \ A A
!!U‘lJllN‘i'JﬂnguﬂﬂﬁNﬁ"l‘ﬁi‘Uﬂ1i!ﬂ‘lJ‘lJu‘ﬂﬂﬁllﬂllﬁﬁmﬂ]WIﬂﬂi‘lﬁUﬁ@ﬂWuﬁ’JHﬂ? Tﬂﬂ"lmvmmsmmmmma

¥ a

v 1
= %

& A P Y o PRy A A KoY o
Tsanenuaenyuilvaiigaludszmalng ddwann1flfidunsaiinunvesnuddeil unanuiiddldinauens

< " a

JOURNAL OF INFORMATION SCIENCE AND TECHNOLOGY | VOL 7| NO 2 | JUL — DEC 2017
32



] o ' o ¢ ¢ o A A o Y = v v ¢
Gl"]f\i'lul'aﬂﬂ!“ﬂuﬁ?uﬂgllagﬁ?»nﬁﬂﬂau!!ﬂiﬂﬂ!ﬂu!ﬂiﬂ\iufﬂufnﬁ‘ﬂﬂﬂ1§ﬂ'3uﬂ3~lﬂ1i!511193511033@7]139]1““15!!7‘7]&

[

i'JN‘VQIJQﬁ1ﬂ1iﬂﬂﬂ?u?iimﬂiiﬂﬁ!ﬁﬂ?sﬁﬂﬂ

A Ay = o Ay v
wnIeeiene q NFlumaluladudenyu Tasunanuiildadie

a d a o a o v
ANNAIHTNVRIMITganuIRavaIMsHannUdensulugduuumsIduImsvdensudmsudeyadiv

Munng

o o w J < = = J J a o ] J @
AaIntY-- ﬂgl)@i;l‘ﬁﬂNﬂﬁl!WﬂfJ; VADNIYU; DITDLIYN; TUIINABDULNTAN; uaﬂwam%mmﬂmmquﬂ; ﬂﬁl“lsﬁﬁﬁﬁ

[ Y a <3
al; M3 AT MIva N

1. Unin

Tudszmelne Tsanenwnadulngl#3smanudeyaas

¥ 9
@

TugudeyauunsIugue (Centralized Database) 131
9

4 v & a
L‘W({]WaLﬁE]\11Jﬁﬂﬂﬂ?ﬁ]ﬂlﬂllﬁTuGﬁ}@i;l‘auﬂﬂi'JﬂJf‘fUﬂuuN

aQ

o ' ' I A
msgmimnldauediaumnsvaronazilunguingves
o o I o 3
Wnanuazquassvmiuszeznaiuu i ldnsds

4
szuunaymsquasnyIgIudeyanu s INgUITUT Ol
' 3 ' A Sa o Y
AMWIIBUAEIIAGTINILVVBY 9 NTANVFUFoU
J Y Y 9
wnn Tagniseenuuuuaz l43duny lassadadoya
' Y a v 2 1o Yo
voauaas Isanenatuiiuanaeiu lyuegiudiam
' I ] 9 o '
egalsnaw glnuumsnudeyauunsiuguddindan
v
pndnaldinalymninmsauladeyalueuing na
y 1 gyr A A 2 ) = =t
A lgeNiN gy tagAuANEdesveITUUN
a v P} a4 4 2
anavaulsuiadeyalugrudeyaiiingevu

) a a ) < '
uenINiumMNaYeRanannuadIteya ne1vdIwa 1
' A VoA A A o a Y
druieuaean q Mide snudanataaiulidle

2 o " Yt °
wona i szuuluilegiiulid1dinsdmasanuazain
Tumsiddsnndldszinnaie q Tagase daiaedrasn

Yy R Gy ) an v '3

D Athegailuvesdeyailszianeaumsunng

v
Wiemssnuvesaueain Ianwendinnlumsidiis
v 4 o o o ¥ @
doyavetnued Woianuduulumsihdeyansinm
) Y o o 1A
vosaueaiu Il lumadhsumssnmden Tsanenna
A a9 wa o P o A
oy 9 ndeamsiszianmsinyvesanlddounds e
Uszneumsinm
v aw Ay ) v '3 Y A
2) 1inIvendesmsteyanidumsunnd lildiie

~ 3

Anymag s 1zdiite andve induanuendiuan
vy LA A yigua
Tumssawsaumazmsvelddoya natiive lulviinatlay
a a I
N385 5N NMIUNITuNNG anmsaziianduily

' o Y L g
dudgthegauilusvestoya

3) viEnlsziuguaiw Adeanisasivdenlszia

o Y A o A a a 7
mssnwesauld iveSnymseasruansise Temives
v o wa o 9 o 2
dlsznuay  Tasdsziamssnuivesdilsenuauiu
1AesamIsagnasavdenluuduesysunInueItoya
& (Data Integrity)

A o

a o o <3
113l 2016 1@TauITeniuauenisiiudeniyu
. Yo I 9 o '

(Blockchain) 11 143anmisimnudoyanisnsuwnduny ls
9 ’JiJf]lL!E]{ (Decentralized Database) Ekblaw et. al. [1]
o 1 o Y Iq ¥
UAUOMINBUIAIAUIUY MedRec TuMItszgndaly

o o A Y =
ANSNABULNTAN (Smart Contract) IHOAIVANM TN

o < ) o
doyan1amsunnd nagrmsmnudeyadinsunisany
aa o ) wa Ao I
sruvInanelsauuuee TuNa Tuvasndinannuily
\ o Yy &y ) y
druarvesfireduihuiivesdoya sountainszuy
msuanilasudeyaaisisuguiinnuinyens
2

Palmer [2] Wuauemslylaseadniugiudoyans
mﬂﬁsuzmn'hﬂ%’qmm (Keyless Signature Infrastructure)
U321 e-Hospital FagnlFauszavilszma gagnldlu
Uszmenea Tautle

Tagwan IdauuinnaenuIsednady de szuun
1¥5uunTaseadanwy hisaugudlumsaiguans 1w

g A ° ' ]
Wuldawfudag Tsaneruiadivua  $20aadunu

v

' Y] EaR Y a A ' °

mlgneluaiuginsal srelinanmsireuaenazingy

' o ya 2 ~ A A ' E

saunulafvu wazianuinyeas lusalavinyy

iieannasvaeudeundlddienazeinaenisanaoy
v vy = oA A

uf lvnnyananmeuen aewaliveyainuinyene

U

2. malulad A3994d HazNUIdeNMNLIT9

1 dy o a = = d' A ~ o Y

Fauinmsetuienana lulaguazasoaleniiun la ly
] 4 [

msesnuuvaataenssuuu lisaugud wazgwanns

o A o Yy 2 9
W?MHWﬁﬂWﬂﬁlﬂﬂiiilLWﬂi]ﬂﬂWiﬂ’Jllﬂllﬂ?imﬂﬂﬂﬂlﬁ)gﬁ

JOURNAL OF INFORMATION SCIENCE AND TECHNOLOGY | VOL 7| NO 2 | JUL — DEC 2017

33



= Aw A a Yy & o Y] a g
52099 ITeNNeve s tanens IHna lu laduaen

Y o [ 9
wumlgluniseenuuuaafagnssudimivdoya

fﬁ].ﬂ'l‘WﬂJ@\iIﬁ\TWfﬂ‘U'la
2.1 malulagninelves

2.1.1 Blockchain

<3 <3| ) v 1
vaenu [3] ihumaluTaddmsunodeyanuy b
72 A g o
suguiFegneenuuuNuieiuanulasadslasms
9 v o . . Y 9
1N aaY (Cryptographic security) ANUYNADIVDIVDYA
(Data  validity) nagdanisdoyaniinuseuluags
9

(Highly sensitive information) UBNINUUITINITOVEY
4w da R AT
miesessudoyaniuur Tinnezmugavnedisdetio

< <3
(Volume scalability) Tnsead1sveamsinudeyaluuden

2 v <3 o 9y aa ' <3|
L%uuuﬂzgﬂﬂﬂtﬂ1JLﬂuaﬂ‘ymzmawmauawuwuamﬂu

g

< & o~ 3 9 A gy
“yden” (Block) limanudeyanisasiariud lvarga
o R4 ' < a
nazANUARUTIzHIUAen TasnaAIN15819830
< 9 ' v o < Y=t o
vaendoyanounih ludagiiuudenaulainisimmn
oo A =
26196011 99UDIYA 3.0
Blockchain 1.0 - Crypto Currency: Tugausnn
=] Y tg d A EL
maluTagudenwugnaiiavuuiuiilse Tesn luaams

a v &
NITRUNITHTUIAITYININ 1uﬂ1§ﬁ]ﬂlﬂﬂ{llﬂial‘a§§ﬂiiu

'
a =}

Y = a 2 g °
NNATUNTTNU L“HEN%WﬂiI‘IjEﬂiihlﬂﬂﬂlulﬂuiﬂuﬂuiﬂﬂ

A o

a = ' < I [
Tunn 9 3 Tyrvewaazyanaszgrinuiunnuay

o A v oA = o Y
rwenuTaeiifossuiasmnining v Segnii 1y 14y

o ]

sunveIANARUANNANTINITNINFINTTUTINAUIAL

a

v
v @

FrwnuasIndeunugndesla anndsluannsoade

v ]
A A a AYo o

9 A & 3 a v & ' 9
doyaiiluimadnale Falusrateziianatuiniinnu
1211 19U BitCoin MasterCoin Ripple
Blockchain 2.0 - Smart Contract: AouunAlulad
I @ = 4
vaonau Iagniannlieansa@euTusunsudnla e
& ' <3 k2 1o & 9 =
auguieu lua1s 9 vesuasnau 14 Tag lisuiludeits
3 1 9/&9’ a Y 4 1
dananla 9 15y grevredudieeulaiuazdiunig
T#Foaiiife awninaannudssvesnsfisztiuasld

=

a Y o a A
M3 Teutuinulsemaszausadusanielulinui

waan A A v

nnduilFnamateiu mseydadudeiannsom’ld
[l < A [ wa wa [l
8619590157 Wsemstnaulsziunnuoa lula Tas'ly
o o o g 2 '
suiludesldondrs sawdsduilumamuanulysdaly
M39153n3350 NezsrelimsMinugquavesniieau

' v
masglniulyidedrafivsz@niam Fagduupil

' '
@ A o

ansotinuldasisivua 3 ludygr 1dsa Tuia o
anugnaes TUsala miwanmindedonazlsz@niam
Y 1

31U FIgaATUABUNITHINUIAZAAYRRANAIAT

a o = 3 v
9191NAVINNY Y (Human Error) Fanatenuilulnssaiig
k2
wugveaelwanunuylisiugud (Decentralized
Application)

Blockchain 3.0 - uedwanduunylisiugud

I3 @ 1

(Decentralized Application - Dapp) naamwwmumﬁﬁqqﬂ
v Ed
MiunaTuladtu e ludegsneedisase Tu
sunvveeNANTY 1Y M3TANITANTVEINAN N3

% a @ a o I
Yostumsniialumaiy vazmsngaimsiudives

v 2 v

waau Fanelnamsulugativzarsninganoud lu
) 3| Y o ad g v
sufludeariauanmEinnesdiunaie uansz1en1s
° ' o A A sa A o=
maegluginssivunievisaeuiinesiFoudona

o

fumlanuaz l¥aeansiuld Tasuedwamsuszauise

v

o y T v Ay =
wauldnaeanar liliiuile asiulandiliynnala

yananilawu Tandidanmsiauveuelnansu

v 29 o o A o

' < < 2
@fﬂ\illiﬂﬁ"lll VADNUFUNYINUDIING LTUDUN ‘]jﬂJU'HW

A o A A aa o ' ) L Ao ¥ Yo
7N Qﬂﬂﬂ@ﬂiuﬁf}ﬁlﬂuﬂfﬂﬂﬁ 1% U BitCoin NYIADI LATUNIT

Ysudgaianud lu dedrau
Y X o Y 9 & a
e AW Fadududelgnarnnaiisansluns

A o Aa X
JUIUFINTTUNNAVY

9 1 =3

e N13VYIYNITIOIHFUTIUIUFINTINNNATDADHT
111281701 (Throughput Scalability) &9iagiiuausnih
18 8-10 gsnssuApHilaIUId

e annenlumsNaIog19dagy 1loga1nmIuen

1 1 < I [ o
W lgvesvaenluudensulaens liseusuginisy
A ' 9 s o
1nTHuA (Node) N1NsausniansondulIsaly
Tis Tanoalvi w3eis o1 Hard fork
=3 Y < @ a9 @ [ v @ 1 £ v
daduaemrudanalivedana A9a106199194Y
a g 3 o S o I
maTuTladuaemyundanalidneninuaziss Tewion
& ' = ° 9 Y Y
WY Feaasaunaneinazgmiilszgna g e

nanraeluNINgAAIMNITUAN 9

2.1.2 Decentralized Storage

9

v & ' '3 A 9 a
msmmumaummu“lmmg{uﬂ [4] o ITVUFIUVYAN

U

9y

a < a s 4 =
1Jﬂﬁm‘umay,a"lihlmzuumummmwfmﬂ ) ATV B
A d4a & 2 ¥ | A
IATOINAAAIUUDIIAIDYATNNAIY 9 Tagszuu
9 .
ﬂau‘wama§ma1ﬁ<ﬂ$?ramimumuwnmﬂ%amw

A s ) = Yy 9 =
ADUNIUNDT “ﬁﬁm‘ﬁﬁWﬂWimﬁﬂﬂi%‘U@mvﬁ%Tﬂﬁﬂl‘llﬂll‘.ﬁ‘ﬂ

JOURNAL OF INFORMATION SCIENCE AND TECHNOLOGY | VOL 7| NO 2 | JUL — DEC 2017

34



oglunieslan lduas e lisuiludesuindoyaiiau

U

v ¥y o g ' A 3 g
G]f)\?ﬂ']iuuﬂﬂmﬂﬂQﬂulﬂiﬂﬂiﬂllaguﬂ\Hﬁulﬂuigﬂﬂfﬂi
v 3 9 ¢
ﬁ]ﬂlﬂﬂ‘u@l&al!ﬂuﬁ?ﬂﬂuﬂ

@ o @ v g 9 ] d A

aﬂymgﬁ'lﬂmum@\iﬂ'ﬁﬂﬂlﬂﬂm@yjallﬂﬂquﬁjuﬂuﬂ o
=) I a 1 U -3 [ 1 o
Nﬂ'l'lﬂJLﬂu@ﬁiZT@QLLQQZﬁUUQWU hlﬂJslluﬂ‘Uﬁ')uﬂa'N nm

Y Y1 Ed Y a

Glfﬁﬁ']il']iﬂsllﬂ']ﬂiZUleﬂQWElglluuagﬁWMWEfﬂaﬂﬂlﬂWﬂW'ﬁWﬂ
A = v . . . 9
13999ALAYIVDIANNANLN AT (Single point of failure) 1a
=1 1 o ] <3 o <3 Y [
ﬂﬂ'J']!LUUE'JNﬂHEJ f]En\illﬁanll ﬂTﬁﬂﬂ!ﬂU‘UﬂHﬁlﬁJUth

7o A Y o 9 2 Y ]
FINFUINTSVUNAD UV NG U FOU AzuuszdoalH

v Y 9

ﬂ’J‘IiJf?’IﬂﬂJﬂﬂﬂWSﬂ’JUﬂNﬂﬂMQﬂﬂﬂﬁlﬂﬁlﬂyjﬁ

2.1.3 Encryption

= v o <3|
maluTagmsdrsdadudeya 51 Hunszuiuns

9 @ 9 a g a ¢ Y
dmsumsulsgldeyasdannsetnasssuamlvedlugl

'
@

nyananld T aunsosiudnla’ld Tasialuns

v o o

whsaduznszmneunssaudeyarionoumsds

o ad a o
“ﬁ}ﬂisljﬁ IﬂfJﬂ'liuT%ﬂHﬁ@!ﬂﬂﬂSGUﬂﬁﬁiiNﬂ‘lﬂUf]‘DJLH]

Y o % '
(Key) c‘fmﬂummmﬁ?qgﬂqu UINTUNITSUIUNTITNIN

A s Ay ya g A Y o oo ¥ A
AUAFITANT LLE‘WWﬂﬂqﬂﬂﬂmﬂuﬂﬂgﬂﬁﬂiﬂﬁﬁﬂ VUADUN

9 v o

Y i1
AAMNINZITENIT “MSITHASY” (Encryption) taziile
9 =

Aoanmseudoya vzdeuinerdeyangnidisiadunay

AYUANIFIUATZUIUMINIRdAmManT vz IdnadnEh
& ¥ a 2 2 A '
!ﬂuﬂ?ﬂuﬁﬂﬂlﬂu VUADUUIZLTININ

U

(Decryption) F2ULNTHASUEINTOULIANITAT1F

“NTNBATHEA”

Y ad A 9 v o
f]iUuLLi]Vlmﬂ'l! 29509 STUVNTUAAVUVUNYLITUNIAT

HASDTUNINT

SymmericKey Enaypuon

Encryption Dec ien

DearAli P iy b
Ih;:: ' e sLEb [a]
oioien k i k
Original Symmetric Scrambled  Symmetric Criginal
data leey data ley data

JUi 1. szumdhsiaduuuungueauag

(IBM Knowledge Center)

STV THASUIUUNYUIANNIAT (Symmetric-key
A Y o o 9 v = d 9
cryptography) A9 MIVITHAAVUDYAAIYNYLIAYY NI
v
daazdiuldnyuannudeaduiimadazoeasia
an dy Y Yo Y an Y v W
TagdTns HRaazhiUIzAnInnads lumadsiaduy
9 = Y o o Y A 9 Yo
doya Fagluvulumsiinsiadudeyanddaazdsuan

o 9

a & A o dl
ANULNNVIND AD YLD (Llﬁﬂ\iﬂﬁgﬂ‘ﬂ 1.)

Public-Key Crypto gap by

Encryption Dec ien
_|D€ N rYpP = rypti
s @ 40 1- ]
o k Lo i
Original Public Scrambled Private Criginal
data 33 data leey data

FUi 2. szumhsiaduuuungueeauIng

(IBM Knowledge Center)

FLUUTTHATULUUNQYUIDAUNIAT (Asymmetric-
key cryptography 130 Public Key Technology) ABN1S
v
WhsWaauasilez ldndnnuagiimsidiswaduuay
noasva Taonyuaszisznoulidle nayuadiuda
(Private key) UagNYLITITITUL (Public key) Tagrannis
o A Y Y v W Y Y
e inlsnyualadiswady szdesldannyus
nilsneasnd d1MSumasiaduLazoeaINaaqe
Pt Yo Jo A o) ' A
nauagizlgfandunnndamaasidiusielasi
WasFunadiasnansithunly 185umsigaiudrnie
4 v
Hmwznuaguesiumniuizawnsooeasials lu
o v o ' < o
ansnhnuagounneasida ldeduanua (Laains

71

=)

2)

Hashing Algorithm

"# n—

Hash Function

#blcid
&7 (#df
#1skaa#

4

Plain Text

Hashed Text

;’il]ﬁ 3. Hash Function

(File Change Detection and Remediation, 2017)

Hash Function A®pnsidNswaaduuuunuaeauIng
. v I Y o =
Uszianni yuiumsdsiadumaden Tagazaiia
I 'Aan o ad a
ModudAIRa (Digital Signature) Yodvoyadiannsoind
n v awnsoneasianduin 1@ quamiaAndnues Hash
Function 7® A1 Hash V8490AMNMANIZADUNLTDUNY
) 9 Ay oA o A
e Tuniasanudny dennuin lumideunuas lifinia
d' = Y1 A v 9 A
N9gdl Hash 1aA 188791 ANe1Iv0998ANNNRIUATT
Y [ [ I ~ Y 3’1 A 2’/
Hash 3zdeumnu luedluwiissdennudy q viena
3 ° 1 A ' °
Idfa1y  &aA1 Hash 0ldwee Ty awsarily

o o A ] a v . . Y o
009ATHaNdUINeMI90A WAL 1] Bitcoin 19111191

JOURNAL OF INFORMATION SCIENCE AND TECHNOLOGY | VOL 7| NO 2 | JUL — DEC 2017

35



v
guantamarinldlunsasisaeuniugndoesues
519013 Taon1s @319y Fuen1s2ian (Ledger  Address)

o A

' o oA gy | Ao a
Guaumazmymwaﬂlmmmaﬂm Y Tﬂmawmywm

o

'
A o

Bitcoin ﬁlﬁiﬁ%)Niﬂﬂ Public key MU szUIUMS

Hash Function (uﬁmﬁagﬂﬁ 3)

A A Aa y
2.2 199N NINEIVDY

~ = < .
2.2.1 es5esseuyaonv¥u (Ethereum Blockchain)

Melurraszeznarvaisd) Niu Wnweunneisy
° ] v & Y a ' o o
ivaemunlatuiug i ludunmsdu uadmsvga
' Y [ 9 Y 4
ao llvoamsldudenwuazjaiunmsadraumanvlesuy
4 '

dmsunainimunazdlaw h Ifawnsa s Tewd
nnnsediouu liswgudigienszaennuainise
1AZSIUIINITAIVANEOAIINTZVULLUFUINAI aa
A1 1491891071511 9UUDY proof-of-work [6] NdealF

t4 o a
alnsaldszuranadiuaunin 1umm:wﬁ1n15azwn

a

v
= °

v 9 < A [l A ToAA
VATINAAIUAIINITIATINALIAKGY TUNA1UAD
@ a 9 < =
90132 AIANANVBILUIAAM I AT NVADNFUNVUDITO
iFou
a a - 3 A o

HUIAADIFBITINVADNIYY ITNNMUITAY Vitalik

Buterin [6] Wn¥iaus1asadaluil 2013 ¥4 Buterin 1ng

S o o L. ' ) .
nﬂu@muwmm Bitcoin ¥INDULANIUUUYDUNNIDILLALY

] ]
o w o =

Ho91nAUD4 Bitcoin M IIvITUAS9BITOS 0N HeliFaN
A a9 A A I a ' Iz ¢ A
A fe Maesnidendn auiinaouunsan 0
sygaliinawsadeullsunsuasl)ludoyaves

a Y o o wa A & A o
anaidu Bther Tihaudaluidiionateu lufidiua

{ <

maluTagnlFludiseiFouuaonsu sznenTide

1) MshsaauToyad eI TIT MY

2) M3 HARURI0 Hash-function

3) 1A50UBLDY Peer-to-peer

4) EVM (Ethereum Virtual Machine) lag

5) Proof-of-stake

o l9iinsa319530550 (Transaction) 518013

v 1

§3nIIuNUZgNa 11dun5 091 Peer-to-peer NaFn U

A 1 ] 9y = 13 = Y
Lﬂsamw%mumay’ammﬂuuaxumﬂmm EVM

' ]
A A

eNvzassasaaumsilasundas wazaoruzaien lu
v ]
1950918 91n1UNa‘ln Proof-of-stake [8] N5Iwagluszuy
° Y A A P o o
sy lwaengnmuzaunniinisSuseandy

s 1
gnaeslagldnannis Merkle Tree [6] 91nuENYINS

Y

$U50IANNYNADIAZEINITD Execute MAININANITN
o1 a 3 A
apuunsan la Taovz lasuasssuionduanevuny

' o

ndsniudi 185 umao vy ims safugsnisu
dananasluvien ndoud Hash vesdwiveyaves
vdenneunI (Previous block header) agNIN1g
Yszmaeonlulwaieviel¥aundn eshiduuidoya

A o 2 A oy o o
sUnuuRernuuiveilosrumsanasuud lu

2.2.2 Test RPC (Simulated Blockchain private network)

@ sd o @ A
lunisWauaznaagouaouunsanyusuilua
k4 '
32#041% Blockchain network lunisaadaiveiien iy
HANTNATOUADUUNTAN IUIAT 0V 1TITULUDIDITO
5oy (Public network) ¥3eiASeUIBEITITUTEINTY
v E4
nAdoU (Public test network) NUE 1FIUDGIZ U]
' E Y Yo w =2 A
mlgnege azdeslemaslumsdssuianagaunn 9l
o A ° E A v
MIWauasevnuUTIa0svuy e ldnaasuney
" P~ <) . ddy
UNTAN IAYIMWIZ B9 Test RPC 11U Node.js Taslinugiu
INDIFBITIUNBIITIA0ITNIITNITINNIUVD AT DU
3 a0 & & 9 o o
suuaugluuvuasimdadesdulumstanisny Tnua
= = A 4 3’; ' FA
voedireis e o l¥aunsadananiizued Network 16

MuFDINSI

2.2.3 Web3 library Uas Web3 framework

o < @ o
Web3 API gnimualiiilu Library wanlunisaun
A ¥ Ay o do
Dapp LW@ﬁiNﬂgﬁMW‘u‘ﬁﬂ‘U Ethereum node 19 Web3
library I3 1dsesfuratenvazil Framework
Idenldvainvateaiugalszasdveanisaiig
v ]
uoNININI5 1% Framework 3z eiu)sz@nTaiwan

'
o A

g
MsnadeutazAuIIATIlunIsHaU1LE0991n

v
N o o o ¥ 1

¥ v
Framework @aumniimidesiugiundidgaonmsaiig

o

v

Dapp 15U Migration Compiler Deploy Testing Hudu

2.2.4 Geth (Go Ethereum)

o ' 4 9 w
Ethereum platform va1unuy lusaugud Tasgadidyne
1a ad J o o 1 @ 4 4
m3 liiFsnesanarlumshau uaerdeeiauag
a 4 A < A A 7
vosasnluszuuianua aiewiuniousswinesn

o ' o 4 a ' o B Y A
NNMIUTIUNUY IﬂEllﬂ‘iﬁ)\iﬁlﬂ‘]fmmﬁxiﬂuﬂﬁﬂlﬂuﬁﬁ)ﬂlﬂﬂ

[
A

19911 71/50n5Y Ethereum client N¥® Geth 1iNoa314
A l é’ o Y A o <3
w3ev1evuNivinluns sanu Uszuiana nag

Foasnu ﬁ”JEJ Ethereum Protocol

JOURNAL OF INFORMATION SCIENCE AND TECHNOLOGY | VOL 7| NO 2 | JUL — DEC 2017

36



Wnan ldeenuuuld Geth aunsoFenlduy
Standalone client uuswuﬂﬁﬁ&msm’n B ‘ﬁzd Windows
macOS 1Y Linux 3AN36381315011 Geth library 1911
m3fafaty i0S uaz Android tielFamuugynsel
ndounga liiioadn e Go  infuiigninnatis
Ethereum client u@tinwWauidesauisadenldnim
Python #3o C++ Tun519119911 Ethereum Protocol 18
FUNY

a v

Aa
2.3 NUYNUNYIVDY

2.3.1 MedRec

Tl n.91. 2016 1inAsonnaaniuma TuTadunasgaad
o 4 g
Tawanszuuduuuy menaasuanudulldlduay
Y <3 1 [ Y Y
anurzanlumslduaeniyy saudvdeyadiu
9 T
A515UGV DnNuieANIITNMTHIINYEs Taseadn
[l o I ' A a a
suv lisawgudluvdensuinaunsamiulsz@nsam
Y o ] ' o A A
duaudaeades nazldusiuduszuudu q A
a Y FY ' v awv A Y A Y =)
nevealdegals Tasinidudenldiaenl¥diseFaw
3 A~ A o 7R
VABNMFUNLYAIAUITOITNITNADUUNTANFIAINITO
uiauedwandunuy luswgudld uandran

< A A S o A 9 o
uaamﬂmgﬂu‘uuau‘nmgﬂﬂizmﬂwam‘wa%“lumsm

oy
o a A

4 '
§3055% UeNINil aurinAeuunIAdallgamdaiid
=1
0

a

AONITA3I9TZVVAIVANNITIVIDIToYATL NI
vy o A ' v o o ]
unasdeyanudIuFounss lFuazauisadaiumauny
) ' /a9 a v ¥ v
Foyauun luswgudnidedluduanunionldau
9y 9 Y| v 9 Y
anudenndesvestoyanazesiudeyagymeldodis
a a a a4y v o Y 9 A
flsz@nTain wanldoinmsianndiedu fe szuu
A Y 9 o v v
MedRec [1] e lddeyanssnu deyanis 19 uazwa

ﬂ1§°ﬂﬂﬁﬂﬂiuﬁ}ﬂﬂ‘ﬂﬂﬁﬂﬂ TWTOATIVTOVUALNINY

Fl
Y o

' v Y a £ Y =2 9 Y
swiuld Bnisdsammnsafuadnsmsdindoya’ld
. oy & oy P =
pg1uinzay wenanifieduiudivesdoyarz i
a £ ¥ ] oA 3
anslunmsmugums1daudoyasdiaiaiseniu uay
avdvayulninideeansmihvoyadiuaan lasuouga
nnfihe 1418 Tae lumaTyninieesesssulunis

a I ' o
azlan Nl uaIug?

2.3.2 Estonia e-Health 18 e-Prescription

9 o v w

19 A g Ao
assasyed ladlatulsamanigualianudayn

]
aa

%
STUUAITAUINADEIININ WN15NOAIYANT e-Health

U

A g ' X
foundation [2] M udIUnIU09 e-Government system

Ed
aquat a.9.1997 Tagszuvilsrelilszmruainse
W9 NUT NI NNMUIEIUYEINIATY naziinis
v @ Y [ 9 ] v 9
Weduldgdunumsianisdoyavesnisauaianield
Yy o Y v

msmugy iinulasans deandesiu nazawise
o J @ 3 o
Wl 1Fausauduls Tuduaisisugumsunu
Uszgmyuannsadinelsziansine deyanislde

A a o K Y] ' ]
yosaueneiinistiuiinl3nnanuneiuiadig q 14

v o A a v 2 ¢
#1e asszruniinsdadiion1d venaniiunng

o @

ASNHIINTDIUNGIVIAAI 9 52UDNTNI R CRURE
Foyasmsarimsvedns lums 1w 1§

wdaoniu ud a.a. 2016 yaiF e-health 1N13
Uszmaanuswilenuuiinauanuilasansluns
Ynlgegiuuumsitudeya Taold Keyless Signature
Infrastructure (KSI) Blockchain Lﬁﬂﬂﬂﬂﬁuﬂﬁﬁﬂaﬂﬂ
unlvdoyanisSnureduAangvuIe nazaIn1s0
asdouidunislunmsneiald Tau KSI Blockehain 11

@

A < < Ay v
gnvianuazldnunasuail 2008 Tasilunaensui 'l
v H v
HiFuendszinn lunaasei alimsnlasunilas aed
9 a ] Y o <3 .
myasafagluiudrvany 131 KSI Blockchain tagms
AR uFUNSNIAIneand1ury d1ulszneuUDa
Y
T151n33 log file W30 firmware 1§80 1FaINTOA34
Y A o wa Ay v Y o oad
szvundudeudaTud@medlosnud luviv@nsvare
£ v
UBNINI KSI  Blockchain  §adina lamsidnsiadun
' < & Aq ¥ v v o
uana1a1nvasnrsunaldnldnsidriswaduuny

E4
aunag ua lsiewan s sTadUIUY Hash 1191371

3. mafSauney

J
3.1 manSeunsusduuuandaenssamuusaugud

Tisaugud naznszaregud

CENTRALIZED DECENTRALIZED DISTRIBUTED
)y 8) )

= Sy s
g 4. aonlaenssuuuuswgud lisaugud

uagnIzIBgUE

JOURNAL OF INFORMATION SCIENCE AND TECHNOLOGY | VOL 7| NO 2 | JUL — DEC 2017



Aauarumninduiaenumn “uelwindu Funay
uedwaiaduiigalszaednaresdueenly Jagaiud
' £ oy a o AqQ Y 1 o
wnanrdaiua e nandunlyed ludagiuua
' "o ' < a o A
drulvaiinedlugduvvvesduued wainguiniy

Jd
a011lnenssu client-server HUVTINGUEINGONTZABFUE

' ' Y A ' '3 a
vuan uazdrudosMilunulusaugud 510 4 uaas
MNIIWVe4 3 Juuvamdaenssudmsuuelnamay

7 o a o /R g Aa
yordursuol wansuunusmguisuilunieuuin
Ngaluifagiiv azarugumsnuveAas e
9 J =
naznis Inavesdeyalagasavingudnaluded

. E tu o v ,
NU2BIUILIUDIA VBN TUMITTVIaE NS

]

y A

Foyanndidan 1asy esfnsnarteunansiudalse Tomd
voamssafiu Iduuusmgudlulasdaldanimiu
uazﬁmzmﬂum'éa%uLf‘]ﬂiﬁ”mﬁu%gmmnﬂa:uLum 1Y
Dropbox Google Drive uApaRnTMATINGD e NI

0w v
ﬁﬂ‘I‘V‘ILL”Jﬂé}E]Nﬁ’IﬁiUﬂWiﬂizll'Jﬁleﬁ%ﬂﬁﬁ]ﬂmu‘lﬂl}ﬂy‘ﬁ

o XA do & v ¢ o g
HINBBNIINNU WUNIALNVUBYALVUIINGUIISIANY
9 =

Tdvoyanazgiudoyaildsiudusynirugined

U

'
= A ' v &

ApuiInes A3 aIeVI o fiioniudl mItanutoya
[ v &
IGEGRRE (Networked storage) miﬂmﬂmmmmﬂus‘f

' b @ o 2 9 '
maiwmmm'i'm'i’nmiwmmmmmnmauﬁa”lﬁ”lum

[ Jd A [ <

wogluszay IWdvieszduuden e Iansa iy

9 Y 1A A a A Ad PR
"Il'ﬂy‘ﬁvlﬂ'ﬂU‘Niﬂ_]iﬁﬁﬂﬁﬂTWLu@QﬂTﬂL“ﬁiwmﬂ51/]\11’73”’]
=2 d” Ad 9 2 @

mmﬁmﬁfﬁmwu‘wLﬂumammmﬂu"lﬁ' MITAMIUAZNS

U

'
o

o ) 91 A 3 ¢
mﬁawaamm'lmmmuummmﬂuquﬂﬂamngnnm

U

3 v = [l

Vg A Ao < )
mﬂuwummﬂmammm ﬂ‘t’ﬂ\illiﬂﬁnil FuvBYalLUY

U

D

Y
i’mg{u&fﬂx?juaﬂnumiwawam%mw MIIFONAD

U

a s I Ay v Y 9 = 9
aumaiLummﬂawmm%ma1°lummnm;§1umayja

]
=

Y Y
YUY D1UNAADUIA (Bottlenecks) YUIINM I 1¥UNTA

£

Y =2 o 9q 9 ' & ¥
M3dzgnana lagd lsuinn vty lugatoya

U

= @ 4 A o = = I A A
mmﬂmﬁmmﬂuﬁnmmﬂwmﬂmzmzmﬂﬁumﬂm

#Fao1vaanalilsz@nsainn1sinanvedszuuanas

1 = = g’/ Y v a
DYWUIN cm‘mﬂ"lmmﬁmmﬂamummwﬂwamuaz

a o ¢ %z 4
mademevesasauasvu deyananuanmelugiudoya

U

¥ aw = A 9

vegayme il Bniaiiveyanmdedesngamin luiiveya

U

9 ) ' a g A A
drseamnyadoyagyielaglumaaailuisessniag

R i)

=® 9 o = S ' Y o ¥
Avtoyanauin salunsdidiulvgazdesidiienumd
' < A a
aolaenssunuy lusaugudilumsidszuanaiing

nnnsuamsaulituaeuiiimesae o aelu

4 A G 1 a 13 1 ] A 1
pIANIHI BIAT DV IBIRBINU TABUARZ U881 OIARY
ADNNUADS AINITDIANITIATOIADNNIUADS VDI DS

1Y A Ay o Jduo ' A < Y
waz lidelllfduiusiuniteaiudn Ysziaundn
drneanuszuunuylisugudnents hiligudnais
AUAUNEIATY (Central Point of Control) FIANHWLNT

< = o oA
nudeyailulamiidedesh 2.1.2.

aQ

dsuannlaenssunuunszaregud deyavzgn

v Y A A VoYY

danu 13 Turane ) 1n3eaazeziFoudeindrenumiu
szUUAS Y8 Tasudazaivezlszuusanisgiudeya
& =i o Yy A
Wuvesauwewazawisaisziiinulddrsauwmse
o ' v 3y Y A s & d '
mauswnunld Tagneuiunesuaazingeazisoni
“Tpup” (Node) usazInuaszausodoarsnuldaa

] ~ V9 v Aa
AlFansaisonlddoyanngrudoyaniiogninlnuala

u U U

dmlal wmlml-oﬂ v vy = Y 2
NEALAZH LY ENINUUADINTIUNVDYANAUADINITUU

v g ' 4 o ¥
tanueguuniesla nanmsnugIuvesgudeyanuy
Y v 0w v ¥
nsz1e 1dszy 13 “dmsudlaniu szuunszaendsee
< o iy 1 '
Inweudiumiioususzuun li'ldnszae” aadn
' 2 QA vq ¥ v
pdnanilanie glagiudoyaluszuunizoe aasaz
o A 1 Y A Y Aqy 1Y '
aunsanszaean q ldmifounuiszuunldoguiulii
A o A o )
1F5zuunszae Tasmwizedagansnszintlumsda

ﬂizﬁﬁ'ayja (Data Manipulation Operation) w19

A A

a = x
MudouuF Inssaaiedududoya Wudu dams

Yy

nszihainanlsez Idgleddnan lunanasainszun

L]

¢
ﬁWHﬂT@HﬁLLUUi’JNﬁuﬂ

A ) ¥ I 9
TuveNgIudoyanuus IV ﬂuumum@ua‘lﬂu

@3 U U g

Y A Vo

L] ° oA &
QﬂﬂimﬂﬂlﬂﬂﬂlﬂﬂaﬂﬂﬂiuﬁWLLﬂuQLﬂﬂ')“ﬁﬂLﬂfﬂNﬁﬂﬂU

U T

D-

o

m.iaaﬂizmawa@m sz‘uugm%’ayaamumzmaﬁua%
3 v s & 9 dl ' o oA
mumaya“luqﬂﬂimimmumay,aﬂmﬂag“lumsmum

o o ) 9 ' )
@’H\iﬂumeﬂﬂﬂWﬁTﬂﬂi%ﬁWHﬂlﬂHﬁﬁ’JuﬂﬁWﬂ J1UUDYD
Y

=

'3 ' ' o o Y2
!LUU?UN%HH%%QW&%@ﬂ?iiﬂ]ﬂ“tﬁ%ﬂiﬂﬂgﬂiﬁﬂﬂlu

o

4 B [ 3 A a A
L“L!ﬂ\ﬁ]1ﬂsllﬂﬂaljﬁWﬂﬁﬂﬂ‘ﬂxgﬂlﬂﬂq'ﬁuﬂlﬂﬂﬁ HONIINUE

NerenssnyIAUaANYssiveTeyalAzHANIAIAIY

3 v P '

° 2 Ay A g Y =
FIFDUUYDIVDYA LUAAIVDMINUUANIVINUNDADINTITLUIO

Y

Yo aa A 1
doyavz lasunisdszuranalasouiiaifed 15u
a = o Y a 9 ' [

wumls@en Samusamilfifnanevinldediadieaie
uasogIUTeyaLLUNTEOgUS B1NNTONANEIADYIA
Ay v A Y o g Y
Hldiesnngrudeyavvuvuiuir i Tvanauqga

' A P 3 o P Y o o '
FENINMMeE e tamanuinyeyaliiuaivey

9 o I Y v A
Lﬁnaﬁluizuugmmagmmumzmam;ﬂumaﬂmmmu

JOURNAL OF INFORMATION SCIENCE AND TECHNOLOGY | VOL 7| NO 2 | JUL — DEC 2017

38



=2 oq Yy o o o Y A 2
%mﬂwmunumimgﬂsﬂmuazmmmumamwmuu,az

' '
A A A

v v s 7 Xy t
@]'f]Qal‘]fclfﬂV\Iﬁ!L?iLWMLﬁMLWﬂﬂ']iuﬂ'Jfl UDNIINUNIT

ponuuugIudeyadimiugudeyanuunszaeiiniy

FudounnnguteyanUUTINgUE

a A A o
3.2 ﬂ1§!ﬂ%ﬂu!ﬂﬂu!ﬂiﬂquawwu1

o a o o £ 4
fﬂiWGMHWL!E)“IJW@LFI%HLLUU%M‘S’JMﬁuﬂiﬂﬂal"]fﬁllﬁ‘ﬂﬂﬁ)u

ad Aa o & o

e ° = 3
LLW5ﬂ1/1ﬁ?iﬂ‘iﬂuWLV‘I5llL'Jiﬂ‘ﬂil‘lfﬂﬂ?ﬁ\iﬁﬂifﬂgﬂaluﬂTi

a

4 =3 E Y A a0
naasu avu InduaziSenldau nldinenadaons
o g A < v a
W(S‘JJUWNUEN?]’HIJU’JLLﬁSﬂ’NﬂJxﬂfJ@lﬁlﬂﬁuﬁhlﬂJL!ﬂﬂWﬁLﬂ

@ Lo a ad Y Y=
BU ‘Ll@ﬂﬁﬂﬂ'l!EN3JL‘V‘]iiJL’JSﬂWEﬂﬂgﬂuﬂﬂiﬂliﬂﬂi%“]ﬁﬁﬂ

9 A ' o o =
mamzmmaﬂu“lﬂ PNAIT NN 1

= = A4 A Agya
3 NA 1 msNlFeuieunseaden 19amn

Topic Truffle Embark Dapple
Operation MacOS, Only MacOS, Linux
System Windows, Linux
Linux
Package npm npm Nix
management
Dashboard no yes no
Decentralize Swarm, Swarm, IPFS
storage IPFS IPFS
Automate Mocha, no DS-test
testing Chai

Taodwaunden1d Truffle framework 1Hpad28A 1Y
] 4 £ 4 o
hlumsud lvsazldauneuumsa msaivayuyn
Aa ua [ @ (<] !
szuUliAn1s dIudAn1TuRAINIV0T Nodejs AU
wouaenug uteyauuylusIngued 15U Ethereum
a9y Y 3 o Y o 1
Swarm  tazmsnIFIFOusiaumn Mldideds
axy 9 o ' Y o H
Fmsud luilymezmsmivayuannguiianiods

A
ABDIUDN

4. MIIATZHANNADININNNIAUANTN

TumsIvetazsianninsdnudauSunvealsaneria
INOMIUUINIIMTRRNUL LA HAIaD 1T nenT S UL
s A o Y 2 9
NIZBFUHNDTANIIAIVANNITTIDITBYagUAIN
9 o A 9y a3 1 & Y
dmiunio lsaneuialaeldudonyuaiuyana ¥ala

o ' A o A ' =
11ANT Nl nUIATe Tsaneu e Ny UL an il Ty
Uszmalneiiossindoyaniudesnisvesszu Tao
Fa ' v v
TsaweruradariudalafseWauissuuinenay
vani)asudeyagunimvesdiiesenitalsaneuialu
InIouArHHIBNUNNIITD
TufagiunisiauldainTsaweruranils doq
A o A A A ' & Y] °
wlagullSawnTsmenuialumsedaumaniia azdeari
o A Y
na1sanlsanervrausnlidalsaneruianasanie
= Y o vy A o 1a
AU AUV A IINLaza T uiieannda lulszuun
59951 taznnuineTsanennaiiszuugudoyauuy
I 9 44 X o =2 & A
sgud UsmadeyanminyulunnivaaiuGesenly
' E v Y
MIquanazvelsszums iz lgiiealassadig

Y
(Infrastructure) %3@’0%1&%111‘1ﬂﬁ}’38
Y 4” k4
4.1 mﬂﬂ!mﬂmﬂqmﬂﬂﬁﬂﬂﬁﬂﬂluaﬂﬂu

1nMsszauiie U5 IWdeyanURDINITVBITZ U
o - A q'
Aumanse lsane1ua TagvouvavessULAe s2UUN
o < Y Y 9 ' Y
awsoimanudeyadionazdeyaginssuais q 13
< ° a £ o
luvdenyu smnsamvuadnsmsdidedoyanaz i
Y 9 ¥ . A
msTeudredoyadiieszninalsaneruialumie Tay
v o 1 v Yo a a £ 9y '
doyadinaezaedlasunissusoudnsoindiieneu
A A ¢ a X 9 9o v o
idue e igatinuiAaosdy diau ldanasiuni
da o Yy
guiiteveslsanervialumslddeyanisasiagunin
\ < 1
¥0351)28 (check-up data) 1Humisnaasuiiesdulums
o & B ) =~
nageumssanuuazuanilasudeya Felizlunums
v 3 9 o = = 9 Qg Y = v 2
Janudoyadinined 2 Fetoyanlslumsinyunaiil

vz liansaszyvedilield (Unidentified)

JOURNAL OF INFORMATION SCIENCE AND TECHNOLOGY | VOL 7| NO 2 | JUL — DEC 2017

39



d
42 msmmuaansmaasdoya

i’!?ﬂﬂﬁalﬂ‘ﬂgﬁﬂ’ﬂi\lﬁ'ﬂﬂﬂ?i‘UﬂQizUUWU’jW%ﬂH@ﬁﬁWNW
Y I'd
'ﬂﬂﬁf]"ﬂtﬁﬁ)\iﬁjuLmﬁZﬁ’)uﬂzgﬂﬂ’)ﬂﬂuﬂWiﬁWﬂuﬂﬁ‘ﬂﬁ
Y =2 9 ' an £ 9= 9 v
mmmagaiﬂmmazuﬂﬂafﬂzuﬁmwmwﬁ)gammu'lﬂ

AaM13199 3.

Y =2 9 *

' 4
AITNN 3. ﬁ?i?dﬁ??’i’uﬂﬁ"iflﬁﬂ75!1/75)0‘1/8%[?]

Data Role

PC N PH TC LS MRS

Lab result CRUD| -R-- ---- |-R--|-RU-[| -R--
Prescription CRUD| -R-- | -RU- [ ----| ---- -R--
X-ray CRUD| -R--| ---- |-RU| ---- | -R--

Patient record | CRUD | CRUD | CRUD |CRUD| CRUD | -R--

507 2. eaziBenveeoyanaaeuiiodd
Field Key Description Possible Value
HN Hospital Number MDS5
Employee WU Direct Employee
EN Episode Number MD5
Year e Number
Date ”u‘ﬁ Date
Nation o110 THAI
Sex INA Male, Female
Age 1Y Number
Location anuihmIngm String
weight ﬁWHﬁlﬂ Number
height b UGN Number
BMI ABMI Number
sysBP MANUAUAIVY | Number
diaBP ANNVAUAIAN | Number
Glucose anhmandien
Number

(Fasting) 91113
Glucose . ¥

AUINAPOCT Number
(POCT)
HbAIC Anhimadzay Number
LDL A ludustialid | Number
HDL a1 luiuriiad Number
Cholesterol | A1 AADIAAIADIOA | Number
Triglycerides mlasndirelsa Number
Hypertension ANUAU Number
Diabetes WINNU Number
Vascular Tinanaoanion

Number

Disease e
Smoking N3y ‘U“qu“lﬁ. String
DOB Tuipeuiling Date
Waist v

ITUIDULDN Number
circumference
Waist size iduseuen Number

walsnnuau
Hypertension 0,1

Tatinga
Diabetes wa 13AIrIIuY 0,1

*PC UNU Physician; N 1Y Nurse; PH 40U Pharmacist;
TC 14U Technician; LS 81U Lab Staff; ttag MRS tny

Medical Record Staff

nsdidnuilezutadifeadeseendiu 6 unum 1dud
LL‘W“VIE]{(Physician) We1U1a (Nurse) LAASNT (Pharmacist)
Wamafianisunng (Technician) 13 1md1fiasa
HansSnE B IR (Lab s uazidimihiiiasa
HAN35N¥1 (Medical Record staff) t1a1lszinnueadoya
poniilu 4 Uszian 1dun wamsFnuusal §iia (Lab
result) 10981 (Prescription) HANMAGSIF (X-ray) Hay

Woyanile (Patient Record) HAAZUNUIMAMTONID

U
1]

D) '

Y ' o a £ =
maummazﬂizmw"lmzmwﬂua@ﬂllﬂmuﬁmmawu%

e

v
oA

gnimual3audidnys C R Unaz D dedadnysimaril
=2 a £ Yy 9 a £ ' v a £
gD anslumsadredeya anslunseudoya ans
£y Y a £ A a 9
Tumsud ludoya uazanslumsauniosniandoeya
MUdIAY 15U WONAA T8 TIUT O YaANANITSNE T
U1ia ludeen wanimmedd vazawnsoaie e

uft 1y nazaudoyadileld

JOURNAL OF INFORMATION SCIENCE AND TECHNOLOGY | VOL 7 |NO 2 | JUL — DEC 2017



5. HaMIeNUULAMNUNSNITNVBITTUY

a 4 =]
1AMIAATIEHmA TuTadudenwunazAuAeIn15ves
< = o
e Isanennailunsaidne dwannldadaumunin

uaaaguuuanaenssy Taseenuuuliimsdisia

@

v & o & '
aumay,mwaﬂamﬂaaﬂnmmzmmgﬂumuuﬂﬂamm

v
Y L4 SO

UDUANNINITUNNY uaﬂmﬂuﬂmmﬁmﬁn%ymmu

U

s A 9 o o Vi 2
ﬂi:mﬂqumwaﬂmﬂumiaﬂaﬂmm‘lmmzmumm

¥ v 9 =g = ' 7
‘WiEliJGl“]NTL!GUE]QGUE]{JJWKQL‘]JM?“IJ!L‘IJUVI!WEJ‘ISGNGIE)ENﬂﬂS
Blockchain
w b N (O-F /
HOSF'ITAD] . Ap|p ”

S i ]
=5

a @ \
Encrypt & Sign | ’\
Il - / - \
=
(\%}—’ iﬂ g ]

Decentralized storage

Wearable
aevice

N

fmmENTj

3

= o &
3’7_/7/] 5. MATINMINNINDBIAU

Encrypted data

dy o v 9 PRl o [
Tagszuutivzinmssudeyadieainurasai q 1
1 o vy A
TazannngUnsalaanlddugunnrionansdanninnig
o o v o v
Tsanenna  Tashdeyaunihmadisiaduuazdany
[l LG A ' o . 4 g
uuliswguelunsovisaIuda (Private network) i
o A ~ 3 v A 3 <
myhvseFevuasmyum lgiiesnnmuuas iy
s A9 Yo & Yo
swaaresuiyaiulmihudenwuinlsiugaavnssy

o

DUUONNIUDIINMTIRU IFU FINVOTIHITUNTNEG §TN0

v oo a 4
sziuny iauﬁaﬁ’mmmw*nﬁ' Iﬂﬂﬂﬁﬂ’li‘ﬂﬂﬁ]ullﬂiﬂﬁ

& o s v R Yo Y o o '
ag EVM HJ“L.!W’ﬂﬁ]fT1ﬂm%ﬁﬁﬂ@u?ﬁ@ﬁﬂ?ﬂ‘liﬂiﬂlmﬁ
Y o 0 % v .
VDNIHUALATNITAIAIANN ) Gl,u'lvdamﬁu (Genesis file)

Y Y o A s ¥ o A Y = 9
AU UnveI0InAns mnuumﬂﬂiumﬁwmwayja

v oA

Y1 I = 1 d”
wgnnuiyrvedielundaenau aludiutiamise

U o

g
£

a Y =X a Y Y vy
auguansmaidwazdaniumsldaudeyalddie
s - R v v
aminaeuunIAl Fagiadesmseenuuyliszuy
awnsaison1dldTasuelndmdunzgnldauainunun
A19 ) ¥041394NeI1UIa LazIeITUNITIFoNADNY
Tsanerviadu q nelwaeldlueuina 3931013
PONUUVAMIUIAA REST API [9] 110991011150
oy HTTP Tus Taneanazarivayugduundoya

Lo o & Y a o v
VY JSON wennntidaneauiiugliuing AP dniy
3 Y 9 J 9 v o o A ]
vaenruAudeyanImsunng wieunuiaruaIouls

I J o o [
VADNYUAIUAD (Private Blockchain) Il’?fﬂﬁiﬂﬁﬁﬂﬂ

v o Yo I 9
ANuUYNAeIveIMsemsuazien isanudeya Tae
Fa i
APIiilpsdui Iavawizon 1isenoulidre msadrains

9

Y ° a £ Y X A v
Aldan msdmuadnsmadinedoya mamindoya s
Y v o 9 = 9 k4 Y o
Whsiadudeya msisengdoya nazmaud ludofmvua
Y Y
msldveya nelimsiauuelnamdunuunsznegud
FoalFanrlumsfnyiaznaasaneud1aunn msly API
v A ' ' o & Yy ¥
Ma1lIzyIeTuIzeza lumswau e 1vANAp NS
) 1o =3 o
vz 119 s uiludesfnuisisazideanisvinanuyea
<3 A @ o A [ = (% 9
VAABUNIBIANUATRUIBUAR A IDY uAGIeTD Y
Bldy o a Y Y a wa
anudnuglunsiiedndmdundrlfiaaumnug
mamsldauveaudaz AP 1181100113 nazdana

4
UszTemivealnssaduuunsznegud131dnamua

5.1 Network Implementation

]
P!

i 1de3 1101310200 2.2.4  Ethereum platform .

=)

sUupumsvhauuy hisugud TastidiaidsaTvuah
Mamsniufe Geth Famsiausuiuveaiingia
Truail yenanmissesiunwTisunsufinainmaie
udadalinnueusamumstszuiana Sewaiiou
waeudineilszaniamgamilanies Tasliveionh
Ethereum Virtual Machine lumsa$ia EVM ﬁ?umﬁu
Geth Suilude el Wdasd (Genesis file) 1@oITUID
MUV UTBANAITINAY Genesis file 1W/Tovraiionlnd
z

@

o < = Y Y o
asmdmSuvaensy Noyanalddiennannsaily
1< o I
a$19 vaonyudiuaa ldies Taediausniudes
[J g d Y L3 A
vuadulsiiosdu 4 @1 fe
o . w < ' o A o '
1) Chain ID d@m5vudenyudiuduieiloanulyly
A lin 38 ns TouAfa835015 Replay-attack Idlagsi
A P A9 ]
N13aoNIDIFUUDN Ethereum protocol NAnans 1%
2)  dmuaanuenlunsgudunugndosves
FINTIY
° o " <3
3) MUUATIUIY Gas gaganeLden

4) Address 93811113319 Chain vy

gl/ﬁ 6. 1988 Genesis File

JOURNAL OF INFORMATION SCIENCE AND TECHNOLOGY | VOL 7 |NO 2 | JUL — DEC 2017

41



Fa v 9 i3
UONINUITITIAINTONUNITAIAIDY ) DEITU
Coinbase, ExtraData, Nonce, Mixhash, parentHash (lag
Timestamp 241U Genesis file 1#9nA28 a8 Genesis file
vzoglugilues JSON [10] 10 '1d Genesis file w1d2
Ao & ~ o)
1150054 Geth 9N init Naw1aney lud Ind
. A Y <3 v o F2 o aa
Genesis (ioa319udensuaIualld lnedn Tula Tagay
a gy & A A A, v & 9 A
umsldnunuwnseuneinsdanudoyagsnssua
a X2 4 "y . Y9 A
AATUITEN VYA chain data taznyuad lFanuFo
Ad 9 o A Y 1y
keystore NitnuYoya yTe 1Fogaie
y A4 g A 2 ad
PAUULBABIM TN IUIUTAIT A THUATINITD
s ldada $bootnode --genkey=boot.key ieunaaa
Yoya enode URL danfovraiiouihuaviilunis i
3 ad A ] a 1o Y v
wiadsaTnuadudnaaaeny Tnualegiuld Tae
< 1 ! v o g 9 ~ [l Y
meluvaensuaIuaaeInusuludesiiediation 1
Tnua Alimsiinuegaaeaal tielszulranauas

v & 9 Aa X
AUNUUBDUATINTIUNNAVU

A

X 9 9 Y o

Taaifosdundr lumalfuadiaun Idimsidenlsy
TestRPC  14N1591899015911914V09 EVM  1i10AY
< [
saa52lumInageudnsnasuuNIAN tazaudely

a ¥ g ac ' NY o o v
mMsaaautinIsaInue ua TestRPC Hvasnaluaiuns
o o a U 3
$1809TNINUIAZOUNITHINUITI 15U AN T

o 9 < 4

mstszurananiuuyadu duuunissamny lid
~ ' o v A

keystore N} 19 lausafivua Passphrase Tdtoa sy

o 3 a 3 .
mmumma%ﬂiwuﬂ UaEN13A4A1 Genesis file

7t 7. wiha MU Yed TestRPC

5.2 Smart Contract Implementation
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