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ABSTRACT
Data encryption has become one of the most important factors in computer security. The DES
56-bit symmetric algorithm was developed in the 1970s and was replaced with the AES 128-bit symmetric
algorithm in 2001. The DES 56-bit was very popular and widely accepted for many years but with the increase
in computer attacks had to be upgraded to the AES 128bit algorithm. This research presents the ASE and DES
algorithm for 16-bits Unicode Thai characters in the range of 0OEOO to OE7F. In the study the table matching
technique has been added to decrypt and encrypt the Thai characters. In order to evaluate the efficiency of the

proposed method an application program was developed to simulate the operation of the proposed method.
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The main issues in testing were accuracy and speed of encryption and decryption. In terms of accuracy,

the proposed method has the ability to decrypt the Thai language precisely. In terms of speed, Thai text collected

from tales, general and academic papers with lengths of 4 kilobytes, 10 kilobytes and 14 kilobytes was

introduced to test the accuracy of the algorithm. The test results showed that the time spent working on the DES

and AES algorithms varied according to the size of the text line, i.e. there was a linear relationship. This means

that the time spent working on either encryption or decryption increased according to the length of the text.
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