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บทคัดย่อ 

 

การวิจัยครั้งนี้มีวัตถุประสงค์เพื่อ 1) สังเคราะห์องค์ประกอบของรูปแบบการบริหารจัดการสารสนเทศ
ตามพระราชบัญญัติการคุ้มครอง ข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ 2) ประเมินความเหมาะสมของ
รูปแบบการบริหารจัดการสารสนเทศตามพระราชบัญญัติการคุ้มครอง ข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัย 
ราชภัฏ 3) พัฒนาคู่มือการบริหารจัดการสารสนเทศตามพระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล สำหรับ
มหาวิทยาลัยราชภัฏ กลุ่มเป้าหมาย เป็นผู้เชี่ยวชาญ จำนวน 9 คน เครื่องมือท่ีใช้ในการวิจัย ได้แก่ 1) แบบประเมิน
ความเหมาะสมขององค์ประกอบของรูปแบบการบริหารจัดการสารสนเทศตามพระราชบัญญัติการคุ้มครอง ข้อมูล
ส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ 2) แบบประเมินความเหมาะสมของรูปแบบการบริหารจัดการสารสนเทศ
ตามพระราชบัญญัติการคุ้มครอง ข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ 3) แบบประเมินความเหมาะสม
ของกระบวนการประยุกต์ใช้เทคโนโลยี และ 4) แบบประเมินความเหมาะสมของคู่มือการบริหารจัดการสารสนเทศ
ตามพระราชบัญญัติการคุ้มครอง ข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ สถิติที่ใช้ในงานวิจัย ได้แก่ ค่าเฉลี่ย 
และส่วนเบี่ยงเบนมาตรฐาน  
 ผลการวิจัยพบว่า 1) องค์ประกอบของรูปแบบการบริหารจัดการสารสนเทศตามพระราชบัญญัติการ
คุ้มครองข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ มีองค์ประกอบ 7 ส่วน ประกอบด้วย (1) ด้านนโยบาย  
(2) ด้านบริบทความต้องการ (3) ด้านหลักการและทฤษฎี (4) ด้านการบริหารจัดการสารสนเทศตามพระราชบัญญัติ
การคุ้มครองข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ (5) ด้านเทคโนโลยี (6) ด้านบุคลากร และ (7) ด้าน
ตัวชี้วัดความสำเร็จ  2) ความเหมาะสมของรูปแบบการบริหารจัดการสารสนเทศตามพระราชบัญญัติการคุ้มครอง 
ข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ โดยรวมอยู่ในระดับมากที่สุด (x̅=4.77, SD.=0.45) และ 3) คู่มือการ
บริหารจัดการสารสนเทศตามพระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ มีจำนวน  
2 เล่ม ได้แก่ คู่มือระดับมหาวิทยาลัย และคู่มือระดับหน่วยงาน ประกอบด้วย หน่วยที่ 1 รูปแบบการดำเนินงาน 
หน่วยท่ี 2 การวางแผนการดำเนินงาน หน่วยท่ี 3 การลงมือปฏิบัติตามแผนการดำเนินงาน หน่วยท่ี 4 การตรวจสอบ
ผลการดำเนินงานตามกรอบ หน่วยที่ 5 การสะท้อนผลและปรับปรุงการดำเนินงานตามกรอบ ความเหมาะสมของ
คู่มือการบริหารจัดการสารสนเทศตามพระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล มหาวิทยาลัยราชภัฏ โดยรวม
อยู่ในระดับมากท่ีสุด (x̅=4.63, SD.=0.48) 
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ABSTRACT 
 

 The purposes of the research were to 1) synthesize the elements of the Information 
Management model following the Personal Data Protection Act for Rajabhat University, 2) evaluate 
the suitability of the Information Management model according to the Personal Data Protection 
Act for Rajabhat University and 3) develop a manual on Information Management according to the 
Personal Data Protection Act for Rajabhat University. The target group consisted of nine experts. 
Research instruments used included assessments of element suitability, model suitability, 
technology application process suitability, and manual suitability. Statistical analyses involved 
mean and standard deviation. 
 The research findings showed that 1) the elements of the Information Management model 
according to the Personal Data Protection Act for Rajabhat University encompass seven 
components: (1) policy aspect, (2) demand context aspect, (3) principles and theories aspect,  
(4) information management aspect specific to the Personal Data Protection Act for Rajabhat 
University, (5) technology, (6) personnel, and (7) success indicators. 2) The evaluation of the 
suitability of the Information Management model according to the Personal Data Protection Act for 
Rajabhat University was rated at the highest level (x̅=4.77, SD.=0.45). 3) The manual on Information 
Management according to the Personal Data Protection Act for Rajabhat University comprises two 
volumes: a university-level guide and a control-level manual. It includes Unit 1: Operational model, 
Unit 2: Operational planning, Unit 3: Implementation of the operation plan, Unit 4: Inspection of 
operating results according to the framework, and Unit 5: Reflection on results and improvement 
of operations. The suitability assessment of the manual was also at the highest level (x̅=4.63,  
SD.=0.48). These findings demonstrate that the developed Information Management model and 
manual are well-suited to the Personal Data Protection Act requirements for Rajabhat University, 
providing a comprehensive framework and guidelines for effective information management and 
compliance with legal standards. 
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บทนำ 
 

ในโลกปัจจุบันข้อมูลมีความสำคัญอย่างยิ่ง เนื่องจากสังคมสมัยใหม่เป็นสังคมแห่งการติดต่อสื่อสาร ข้อมูล
ข่าวสารจึงมีความสำคัญต่อการดำเนินกิจกรรมต่าง ๆ ไม่ว่าจะเป็นในภาครัฐหรือในภาคเอกชน ต่างก็มีความจำเป็นที่
จะต้องมีข้อมูลไว้ในครอบครองไว้ให้ได้มากที่สุดซึ่งข้อมูลข่าวสารจำนวนมากมายมหาศาลที่มีการครอบครองหรอืมี
การแลกเปลี่ยนหรือแย่งชิงแข่งขันกันครอบครองนี้ มีข้อมูลข่าวสารส่วนหน่ึงที่เป็นข้อมูลส่วนบุคคล ทำให้เกิดปัญหา
มีการนำข้อมูลส่วนบุคคลของเจ้าของข้อมูลไปใช้โดยไม่ได้รับความยินยอมจากเจ้าของข้อมูล และโดยที่ปัจจุบันการ
เข้าถึงข้อมูลข่าวสารทำได้โดยสะดวกและรวดเร็วมาก เนื่องจากมีการนำเทคโนโลยีที่ทันสมัยโดยเฉพาะคอมพิวเตอร์ 
มาใช้ในการจัดเก็บข้อมูล การสืบค้นข้อมูล การเข้าถึงข้อมูล การรับ-ส่งข้อมูล การแลกเปลี่ยนข้อมูลข่าวสารระหว่าง
หน่วยงานเกิดขึ้นตลอดเวลาและมีอยู่โดยทั่วไป การสะสมข้อมูลไว้ในความครอบครองเพื่อหาประโยชน์จากข้อมูลนั้น
มีมากขึ้นและมีอยู่ในทุก ๆ วงการ ทำให้เกิดผลกระทบต่อบุคคลขึ้น คือ การนำข้อมูลส่วนบุคคลไปใช้ ประมวลผล 
หรือเปิดเผย ทำให้บุคคลผู้เป็นเจ้าของข้อมูลอาจได้รับความเสียหายได้ เช่น อาจมีผลต่อความปลอดภัยในชีวิต 
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ร่างกาย สิทธิและเสรีภาพของบุคคล หรือการนำข้อมูลข่าวสารไปใช้ประโยชน์ในทางพาณิชย์ โดยปราศจากการไดร้บั
อนุญาตหรือยินยอมจากผู้เป็นเจ้าของข้อมูล ทำให้เกิดความเสียหายหรือความเดือดร้อนรำคาญกับเจ้าของข้อมูล [1] 

พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 เป็นกฎหมายที่มีวัตถุประสงค์เพื่อการคุ้มครองสิทธิ
เกี่ยวกับข้อมูล ส่วนบุคคลของประชาชนในฐานะเจ้าของข้อมูลส่วนบุคคลโดยกำหนดหน้าที่และความรับผิดชอบให้
องค์กรปฏิบัติตามกฎหมาย บทบัญญัติการคุ้มครองข้อมูลส่วนบุคคล มีลักษณะพิเศษแตกต่างจากกฎหมายฉบบัอ่ืน 
กล่าวคือ ไม่ได้มุ่งเน้นเพียงสภาพบังคับให้กระทำหรือไม่กระทำเท่านั้น แต่บทบัญญัติส่งเสริมการสร้างความตระหนักรู้ 
และการทบทวนกระบวนการทำงาน เพื่อให้การกระทำใดก็ตามที่เกี่ยวข้องกับข้อมูลส่วนบุคคลเป็นไปอย่างเหมาะสม 
สอดคล้องกับ วัตถุประสงค์ของกฎหมายในการคุ้มครองสิทธิความเป็นส่วนตัวภายใต้หลักการของรัฐธรรมนูญ  
จากการสำรวจความพร้อมภาครัฐ ปฏิบัติตาม PDPA (Personal Data Protection Act) โดย สถาบันวิจัยเพื่อการ
พัฒนาประเทศไทย (Thailand Development Research Institute : TDRI)  สำรวจความพร้อมภาครัฐ ปฏิบัติ
ตาม PDPA [2] พบว่า ตลอด 2 ปีที่ผ่านมา มีบางหน่วยงานได้เตรียม ความพร้อมในการปฏิบัติตาม PDPA ไปบ้าง
แล้ว เช่น สำนักงานพัฒนารัฐบาลดิจิทัล (องค์การมหาชน หรือ สพร.) ซึ่งเป็นหน่วยงานของรัฐบาลที่ได้ดำเนินการ
ปฏิบัติตาม PDPA และเป็นตัวอย่างที่ดีให้กับหน่วยงาน อื่นๆ โดยการทำเอกสารแม่แบบสำหรับการดำเนินการใน
การปฏิบัติตามกฎหมาย อย่างไรก็ตามความเปลี่ยนแปลงที่เกิดขึ้นในหลายหน่วยงานมีเพียงบนกระดาษ ไม่ได้
เปลี่ยนแปลงระดับนโยบาย กระบวนการทำงานไปจนถึงเทคโนโลยีเพื่อการรักษาความปลอดภัยข้อมูลส่วนบุคคล  
ซึ่งอาจทำให้ข้อมูลส่วนบุคคลของประชาชนถูกละเมิดหรือรั่วไหลได้    

ในส่วนสถาบันอุดมศึกษา สำนักงานสภานโยบายการอุดมศึกษา วิทยาศาสตร์ วิจัยและนวัตกรรมแห่งชาติ 
ประกาศนโยบายคุ้มครองข้อมูลสว่นบุคคล (Privacy Policy) พ.ศ. 2565 ถือเป็นหน่วยงานภาครัฐท่ีต้องมีการจัดเกบ็
ข้อมูล โดยเฉพาะอย่างยิ่งข้อมูลของนักศึกษาซึ่งมีจำนวนมาก ดังนั้นเมื่อพระราชบัญญัตินี้บังคับใช้ สถาบันทุกสถาบัน
จึงต้องเตรียมการและปฏิบัติตามกฎหมายอย่างเคร่งครัด  ในส่วนของมหาวิทยาลัยราชภัฏซึ่งเป็นสถาบันอุดมศึกษา
เพื่อพัฒนาท้องถิ่น มีสถานที่ตั้งกระจายทั่วประเทศ จำนวน 38 แห่ง นอกจากจะจัดเก็บข้อมูลของนักศึกษาแล้ว 
ข้อมูลของชุมชนต่าง ๆ ก็จัดเก็บเพื่อให้ในการวิจัย และบริการวิชาการตามภารกิจ จากการสำรวจข้อมูลการ
ดำเนินการของมหาวิทยาลัยราชภัฏต่าง ๆ จำนวน 8 แห่ง ระยะเวลาในการสำรวจตั้งแต่ 20 กันยายน พ.ศ.2566 ถึง  
30 กันยายน พ.ศ.2566 พบว่า โดยส่วนใหญ่จะดำเนินการโดยการจัดทำประกาศเกี่ยวกับนโยบายการคุ้มครองข้อมลู
ส่วนบุคคล เพื่อใช้ในการดำเนินการในมหาวิทยาลัย การเตรียมการโดยการสัมมนาบุคลากรให้มีความรู้ และความ
เข้าใจในพระราชบัญญัติดังกล่าว ซึ่งเป็นการดำเนินการภายในมหาวิทยาลัย  อย่างไรก็ตามคู่มือแนวปฏิบัติที่ชดัเจน
ในการดำเนินการตามพระราชบัญญัติที่ยังไม่มีการดำเนินการ ทั้งนี้ การบริหารจัดการ 4 M โดยใช้หลักการควบคุม 
เป็นส่วนสำคัญของการบริหารจึงจะทำให้เกิดประสิทธิภาพ ใน การบริหารจัดการ โดยที่ต้องควบคุมปริมาณงาน
ควบคุมคุณภาพของการดำเนินงาน ควบคุมเวลาการทำงานของบุคลากร และควบคุมค่าใช้จ่ายในการปฏิบัติงานต่าง ๆ 
เหล่านี้จะส่งผลต่อความสำเร็จขององค์กรและต้องสร้างจิตสํานึก รักองค์กรให้เกิดขึ้นกับบุคลากร รวมทั้งผู้บริหาร  
ที่ส่งผลต่อการมีส่วนร่วม ในกระบวนการต่าง ๆ ที่จัดทำเพื่อ พัฒนาองค์กรให้มุ่งไปสู่ความเป็นเลิศในด้านการจัดการ
ภายในองค์กร [3]  

จากความสภาพบริบท ความต้องการของสถาบันอุดมศึกษา ตามประกาศสำนักงานสภานโยบายการ
อุดมศึกษา วิทยาศาสตร์ วิจัยและนวัตกรรมแห่งชาติ เรื่อง นโยบายคุ้มครองข้อมูลส่วนบุคคล ( Privacy Policy)  
พ.ศ. 2565 และพระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล ปี 2562  ที่กล่าวมา ผู้วิจัยสนใจศึกษารูปแบบการบริหาร
จัดการสารสนเทศตามพระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ  โดยคาดหวังว่า 
ผลจากการดำเนินงานวิจัย จะเป็นกรอบมาตรฐาน หรือแนวปฏิบัต ิที่ ถูกต้องตามพระราชบัญญัติด ังกล่าว   
ให้มหาวิทยาลัยดำเนินการได้ถูกต้อง ชัดเจนและสร้างธรรมาภิบาลในการบริหารสถาบันอุดมศึกษาต่อไป 
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1. วัตถุประสงค์การวิจัย 
1.1 เพื่อสังเคราะห์องค์ประกอบของรูปแบบการบริหารจัดการสารสนเทศตามพระราชบัญญัติการคุ้มครอง 

ข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ 
1.2 เพื่อประเมินความเหมาะสมของรูปแบบการบริหารจัดการสารสนเทศตามพระราชบัญญัตกิารคุ้มครอง 

ข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ 
1.3 เพื่อพัฒนาคู่มือการบริหารจัดการสารสนเทศตามพระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล 

สำหรับมหาวิทยาลัยราชภัฏ 
 

2. เอกสารและงานวิจัยที่เกี่ยวข้อง 
พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 (Personal Data Protection Act: PDPA) หรือ 

PDPA คือ กฎหมายที่ถูกสร้างมาเพื่อป้องกันการละเมิดข้อมูลส่วนบุคคลของทุกคน รวมถึงการจัดเก็บข้อมูลและ
นำไปใช้โดยไม่ได้แจ้งให้ทราบ และไม่ได้รับความยินยอมจากเจ้าของข้อมูลเสียก่อน กฎหมายนี้ได้เริ่มบังคับใช้อย่าง
เต็มรูปแบบ เมื่อวันที่ 1 มิถุนายน 2565 เป็นกฎหมายที่ให้ความคุ้มครองข้อมูลส่วนบุคคล เช่น ชื่อ ที่อยู่ เบอร์
โทรศัพท์ รูปถ่าย บัญชีธนาคาร อีเมล ไอดีไลน์ บัญชีผู้ใช้ของเว็บไซต์ ลายนิ้วมือ ประวัติสุขภาพ เป็นต้น ซึ่งข้อมูล
เหล่านี้สามารถระบุถึงตัวเจ้าของข้อมูลนั้นได้ อาจเป็นได้ทั้งข้อมูลในรูปแบบเอกสาร กระดาษ หนังสือ หรือจัดเก็บใน
รูปแบบอิเล็กทรอนิกส์ก็ได้ [4] 

การบริหารจัดการ หมายถึง กิจกรรมที่ช่วยให้การบริหารจัด การระบบสารสนเทศเพื่อการให้บริการงาน
ด้านวิชาชีพทางการศึกษาของคุรุสภา ประสบความสำเร็จตามวัตถุประสงค์ขององค์การอย่างมีประสิทธิภาพ
ประสิทธิผล ประกอบด้วย การวางแผน การจัดองค์การ การนำ และการควบคุม [5] 

แสงระวี วิปุลาคม และ สราวุธ ปิติยาศักดิ์ [6] ได้ศึกษาเรื่อง ปัญหากฎหมายการคุ้มครองข้อมูล ส่วนบุคคล
ประเภทข้อมูลชีวภาพ ผลการวิจัยแนวคิดและทฤษฎีที่เกี่ยวข้องกับข้อมูลส่วนบุคคลและข้อมูลชีวภาพ จากการศึกษา
ข้อมูลจากเอกสารพบว่าเดิมทีสิทธิส่วนบุคคลแบ่งออกได้เป็น 4 ประเภท คือ 1) ความเป็นส่วนตัวของบุคคล 
(Privacy of the Person) 2) ความเป็นส่วนตัวของพฤติกรรม ของบุคคล (Privacy of Personal Behavior)  
3) ความเป็นส่วนตัวของข้อมูลส่วนบุคคล (Privacy of Personal Data) และ 4) ความเป็นส่วนตัวของการสื่อสาร
ของบุคคล (Privacy of Personal Communication) 

กมลชนก วงศ์สวัสดิ์ และ วัลลภ รัฐฉัตรานนท์ [7] ได้ศึกษาเรื่อง ความรู้ความเข้าใจต่อพระราชบัญญัติ
คุ้มครองข้อมูลส่วนบุคคล 2562 ของพนักงานการไฟฟ้าส่วนภูมิภาค สำนักงานใหญ่   กล่าวว่า ราชกิจจานุเบกษา
เผยแพร่พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 ณ วันที่ 27 พฤษภาคม 2562 ผ่านการพิจารณาโดย
สภานิติบัญญัติแห่งชาติ (สนช.) โดยสาเหตุหลักที่ประเทศไทยต้องมีกฎหมายฉบับนี้ก็เพื่อให้สอดคล้องกับกฎหมาย
คุ ้มครองข้อมูลส่วนบุคคล (General Data Protection Regulation: GDPR) ซึ ่งประกาศใช้โดยสหภาพยุโรป 
(European Union: EU) ซึ่งเป็นกฎหมายที่มีผลบังคับใช้แก่การส่งข้อมูลภายในประเทศสมาชิกสหภาพ ยุโรป 
ครอบคลุมถึงผู้ประกอบการในประเทศไทยที่จะต้องติดต่อรับส่งข้อมูลส่วน บุคคลของประชาชนในประเทศที่เป็น
สมาชิกสหภาพยุโรป (Cross-Border Data Transfer Issues) ก็ต้องมีมาตรการคุ้มครองข้อมูลส่วนบุคคลที่เหมาะสม
เพียงพอด้วย หากประเทศไทยไม่มีกฎหมายเกี่ยวกับการคุ้มครองข้อมูลส่วนบุคคลก็จะทeให้ขาด ความน่าเชื่อถือใน
มาตรการคุ้มครองข้อมูลส่วนบุคคลอันจะมีผลกระทบต่อความน่าเชื่อถือของประเทศการค้าระหว่างประเทศ และ
การทำธุรกิจระหว่างประเทศ รวมไปถึงประชาชนผู้เป็นเจ้าของข้อมูลส่วนบุคคล จากผลการวิจัยพบว่า ระดับความรู้
ความเข้าใจต่อพระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 ของพนักงานการไฟฟ้าส่วนภูมิภาค สำนักงาน
ใหญ่ ในภาพรวมอยู่ในระดับปานกลาง แสดงให้เห็นว่าพนักงานมีความรู้ความเข้าใจในระดับหนึ่งแล้ว แต่การที่จะ
เพิ่มระดับความรู้ความเข้าใจของพนักงานให้อยู่ในระดับที่มากขึ้นเพื่อนำไปปรับใช้ในการทำงานต่อไปนั้น  

 



วารสารวิชาการ “การจัดการเทคโนโลยี มหาวิทยาลัยราชภัฏมหาสารคาม”  
 

ปีที ่11  ฉบับท่ี 1  เดือน มกราคม – เดือน มิถุนายน  พ.ศ. 2567  
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วิธีดำเนินการวิจัย 
 

1. เคร่ืองมือการวิจัย 
1.1 แบบประเมินความเหมาะสมขององค์ประกอบของรูปแบบการบริหารจัดการสารสนเทศตาม

พระราชบัญญัติการคุ้มครอง ข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ 
1.2 แบบประเมินความเหมาะสมของรูปแบบการบริหารจัดการสารสนเทศตามพระราชบัญญัติการ

คุ้มครอง ข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ 
1.3 แบบประเมินความเหมาะสมของกระบวนการประยุกต์ใช้เทคโนโลยี 
1.4 แบบประเมินความเหมาะสมของคู่มือการบริหารจัดการสารสนเทศตามพระราชบัญญัติการคุ้มครอง 

ข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ 
 

2. กลุ่มเป้าหมาย 
2.1 กลุ่มที่ 1 ผู้ทรงคุณวุฒิ สำหรับการสัมภาษณ์ จำนวน 15 คน ประกอบด้วย ผู้บริหารระดับสูงหรือ

ผู ้แทนของมหาวิทยาลัยราชภัฏ ที่ผ่านการจัดทำพระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล จำนวน 5 คน 
ผู้บริหารระดับสูงหรือผู้แทนบริษัทเอกชน ที่ผ่านการจัดทำพระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล จำนวน 5 คน  
และ นักวิชาการหรือเป็นท่ีปรึกษาทางด้านพระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล รวมจำนวน 5 คน 

2.2 กลุ่มที่ 2 ผู้ทรงคุณวุฒิ สำหรับวิพากษ์รูปแบบการบริหารจัดการสารสนเทศตามพระราชบัญญัติการ
คุ้มครองข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ สังกัดมหาวิทยาลัยราชภัฏมหาสารคาม จำนวนทั้งหมด 9 คน 

2.3 กลุ่มที่ 3 ผู้เชี่ยวชาญ สำหรับสอบถามความเหมาะสมของรูปแบบการบริหารจัดการสารสนเทศตาม
พระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ จำนวน 9 คน มีคุณสมบัติ สำเร็จ
การศึกษาระดับปริญญาเอก มีประสบการณ์ด้านบริหารจัดการ ไม่น้อยกว่า 3 ปี 

2.4 กลุ่มที่ 4 ผู้เชี่ยวชาญ สำหรับสอบถามความเหมาะสมของคู่มือการบริหารจัดการสารสนเทศตาม
พระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ จำนวน 9 คน มีคุณสมบัติ สำเร็จ
การศึกษาระดับปริญญาเอก มีประสบการณ์ด้านบริหารจัดการ ไม่น้อยกว่า 3 ปี 
 
3. ขั้นตอนการดำเนินการวิจัย  

3.1 ขั้นตอนท่ี 1 สังเคราะห์องค์ประกอบของรูปแบบการบริหารจัดการสารสนเทศตามพระราชบัญญัตกิาร
คุ้มครองข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ  โดยศึกษาหลักการ แนวคิด และงานวิจัยที่เกี่ยวข้องเพื่อ
จัดทำกรอบแนวทาง และสัมภาษณ์ผู้ทรงคุณวุฒิในประเด็นกิจกรรมที่ต้องดำเนินตามพระราชบัญญัติการคุ้มครอง
ข้อมูลส่วนบุคคล พ.ศ. 2562 จำนวน 15 คน 

3.2 ขั ้นตอนที่ 2 ร่างองค์ประกอบของรูปแบบการบริหารจัดการสารสนเทศตามพระราชบัญญัติการ
คุ้มครองข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ จากนั้นจัดประชุมกลุ่มย่อยผู้ทรงคุณวุฒิ ในประเด็นเกี่ยวกับ
องค์ประกอบของรูปแบบ โดยผู้ทรงคุณวุฒิ จำนวน 9 คน 

3.3 ขั้นตอนท่ี 3 ประเมินความเหมาะสมของรูปแบบการบริหารจัดการสารสนเทศตามพระราชบัญญตัิการ
คุ้มครองข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ โดยผู้ทรงคุณวุฒิ จำนวน 9 คน 

3.3 ขั้นตอนที่ 4 พัฒนาคู่มือการบริหารจัดการสารสนเทศตามพระราชบัญญัติการคุ้มครองข้อมูลส่วน
บุคคล สำหรับมหาวิทยาลัยราชภัฏ  

3.4 ขั้นตอนที่ 5 ประเมินความเหมาะสมของคู่มือการบริหารจัดการสารสนเทศตามพระราชบัญญัติการ
คุ้มครองข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ โดยผู้ทรงคุณวุฒิ จำนวน 9 คน 

 
 



 Journal of Technology Management Rajabhat Maha Sarakham University 
  

 Vol. 11  No. 1  January - June 2024 
 

 [47] 

TMRMU 

4. สถิติที่ใช้ในการวิจัย  
ได้แก่ ค่าเฉลี่ย  และส่วนเบีย่งเบนมาตรฐาน โดยนำผลทีไ่ด้เทยีบกับเกณฑ์การประเมิน ดังนี้ [8]     

 ค่าเฉลี่ยเท่ากับ 4.50 – 5.00  หมายความว่า  ระดับมากที่สุด   
 ค่าเฉลี่ยเท่ากับ 3.50 – 4.49  หมายความว่า  ระดับมาก    
 ค่าเฉลี่ยเท่ากับ 2.50 – 3.49  หมายความว่า  ระดับปานกลาง    
 ค่าเฉลี่ยเท่ากับ 1.50– 2.49   หมายความว่า  ระดับน้อย    
 ค่าเฉลี่ยเท่ากับ 1.00 – 1.49  หมายความว่า  ระดับน้อยท่ีสุด  

 
ผลการวิจัย 

 

1. ผลการสังเคราะห์องค์ประกอบของรูปแบบการบริหารจัดการสารสนเทศตามพระราชบัญญัติการคุ้มครอง 
ข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ 

1.1 ผู้วิจัยดำเนินการสังเคราะห์องค์ประกอบของรูปแบบการบริหารจัดการสารสนเทศตามพระราชบัญญตัิ
การคุ้มครองข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ  โดยศึกษาหลักการ แนวคิด และงานวิจัยที่เกี่ยวข้องเพื่อ
จัดทำกรอบแนวทาง และสัมภาษณ์ผู้ทรงคุณวุฒิในประเด็นกิจกรรมที่ต้องดำเนินตามพระราชบัญญัติการคุ้มครอง
ข้อมูลส่วนบุคคล พ.ศ. 2562 จำนวน 15 คน  ดังนี้ 
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ภาพที่ 1 การวิเคราะห์กิจกรรมการดำเนินงานในสถาบันอุดมศึกษาที่เหมาะสมและสอดคล้องกับ  

พระราชบัญญัติคุม้ครองข้อมูลส่วนบุคล พ.ศ. 2562 
 

 จากภาพที่ 1 ผลการวิเคราะห์กิจกรรมการดำเนินงานในสถาบันอุดมศึกษาที่เหมาะสมและสอดคล้องกับ 
พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคล พ.ศ. 2562 มีประเด็นที่ต้องดำเนินการทั้งหมด 23 ประเด็น โดยใช้กิจกรรม
ดำเนินการ 4 ขั้น ได้แก่ Plan คือ การวางแผนหลังจากที่วิเคราะห์ และกำหนดประเด็นปัญหาที่ต้องการแก้ไข Act 
คือ การปฏิบัติตามแผนที่กำหนด Observer คือ การสังเกตผลที่เกิดขึ้นจากการปฏิบัติงาน และ Reflect คือ การ
สะท้อนผลหลังจากการปฏิบัติงานให้ผู้ที่มีส่วนร่วมได้วิพากษ์วิจารณ์ ซึ่งนำไปสู่การปรับปรุงแก้ไขการปฏิบัติงาน 
 
 1.2 ผู้วิจัยดำเนินการร่างองค์ประกอบของรูปแบบการบริหารจัดการสารสนเทศตามพระราชบัญญัติการ
คุ้มครองข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ และจัดประชุมกลุ่มย่อยผู้ทรงคุณวุฒิ ในประเด็นเกี่ยวกับ
องค์ประกอบของรูปแบบ โดยผู้ทรงคุณวุฒิ จำนวน 9 คน จากนั้นดำเนินการปรับปรุงแก้ไขตามคำแนะนำ ดังนี้ 
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ภาพที่ 2 ร่างองค์ประกอบของรูปแบบการบริหารจัดการสารสนเทศตามพระราชบัญญัติการคุ้มครอง 

ข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ 
 
 จากภาพที่ 2 รูปแบบการบริหารจัดการสารสนเทศตามพระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล 
สำหรับมหาวิทยาลัยราชภัฏ มีองค์ประกอบ 7 ส่วน ประกอบด้วย 1) ด้านนโยบาย 2) ด้านบริบทความต้องการ  
3) ด้านหลักการและทฤษฎี 4) ด้านการบริหารจัดการสารสนเทศตามพระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล 
สำหรับมหาวิทยาลัยราชภัฏ 5) ด้านเทคโนโลยี 6) ด้านบุคลากร และ 7) ด้านตัวช้ีวัดความสำเร็จ 
 
2. ผลการประเมินความเหมาะสมของรูปแบบการบริหารจัดการสารสนเทศตามพระราชบัญญัติการคุ้มครอง 
ข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ 

ผู้วิจัยดำเนินการนำเสนอต่อผู้เชี ่ยวชาญ เพื่อประเมินความเหมาะสมของรูปแบบการบริหารจัดการ
สารสนเทศตามพระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ โดยผู้ทรงคุณวุฒิ จำนวน 
9 คน ดังนี ้
 
ตารางที ่ 1  ความเหมาะสมขององค์ประกอบของรูปแบบการบริหารจัดการสารสนเทศตามพระราชบัญญัติ  

     การคุ้มครอง ข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ 
 

รายการ x̅ SD. ระดับความคิดเห็น 
1. ความเหมาะสมขององค์ประกอบของรูปแบบ 4.61 0.46 มากที่สุด 
2. ความเหมาะสมของด้านนโยบาย 4.88 0.35 มากที่สุด 
3. ความเหมาะสมของด้านบริบทความต้องการ 4.23 0.64 มาก 
4. ความเหมาะสมของหลักการปละแนวคิด 4.54 0.53 มากที่สุด 
5. ความเหมาะสมของการบริหารจัดการสารสนเทศตามพระราชบัญญัติการ
คุ้มครองข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ 

4.73 0.46 มากที่สุด 

6. ความเหมาะสมของเทคโนโลยี 4.63 0.50 มากที่สุด 
7. ความเหมาะสมของด้านบุคลากร 4.50 0.53 มากที่สุด 
8. ความเหมาะสมของตัวชี้วัดความสำเร็จ 4.58 0.52 มากที่สุด 

โดยรวม 4.57 0.50 มากที่สุด 
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 จากตารางที ่ 1 ความเหมาะสมขององค์ประกอบของรูปแบบการบริหารจัดการสารสนเทศตาม
พระราชบัญญัติการคุ้มครอง ข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ โดยรวมอยู่ในระดับมากที่สุด ( x̅=4.57, 
SD.=0.50) เรียงลำดับค่าเฉลี่ยจากมากไปน้อย คือ ความเหมาะสมของด้านนโยบาย ความเหมาะสมของการบริหาร
จัดการสารสนเทศตามพระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ ความเหมาะสม
ของเทคโนโลยี ความเหมาะสมขององค์ประกอบของรูปแบบ ความเหมาะสมของตัวช้ีวัดความสำเร็จ ความเหมาะสม
ของหลักการปละแนวคิด ความเหมาะสมของด้านบุคลากร และความเหมาะสมของด้านบริบทความต้องการ 
 
ตารางที่ 2  ความคิดเห็นท่ีมีต่อรูปแบบการบริหารจัดการ 
 

รายการ x̅ SD. ระดับความคิดเห็น 
1. ความเหมาะสมของกระบวนการดำเนินงาน 
    1.1 ด้านกระบวนการ 4.75 0.46 มากที่สุด 
    1.2 ด้านปัจจัยนำเข้า 4.75 0.46 มากที่สุด 
    1.3 ด้านผลลัพธ์ 4.75 0.46 มากที่สุด 

เฉลี่ย 4.75 0.46 มากที่สุด 
2. ความเหมาะสมของกระบวนการดำเนินงาน PAOR 
    2.1 ขั้น P (Planning) 4.88 0.35 มากที่สุด 
    2.2 ขั้น A (Act) 4.88 0.35 มากที่สุด 
    2.3 ขั้น O (Observe) 4.88 0.35 มากที่สุด 
    2.4 ขั้น R (Reflection) 4.88 0.35 มากที่สุด 

เฉลี่ย 4.88 0.35 มากที่สุด 
3. ความเหมาะสมของบทบาทผู้เกีย่วขอ้ง 
    3.1 ผู้บริหาร 4.63 0.52 มากที่สุด 
    3.2 คณะกรรมการดำเนินงาน 4.75 0.46 มากที่สุด 
    3.3 บุคลากรระดับหน่วยงาน 4.88 0.35 มากที่สุด 
    3.4 นักศึกษา 4.50 0.76 มากที่สุด 

เฉลี่ย 4.69 0.52 มากที่สุด 
โดยรวม 4.77 0.45 มากที่สุด 

 
 จากตารางที่ 2  ความคิดเห็นที่มีต่อรูปแบบการบริหารจัดการ โดยรวมอยู่ในระดับมากที่สุด ( x̅=4.77, 
SD.=0.45) เรียงลำดับค่าเฉลี่ยจากมากไปน้อย คือ ความเหมาะสมของกระบวนการดำเนินงาน PAOR ความ
เหมาะสมของกระบวนการดำเนินงาน และความเหมาะสมของบทบาทผู้เกี่ยวข้อง 
 
ตารางที่ 3  ความคิดเห็นท่ีมีต่อกระบวนการประยุกต์ใช้เทคโนโลยี 
 

รายการ x̅ SD. ระดับความคิดเห็น 
1. ความเหมาะสมของกระบวนการดำเนินงาน 
   1.1 ด้านกระบวนการ 4.63 0.52 มากที่สุด 
   1.2 ด้านกิจกรรมการดำเนินงาน 4.63 0.52 มากที่สุด 
   1.3 ด้านรายละเอียดกิจกรรม 4.63 0.52 มากที่สุด 
   1.4 ด้านผู้มีส่วนร่วม/ดำเนินงาน 4.38 0.52 มาก 
   1.5 ด้านการประยุกต์ใช้เทคโนโลยีสารสนเทศ 4.38 0.52 มาก 

เฉลี่ย  4.53 0.52 มากที่สุด 
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ตารางที่ 3  ความคิดเห็นท่ีมีต่อกระบวนการประยุกต์ใช้เทคโนโลยี (ต่อ) 
 

รายการ x̅ SD. ระดับความคิดเห็น 
2. ความเหมาะสมของกระบวนการดำเนินงาน PAOR    
    2.1 ขั้น P (Planning) 4.88 0.35 มากที่สุด 
    2.2 ขั้น A (Act) 4.88 0.35 มากที่สุด 
    2.3 ขั้น O (Observe) 4.75 0.46 มากที่สุด 
    2.4 ขั้น R (Reflection) 4.88 0.35 มากที่สุด 

เฉลี่ย 4.84 0.38 มากที่สุด 
3. ความเหมาะสมของการประยุกต์ใช้เทคโนโลยีสารสนเทศ 
     3.1 ด้านการบริหารจัดการ 4.63 0.52 มากที่สุด 
     3.2 ด้านการสื่อสาร 4.75 0.46 มากที่สุด 

เฉลี่ย 4.69 0.49 มากที่สุด 
โดยรวม 4.69 0.46 มากที่สุด 

 
 จากตารางที่ 3  ความคิดเห็นที่มีต่อกระบวนการประยุกต์ใช้เทคโนโลยี โดยรวมอยู่ในระดับมากที่สุด 
(x̅=4.69, SD.=0.46) เรียงลำดับค่าเฉลี่ยจากมากไปน้อย คือ ความเหมาะสมของกระบวนการดำเนินงาน PAOR 
ความเหมาะสมของการประยุกต์ใช้เทคโนโลยีสารสนเทศ และความเหมาะสมของกระบวนการดำเนินงาน 
 
3. ผลการพัฒนาคู่มือการบริหารจัดการสารสนเทศตามพระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล สำหรับ
มหาวิทยาลัยราชภัฏ 
 3.1 ผลการพัฒนาคู่มือการบริหารจัดการสารสนเทศตามพระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล 
  ผู้วิจัยดำเนินการออกแบบและพัฒนาคู่มือการบริหารจัดการสารสนเทศตามพระราชบัญญัติการ
คุ้มครองข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ จากผลการสังเคราะห์รูปแบบการบริหารจัดการสารสนเทศ
ตามพระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ และหลักการ แนวคิ ด ทฤษฎีที่
เกี่ยวข้องกับการพัฒนาคู่มือดำเนินการ ดังนี้ 
 

     
 
ภาพที่ 3 คู่มือการบริหารจดัการสารสนเทศตามพระราชบญัญัติการคุ้มครองข้อมูลส่วนบุคคล ระดับมหาวิทยาลัย 
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ภาพที่ 4 คู่มือการบริหารจดัการสารสนเทศตามพระราชบญัญัติการคุ้มครองข้อมูลส่วนบุคคล ระดับหน่วยงาน 
 
 จากภาพที่ 3-4 คู่มือการบริหารจัดการสารสนเทศตามพระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล 
สำหรับมหาวิทยาลัยราชภัฏ มีจำนวน 2 เล่ม ได้แก่ คู่มือระดับมหาวิทยาลัย และคู่มือระดับหน่วยงาน ประกอบด้วย 
หน่วยที่ 1 รูปแบบการดำเนินงาน หน่วยที่ 2 การวางแผนการดำเนินงาน หน่วยที่ 3 การลงมือปฏิบัติตามแผนการ
ดำเนินงาน หน่วยที่ 4 การตรวจสอบผลการดำเนินงานตามกรอบ หน่วยที่ 5 การสะท้อนผลและปรับปรุงการ
ดำเนินงานตามกรอบ 
 3.2 ผลการสอบถามความคิดเห็นที ่มีต่อความเหมาะสมของคู่มือการบริหารจัดการสารสนเทศตาม
พระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ 
  ผู้วิจัยดำเนินการนำเสนอคู่มือคู่มือการบริหารจัดการสารสนเทศตามพระราชบัญญัติการคุ้มครอง
ข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ ต่อผู้เชี่ยวชาญ เพื่อประเมินความเหมาะสมของคู่มือการบริหารจัดการ
สารสนเทศตามพระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ ต่อผู้เชี่ยวชาญ จำนวน 9 
คน ดังนี ้
 
ตารางที ่ 4 ความคิดเห็นที ่มีต่อความเหมาะสมของคู ่มือการบริหารจัดการสารสนเทศตามพระราชบัญญัติ  

    การคุ้มครองข้อมูลส่วนบุคคล 
 

รายการ x̅ SD. ระดับความคิดเห็น 
1. คู่มือของระบบการบริหารจัดการสารสนเทศตามพระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล สำหรับมหาวิทยาลยัราชภัฏ 
ประกอบดว้ย  
   1.1 คู ่ม ือการบริหารจ ัดการระบบการบริหารจัดการสารสนเทศตาม
พระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ 
ระดับมหาวิทยาลัย 

4.89 0.33 มากที่สุด 

   1.2 คู ่ม ือการบริหารจ ัดการระบบการบริหารจัดการสารสนเทศตาม
พระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ 
ระดับหน่วยงาน (คณะ/สำนัก/ศูนย์) 

4.78 0.44 มากที่สุด 

2. ความเหมาะสมของการนำเสนอเนื้อหาของคู่มือเป็นหมวดหมู่ 4.44 0.53 มาก 
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ตารางที่ 4  ความคิดเห็นท่ีมีต่อความเหมาะสมของคู่มือการบรหิารจัดการสารสนเทศตามพระราชบญัญัติ 
   การคุ้มครองข้อมูลส่วนบุคคล (ต่อ) 

 

รายการ x̅ SD. ระดับความคิดเห็น 
3. ความเหมาะสมของการนำเสนอเนื้อหาของคู่มือในส่วนของรูปแบบการ
ดำเนินงานตามกรอบพระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ.2562 

4.78 0.44 มากที่สุด 

4. ความเหมาะสมของการนำเสนอเนื้อหาของคู่มือในส่วนของการวางแผนการ
ดำเนินงาน 

4.56 0.53 มากที่สุด 

5. ความเหมาะสมของการนำเสนอเนื้อหาของคู่มือในส่วนของการลงมือปฏิบัติ
ตามแผนการดำเนินงาน 

4.67 0.50 มากที่สุด 

6. ความเหมาะสมของการนำเสนอเนื้อหาของคู่มือในส่วนของการตรวจสอบ
ผลการดำเนินงานตามกรอบ 

4.44 0.53 มาก 

7. ความเหมาะสมของการนำเสนอเนื้อหาของคู่มือในส่วนของการสะท้อนและ
การปรับปรุงผลการดำเนินงานตามกรอบ 

4.44 0.53 มาก 

8. ความเหมาะสมของภาคผนวกที่สามารถแสดงเอกสารได้ชัดเจน 4.56 0.53 มากที่สุด 
9. ความเหมาะสมด้านการนำไปใช ้ 4.78 0.44 มากที่สุด 

โดยรวม 4.63 0.48 มากที่สุด 

 
 จากตารางที่ 4 ความคิดเห็นของผู้เชี่ยวชาญที่มีต่อความเหมาะสมของคู่มือการบริหารจัดการสารสนเทศ
ตามพระราชบัญญัติการคุ ้มครองข้อมูลส่วนบุคคล มหาวิทยาลัยราชภัฏ โดยรวมอยู ่ในระดับมากที ่สุด  
(x̅=4.63, SD.=0.48) 
 

อภิปรายผลการวิจัย 
 

1. องค์ประกอบของรูปแบบการบริหารจัดการสารสนเทศตามพระราชบัญญัติการคุ้มครองข้อมูลส่วน
บุคคล สำหรับมหาวิทยาลัยราชภัฏ มีองค์ประกอบ 7 ส่วน ประกอบด้วย 1) ด้านนโยบาย 2) ด้านบริบทความ
ต้องการ 3) ด้านหลักการและทฤษฎี 4) ด้านการบริหารจัดการสารสนเทศตามพระราชบัญญัติการคุ้มครองข้อมูล
ส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ 5) ด้านเทคโนโลยี 6) ด้านบุคลากร และ 7) ด้านตัวชี้วัดความสำเร็จ เหตุที่
ทั้งนี้เนื่องมาจาก ผู้วิจัยได้ดำเนินการศึกษาเอกสาร งานวิจัยท่ีเกี่ยวข้อง พระราชบัญญัติการคุ้มครองข้อมูลส่วนบคุคล 
บร ิบทมหาวิทยาล ัยราชภัฏ และการศึกษาองค์ประกอบของร ูปแบบการบริหารจัดการสารสนเทศตาม
พระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ อีกท้ังยังได้รับคำแนะนำจากผู้ทรงคุณวุฒิ 
และผู้เชี่ยวชาญที่มีความรู้ ความสามารถในการบริหารจัดการสารสนเทศ พระราชบัญญัติการคุ้มครองข้อมูลส่วน
บุคคล และบริบทของมหาวิทยาลัยราชภัฏมหาสารคาม ซึ่งสอดคล้องกับงานวิจัยของ อรรถพล ป้อมสถิตย์ [9]  
ได้วิจัยเรื ่อง แนวทางการบริหารจัดการระบบสารสนเทศเพื่อการคุ้มครองข้อมูลส่วนบุคคลของหน่วยงานรัฐ 
ผลการวิจัยพบว่า หน่วยงานของรัฐที่มีหน้าที่กำกับดูแลการให้บริการต่าง ๆ ผ่านระบบสารสนเทศต้องมีการกำหนด
แนวทางและระเบียบในการจัดระบบ การสำรวจ การจัดเก็บ การประมวล การใช้ประโยชน์ การพัฒนาระบบขอ้มูล
สารสนเทศ บริการสื่อสารของหน่วยงานในสังกัดและเป็นศูนย์ข้อมูลสารสนเทศเพื่อการบริหาร อีกทั้งในการบริหาร
จัดการระบบสารสนเทศเพื่อการคุ้มครองข้อมูลส่วนบุคคลของหน่วยงานรัฐเป็นการดำเนินการทั้งในส่วนนโนบาย 
และการดำเนินการจัดการด้านสารสนเทศ ที่จะต้องให้ความสำคัญในการรักษาความปลอดภัยข้อมูลด้วยการเข้ารหัส
ข้อมูล และเพิ ่มกระบวนการรักษาความปลอดภัยในการให้บริการสารสนเทศผ่านเว็บไซต์ หรือแอพลิเคชัน  
แต่เนื่องจากการคุ้มครองข้อมูลส่วนบุคคลของผู้รับบริการเป็นภารกิจใหม่และมีมาตรฐานที่ซับซ้อนท่ีไม่เคยปฏิบัติมา
ก่อนและมาตรการดังกล่าวส่งผลกระทบกว้างขวางต่อผู้ให้บริการและผู้รับบริการดังนั้นจึงมีความจำเป็นที่ต้อง



วารสารวิชาการ “การจัดการเทคโนโลยี มหาวิทยาลัยราชภัฏมหาสารคาม”  
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ประเมินสถานการณ์และแนวการดำเนินงานท่ีหน่วยงานของรัฐปฏิบัติอยู่แล้วและหามาตรการที่เหมาะสมสอดคล้อง
ตามกฎหมายใหม่ที่จะประกาศใช้กับหน่วยงานทั่วประเทศตามลำดับ 

2. ความเหมาะสมของรูปแบบการบริหารจัดการสารสนเทศตามพระราชบัญญัติการคุ้มครอง ข้อมูลส่วน
บุคคล สำหรับมหาวิทยาลัยราชภัฏ อยู่ในระดับมากที่สุด (x̅=4.57, SD.=0.50) เรียงลำดับค่าเฉลี่ยจากมากไปน้อย 
คือ ความเหมาะสมของด้านนโยบาย ความเหมาะสมของการบริหารจัดการสารสนเทศตามพระราชบัญญัติการ
คุ ้มครองข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ ความเหมาะสมของเทคโนโลยี ความเหมาะสมของ
องค์ประกอบของรูปแบบ ความเหมาะสมของตัวชี ้ว ัดความสำเร็จ ความเหมาะสมของหลักการปละแนวคิด  
ความเหมาะสมของด้านบุคลากร และความเหมาะสมของด้านบริบทความต้องการ ทั้งนี้เนื่องมาจาก กิจกรรมการ
ดำเนินการผู้วิจัยได้นำหลักการ แนวคิด กระบวนการ PAOR มาใช้แบบมีส่วนร่วมของผู้ที่เกี่ยวข้องทุกภาคส่วน  
อีกทั้งยังได้รับคำแนะนำ และข้อเสนอแนะจากผู้ทรงคุณวุฒิ ที่เป็นผู้บริหารระดับสูงหรือผู้แทนของมหาวิทยาลัยราชภัฏ 
ที่ผ่านการจัดทำพระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล ผู้บริหารระดับสูงหรือผู้แทนบริษัทเอกชน ที่ผ่านการ
จัดทำพระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล นักวิชาการหรือเป็นที่ปรึกษาทางด้านพระราชบัญญัติการ
คุ้มครองข้อมูลส่วนบุคคล และผู้เชี่ยวชาญ ประกอบกับรูปแบบมีขั้นตอนท่ีชัดเจน เข้าใจง่าย 

3. คู ่ม ือการบริหารจัดการสารสนเทศตามพระราชบัญญัติการคุ ้มครองข้อมูลส่วนบุคคล สำหรับ
มหาวิทยาลัยราชภัฏ มีจำนวน 2 เล่ม ได้แก่ คู ่มือระดับมหาวิทยาลัย และคู่มือระดับหน่วยงาน ประกอบด้วย  
หน่วยที่ 1 รูปแบบการดำเนินงาน หน่วยที่ 2 การวางแผนการดำเนินงาน หน่วยที่ 3 การลงมือปฏิบัติตามแผนการ
ดำเนินงาน หน่วยที่ 4 การตรวจสอบผลการดำเนินงานตามกรอบ หน่วยที่ 5 การสะท้อนผลและปรับปรุงการ
ดำเนินงานตามกรอบ ความคิดเห็นของผู้เชี่ยวชาญที่มีต่อความเหมาะสมของคู่มือการบริหารจัดการสารสนเทศตาม
พระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล มหาวิทยาลัยราชภัฏ โดยรวมอยู่ในระดับมากที่สุด ( x̅=4.63, 
SD.=0.48) ทั้งนี้เนื่องมาจาก ผู้วิจัยได้ดำเนินการศึกษาเอกสาร งานวิจัยท่ีเกี่ยวข้อง การออกแบบและพัฒนาคู่มือการ
บริหารจัดการ พระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคลองค์ประกอบของรูปแบบการบริหารจัดการสารสนเทศ
ตามพระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล สำหรับมหาวิทยาลัยราชภัฏ และกิจกรรมดำเนินการ อีกทั้งยัง
ได้รับคำแนะนำจากผู้ทรงคุณวุฒิ และผู้เชี ่ยวชาญที่มีความรู้ ความสามารถในการบริหารจัดการสารสนเทศ 
พระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคล และบริบทของมหาวิทยาลัยราชภัฏมหาสารคาม ซึ่งสอดคล้องกับ
งานวิจัยของ พงษ์มนสั ดีอด [10] ได้วิจัยเรื่อง รูปแบบที่เหมาะสมการแบ่งปันข้อมูลส่วนบุคคลเพื่อการบรหิารภาครฐั
ภายใต้กรอบพระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล ผลการวิจัยพบว่า วิธีการโอนข้อมูลส่วนบุคคลออกเป็น 2 
ลักษณะ คือ1) มาตรการคุ้มครองข้อมูลส่วนบุคคลภายในประเทศ 2) มาตรการแบ่งปันข้อมูลส่วนบุคคลให้กับ
ต่างประเทศ และสำหรับกลุ่มสหภาพยุโรปได้แบ่งรูปแบบการแบ่งปันข้อมูลส่วนบุคคลออกเป็น 2 กรณีกล่าวคือ  
1)การแบ่งปันข้อมูลส่วนบุคคลกับบุคคลหรือหน่วยงานที่สามเพื่อใช้ในวัตถุประสงค์ร่วมกันภายในสหภาพยุโรป  
2) การแบ่งปันท่ีเกี่ยวข้องกับการถ่ายโอนข้อมูลส่วนบุคคลสหภาพยุโรปหรือองค์การระหว่างประเทศ ซึ่งรูปแบบการ
คุ้มครองข้อมูลส่วนบุคคลดังนี้ประเทศไทยนํารูปแบบการคุ้มครองสำหรับแบ่งปันข้อมูลส่วนบุคคลมาพิจารณา
ประกอบร่วมด้วย 

 
ข้อเสนอแนะการวิจัย 

 

 รูปแบบการบริหารจัดการสารสนเทศตามพระราชบัญญัติการคุ ้มครอง ข้อมูลส่วนบุคคล สำหรับ
มหาวิทยาลัยราชภัฏ เป็นการศึกษาและวิเคราะห์จากบริบทของมหาวิทยาลัยราชภัฏ การนำผลการวิจไปใช้ควร
ศึกษาและวิเคราะห์จากบริบทของสถาบันนั้นๆ เพื่อให้เกิดประโยชน์สูงสุดในการนำไปใช้ 
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