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บทคัดย่อ 

 

            การวิจัยครั้งนี้มีวัตถุประสงค์เพื่อ 1) ศึกษาปัญหาและความต้องการในการพัฒนาระบบจองห้องประชุม
ออนไลน์โรงเรียนโยธินบ ารุง 2) ออกแบบและพัฒนาระบบที่มีประสิทธิภาพและใช้งานง่าย และ 3) ประเมิน
ประสิทธิภาพ ความพึงพอใจ พฤติกรรมการเข้าใช้งานระบบ และความปลอดภัยของระบบ กลุ่มตัวอย่างคัดเลือก
แบบเจาะจงจากบุคลากรโรงเรียนโยธินบ ารุงที่เกี่ยวข้องกับการใช้งานและการประเมินระบบ ประกอบด้วย
ผู้เชี่ยวชาญด้านระบบสารสนเทศในสถานศึกษา จ านวน 5 คน เพื่อประเมินประสิทธิภาพของระบบ และผู้ใช้งาน
ระบบ จ านวน 20 คน เพื่อประเมินความพึงพอใจระบบ รวมทั้งหมดจ านวน 25 คน เครื่องมือที่ใช้ในการวิจัย ได้แก่ 
แบบสอบถามการประเมินประสิทธิภาพและความพึงพอใจของระบบ โปรแกรม Google Analytics ส าหรับ
วิเคราะห์พฤติกรรมการเข้าใช้งานระบบ และโปรแกรม OWASP ZAP ส าหรับประเมินความปลอดภัยของระบบ 
สถิติที่ใช้ในการวิจัย ได้แก่ ค่าเฉลี่ย (x̅) และส่วนเบี่ยงเบนมาตรฐาน (SD.)  
  ผลการวิจัย พบว่า 1) ระบบเดิมมีปัญหาการจองซ้ าซ้อนและการตรวจสอบสถานะที่ล่าช้า ผู้ใช้งานต้องการ
ระบบที่รองรับการใช้งานผ่านหลายอุปกรณ์ แสดงข้อมูลแบบเรียลไทม์ และป้องกันการจองซ้ าซ้อน 2) ระบบต้นแบบ 
ที่พัฒนาขึ้นมีการก าหนดสิทธิ์การเข้าถึง 3 ระดับ คือ ผู้ดูแลระบบ สมาชิก และบุคคลทั่วไป และ 3) ผลการประเมิน
ประสิทธิภาพและความพึงพอใจของผู้ใช้งานระบบอยู่ในระดับสูง พฤติกรรมการใช้งานต่อเนื่องเฉล่ีย 22 คนต่อเดือน 
และการประเมินความปลอดภัยของระบบพบช่องโหว่ในระดับต่ า ดังนั้นระบบต้นแบบที่พัฒนาขึ้นมีความเหมาะสม
ส าหรับการน าไปใช้งานจริง อีกท้ังยังสามารถประยุกต์เป็นต้นแบบส าหรับการพัฒนาระบบสารสนเทศในสถานศึกษา
อื่นได้อย่างมีประสิทธิภาพและปลอดภัย 
 
ค าส าคัญ : ระบบจองห้องประชุมออนไลน์, เว็บแอปพลิเคชัน, ความปลอดภัยของระบบสารสนเทศ, 
    Google Analytics, OWASP ZAP  
 

ABSTRACT 
 

  This research aimed to 1) examine the problems and requirements for developing an 
online meeting room reservation system at Yothinbamrung School; 2) design and develop an 
efficient and user-friendly reservation system; and 3) evaluate the system in terms of efficiency, 
user satisfaction, usage behavior, and security. The sample group was purposively selected from 
school personnel involved in using and evaluating the system. It comprised five information system 
experts, who assessed the system’s efficiency, and twenty system users, who evaluated user 
satisfaction, totaling 25 participants. The research instruments included questionnaires for 
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evaluating system efficiency and user satisfaction, Google Analytics for analyzing user behavior, and 
OWASP ZAP for assessing system security. Data were analyzed using descriptive statistics, namely 
mean (x̅) and standard deviation (SD). 
 The research findings revealed that 1) the existing system faced problems such as duplicate 
reservations and delayed status verification. Users expressed a need for a system that supports 
access across multiple devices, provides real-time information, and prevents duplicate bookings. 
2) The developed prototype system implemented three levels of access rights, namely 
administrator, member, and guest and 3) The evaluations of system efficiency and user satisfaction 
were at a high level, with the system showing an average of 22 active users per month. The security 
assessment indicated only low-severity vulnerabilities. Therefore, the developed prototype system 
is suitable for real-world implementation and can serve as a model for designing efficient and 
secure information systems in other educational institutions. 
 

Keywords : Online Meeting Room Reservation System, Web Application,  Information System security,  
     Google Analytics, OWASP ZAP  

 
บทน า 

 

  เทคโนโลยีสารสนเทศ ( Information Technology : IT) [1] ได้กลายเป็นปัจจัยส าคัญที่ขับเคลื่อน 
การเปลี่ยนแปลงขององค์กรในยุคดิจิทัล โดยช่วยเพิ่มประสิทธิภาพการด าเนินงาน ลดต้นทุน และส่งเสริมการ
ตัดสินใจที่ใช้ข้อมูล บทบาทหลักของ IT [2] รวมถึงการรวบรวม จัดเก็บ ประมวลผล และส่งต่อข้อมูลให้สามารถ 
ใช้งานได้อย่างรวดเร็วและปลอดภัย ในองค์กรที่ต้องการรักษาความสามารถในการแข่งขัน ระบบเว็บแอปพลิเคชัน [3] 
ได้รับการน ามาใช้เป็นเครื่องมือส าคัญ เนื่องจากสามารถท างานบนเว็บเบราว์เซอร์ ไม่จ าเป็นต้องติดตั้งซอฟต์แวร์
ภายในเครื่องผู้ใช้งาน และรองรับการประมวลผลแบบ การใช้งานเว็บแอปพลิเคชันในองค์กรยังเอื้อให้สามารถ
โต้ตอบกับผู้ใช้ อัปเดตข้อมูลทันที และเชื่อมโยงระบบต่าง ๆ เข้าด้วยกัน ระบบที่สนับสนุนการท างานร่วมกัน  
และการจัดการแบบออนไลน์จึงเป็นแกนกลางของการบริหารจัดการยุคใหม่ ซึ่ งช่วยให้องค์กรสามารถ 
ปรับตัวได้เร็วขึ้นต่อการเปลี่ยนแปลงและความต้องการของสภาพแวดล้อมภายนอก ด้วยเหตุนี้ การศึกษาและ 
พัฒนาเว็บแอปพลิเคชันที่รองรับการประมวลผลแบบเรียลไทม์และการโต้ตอบกับผู้ใช้งานจึงเป็นเรื่องจ าเป็นส าหรับ
องค์กรที่มุ่งสู่การด าเนินงานที่มีประสิทธิผลและทันสมัย 
  การประชุม (Meeting) [4] เป็นกิจกรรมหลักในองค์กรที่ใช้ส าหรับการแลกเปลี่ยนข้อมูล ตัดสินใจ  
และประสานงานระหว่างสมาชิกทีม ตลอดจนสร้างความเข้าใจร่วมในแผนงานและเป้าหมายขององค์กร งานวิจัย [5]  
พบว่า พฤติกรรมในที่ประชุมและการจัดการการประชุมส่งผลโดยตรงต่อประสิทธิผล อารมณ์ และการมีส่วนร่วมของ
พนักงาน อย่างไรก็ตาม การประชุมมักถูกวิจารณ์ว่าใช้เวลามากเกินไปและไม่เกิดประโยชน์เต็มที่ โดย McKinsey [6] 
รายงานว่าร้อยละ 61 ของผู้บริหารเชื่อว่าส่วนใหญ่ของเวลาการประชุมไม่ก่อให้เกิดผลส าเร็จ เพื่อให้การประชุม  
มีประสิทธิภาพ จ าเป็นต้องมีการวางแผนล่วงหน้า ก าหนดวัตถุประสงค์ที่ชัดเจน และจัดการกระบวนการระหว่างการ
ประชุมอย่างเหมาะสม [7]  
  โรงเรียนโยธินบ ารุง สังกัดส านักงานเขตพื้นที่การศึกษามัธยมศึกษานครศรีธรรมราช เป็นสถานศึกษาที่มี
การจัดกิจกรรมหลากหลาย ทั้งด้านการเรียนการสอน การอบรมบุคลากร การประชุมคณะกรรมการ และ 
การสัมมนาทางวิชาการ ซึ่งต้องพึ่งพาการใช้ห้องประชุมเป็นพื้นที่หลักในการด าเนินงาน แม้ว่าการประยุกต์ใช้
เทคโนโลยีสารสนเทศและระบบเว็บแอปพลิเคชันจะได้รับความสนใจอย่างแพร่หลายในองค์กรยุคดิจิทัล เพื่อเพิ่ม
ประสิทธิภาพและความคล่องตัวในการบริหารจัดการ แต่ในบริบทของสถานศึกษา โดยเฉพาะโรงเรียนโยธินบ ารุง  
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ยังขาดการพัฒนาระบบจองห้องประชุมออนไลน์ที่สอดคล้องกับลักษณะงานและความต้องการของผู้ใช้งานจริง 
ระบบที่ใช้อยู่ในปัจจุบันยังเป็นแบบเอกสาร ท าให้เกิดความซ้ าซ้อน ความล่าช้า และข้อผิดพลาดในการจัดสรรเวลา 
ดังนั้น งานวิจัยนี้จึงมุ่งเติมเต็มช่องว่างดังกล่าว โดยออกแบบและพัฒนาระบบจองห้องประชุมออนไลน์ที่มี
ประสิทธิภาพ รองรับการท างานแบบเรียลไทม์ สามารถจัดการสิทธิ์การใช้งานได้อย่างเหมาะสม มีความปลอดภัย
ตามมาตรฐาน OWASP [8] และผ่านการประเมินโดยผู้เชี่ยวชาญและผู้ใช้งานจริง เพื่อให้ได้ระบบต้นแบบที่
ตอบสนองต่อบริบทของสถานศึกษา และสามารถประยุกต์ใช้ในการพัฒนาระบบสารสนเทศขององค์กรการศึกษาอื่น
ได้อย่างมีประสิทธิภาพและย่ังยืน  
   
1. วัตถุประสงค์การวิจัย  
  1.1 เพื่อศึกษาปัญหาและความต้องการในการพัฒนาระบบจองห้องประชุมออนไลน์ โรงเรียน  
โยธินบ ารุง   

  1.2  เพื่อออกแบบและพัฒนาระบบที่มีประสิทธิภาพและใช้งานง่าย     
  1.3  เพื่อประเมินประสิทธิภาพ ความพึงพอใจ พฤติกรรมการเข้าใช้งานระบบ และความปลอดภัย 
ของระบบ  
 
2. เอกสารและงานวิจัยที่เกี่ยวข้อง  
  2.1 วงจรการพัฒนาระบบ (System Development Life Cycle: SDLC) [9]  เป็นกรอบแนวคิด 
เชิงโครงสร้างที่ใช้เป็นแนวทางในการออกแบบ พัฒนา และบ ารุงรักษาระบบซอฟต์แวร์ให้มีคุณภาพและความ
น่าเชื่อถือ โดยนักพัฒนาและผู้เชี่ยวชาญด้านเทคโนโลยีสารสนเทศใช้ SDLC เพื่อบริหารจัดการโครงการอย่างเป็น
ระบบ ลดความเสี่ยง ควบคุมต้นทุน และให้ผลลัพธ์เป็นไปตามเป้าหมายและระยะเวลาที่ก าหนด กระบวนการพัฒนา
ระบบตาม SDLC ในงานวิจัยนี้ประกอบด้วย 5 ขั้นตอน ซึ่งได้อธิบายรายละเอียดของแต่ละขั้นตอนในส่วนของ 
ขั้นตอนการด าเนินการวิจัยอย่างเป็นล าดับ    
  2.2 งานวิจัยทีเ่ก่ียวข้องกับระบบจองห้องประชุมออนไลน์  
       2.2.1 การเก็บข้อมูลการใช้งานระบบจากผู้ใช้งานจริง ผ่านแบบสอบถามและการประเมินความ 
พึงพอใจต่อประสิทธิภาพของระบบ เพื่อสะท้อนปัญหาและความต้องการเชิงประสบการณ์ของผู้ใช้ระบบ เช่น 
งานวิจัยของประชุม พันออด [10] และงานวิจัยของยาใจ เลิศวิริยะประภา [11] ที่ชี้ให้เห็นว่าการออกแบบระบบ 
ควรมุ่งเน้นความสะดวก ความถูกต้อง และรองรับการใช้งานได้หลายอุปกรณ์ ท้ังนี้ แบบสอบถามไม่ได้ท าหน้าที่  
เพียงวัดระดับความพึงพอใจเท่านั้น แต่ยังเป็นเครื่องมือส าคัญในการประเมินประสิทธิภาพของระบบ  ในด้าน 
ความถูกต้องของการท างาน ความรวดเร็วในการตอบสนอง และความสามารถในการใช้งานจริง ซึ่งสะท้อนถึง
คุณภาพของระบบจากมุมมองของผู้ใช้ระบบโดยตรง งานวิจัยดังกล่าวสอดคล้องกับวัตถุประสงค์ของงานวิจัยนี้ 
ที่มุ่งพัฒนาระบบให้มีทั้งความง่ายต่อการใช้งานและมีประสิทธิภาพสูงสุดในการปฏิบัติงานจริงในโรงเรียนโยธินบ ารุง 
การเลือกใช้แบบสอบถามเพื่อประเมินความพึงพอใจควบคู่กับประสิทธิภาพของระบบ จึงเป็นการต่อยอดจากแนวคิด
ของงานวิจัยก่อนหน้า โดยเพิ่มความละเอียดในการประเมินระบบให้ครอบคลุมทั้งด้านประสบการณ์ผู้ใช้ ระบบ  
และด้านการท างานของระบบ อันน าไปสู่การวิเคราะห์เชิงลึกเพื่อปรับปรุงและยกระดับคุณภาพระบบให้ตอบสนอง
ต่อความต้องการของผู้ใช้งานได้อย่างแท้จริง 
       2.2.2 งานวิจัยหลายชิ้นได้ประยุกต์ใช้เครื่องมือ Google Analytics เพื่อวิเคราะห์พฤติกรรมของ
ผู้ใช้งานระบบสารสนเทศในหลากหลายบริบท เช่น งานวิจัยของ Qin et al. [12] งานวิจัยของ Chen et al. [13] 
งานวิจัยของ Omidvar et al. [14] งานวิจัยของ Shaheen [15] และ งานวิจัยของ Yousfi et al. [16] ซึ่งใช้ 
Google Analytics เพื่อศึกษารูปแบบการเข้าถึงเว็บไซต์ การตรวจจับพฤติกรรมผิดปกติ การระบุช่วงเวลาที่มีการ 
ใช้งานสูงสุด ตลอดจนการปรับปรุงประสิทธิภาพและคุณภาพของระบบให้เหมาะสมกับผู้ใช้ ข้อมูลที่ได้จากเครื่องมือ
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นี้ถือเป็นข้อมูลเชิงลึกที่ไม่สามารถรวบรวมได้จากแบบสอบถามเพียงอย่างเดียว เพราะสะท้อนพฤติกรรมการใช้  
งานจริงในเชิงเวลา อุปกรณ์ และรูปแบบการเข้าถึงระบบ ในงานวิจัยนี้ ได้น า Google Analytics มาประยุกต์ใช้ 
เพื่อวิเคราะห์พฤติกรรมการเข้าใช้งานระบบจองห้องประชุมออนไลน์ของโรงเรียนโยธินบ ารุง  แบบเรียลไทม์  
โดยมุ่งศึกษาปริมาณการเข้าใช้งานระบบเฉลี่ยต่อเดือน ประเภทอุปกรณ์ที่ใช้ในการเข้าถึง เช่น สมาร์ทโฟนหรือ 
คอมพิวเตอร์โน้ตบุ๊ก รวมถึงแหล่งที่มาของการเข้าชมระบบ ข้อมูลดังกล่าวช่วยให้ผู้วิจัยสามารถท าความเข้าใจ
รูปแบบการใช้งานจริงของบุคลากรในโรงเรียนโยธินบ ารุง และใช้เป็นแนวทางในการปรับปรุงระบบให้เหมาะสมกับ
พฤติกรรมของผู้ใช้งานในแต่ละบริบท ดังนั้น การประยุกต์ใช้ Google Analytics ในการวิเคราะห์พฤติกรรม 
การเข้าใช้งานระบบจึงเป็นแนวทางที่เสริมความครบถ้วนให้กับการประเมินประสิทธิภาพของระบบสารสนเทศ  
โดยเพิ่มความแม่นย าและข้อมูลเชิงพฤติกรรมที่สามารถน าไปใช้วางแผนพัฒนาระบบให้ตอบสนองต่อความต้องการ
ของผู้ใช้ได้อย่างมีประสิทธิภาพ 
       2.2.3 การประเมินความปลอดภัยของระบบด้วย OWASP ZAP ด้านความปลอดภัยของระบบ
สารสนเทศถือเป็นปัจจัยส าคัญที่ส่งผลต่อความเชื่อมั่นของผู้ใช้งานและความน่าเชื่อถือของระบบ งานวิจัยหลายชิ้น
เสนอการใช้เครื่องมือ OWASP ZAP [17] เพื่อประเมินช่องโหว่ของระบบตามมาตรฐาน  OWASP Top 10 [8]  
ซึ่งเป็นแนวทางสากลในการตรวจจับช่องโหว่ที่พบบ่อยในเว็บแอปพลิเคชัน เช่น  Cross-Site Scripting (XSS),  
SQL Injection และ Security Misconfiguration เช่น งานวิจัยของ Kelebek [18] งานวิจัยของ Jakobsson [19] 
งานวิจัยของ Parente [20] งานวิจัยของ Putra [21] และ งานวิจัยของ Potti [22] ที่ยืนยันถึงประสิทธิภาพของ
เครื่องมือนี้ในการตรวจจับและจัดล าดับความรุนแรงของช่องโหว่ เพื่อใช้วางแผนปรับปรุงความปลอดภัยของระบบ
อย่างเป็นระบบ  ในงานวิจัยนี้ ได้ประยุกต์ใช้ OWASP ZAP เพื่อประเมินความปลอดภัยของระบบจองห้องประชุม
ออนไลน์ของโรงเรียนโยธินบ ารุง โดยด าเนินการสแกนช่องโหว่ผ่านกระบวนการ  Automated Scan และ  
Ajax Spider เพื่อตรวจสอบ URL การร้องขอข้อมูล และพฤติกรรมการตอบสนองของระบบ ทั้งนี้ได้จัดระดับ 
ความรุนแรงของช่องโหว่เป็น 3 ระดับ ได้แก่ ต่ า ปานกลาง และสูง ผลลัพธ์ที่ได้ช่วยให้ผู้วิจัยสามารถระบุจุดอ่อน 
ของระบบที่อาจเป็นความเสี่ยงต่อการโจมตี เช่น การป้อนข้อมูลที่ไม่ปลอดภัย และน าข้อมูลดังกล่าวไปใช้ปรับปรุง
ระบบให้มีความปลอดภัยตามมาตรฐานสากล ดังนั้น การน า OWASP ZAP มาใช้ในงานวิจัยนี้จึงเป็นแนวทางที่ช่วย
เสริมความมั่นคงปลอดภัยของระบบสารสนเทศในบริบทของสถานศึกษา โดยเฉพาะระบบที่เปิดให้เข้าถึง 
ผ่านเครือข่ายอินเทอร์เน็ต การประเมินด้วยเครื่องมือนี้ไม่เพียงช่วยลดความเสี่ยงด้านความปลอดภัยของข้อมูล
เท่านั้น แต่ยังช่วยยกระดับคุณภาพของระบบจากระดับการใช้งานทั่วไปไปสู่ระบบที่มีมาตรฐานด้านความปลอดภัย
เชิงองค์กร ได้อย่างมีประสิทธิภาพ  
  2.3  Web Application Security Model และมาตรฐาน OWASP Top 10 การพัฒนาเว็บแอปพลิเคชัน 
ที่มีความปลอดภัยเป็นประเด็นส าคัญในการบริหารจัดการระบบสารสนเทศขององค์กร เนื่องจากเว็บแอปพลิเคชัน
มักเป็นช่องทางหลักที่ผู้ใช้เข้าถึงข้อมูลและบริการขององค์กรผ่านเครือข่ายอินเทอร์เน็ต ซึ่งหากขาดการออกแบบ
ระบบความปลอดภัยที่ดี ย่อมเสี่ยงต่อการถูกโจมตี หรือการร่ัวไหลของข้อมูลส าคัญได้ Web Application Security 
Model จึงถูกน ามาใช้เป็นกรอบแนวคิดในการวางโครงสร้ างการป้องกัน โดยมุ่งเน้นให้ระบบมีคุณสมบัติด้าน 
Confidentiality (การรักษาความลับของข้อมูล) Integrity (ความถูกต้องและสมบูรณ์ของข้อมูล) และ Availability 
(ความพร้อมใช้งานของระบบ) รวมถึงการบริหารสิทธิ์ผู้ใช้งาน การเข้ารหัสข้อมูล และการตรวจสอบการเข้าถึงระบบ
อย่างต่อเนื่อง เพื่อให้การประเมินและพัฒนาความปลอดภัยของเว็บแอปพลิเคชันเป็นไปตามมาตรฐานระดับสากล 
องค์กร Open Worldwide Application Security Project (OWASP) ได้จัดท ากรอบมาตรฐาน OWASP Top 10 
[18] ซึ่งเป็นรายการช่องโหว่ด้านความปลอดภัยที่พบบ่อยที่สุดในเว็บแอปพลิเคชัน โดยมีการปรับปรุงอย่างต่อเนื่อง
ให้สอดคล้องกับภัยคุกคามทางไซเบอร์ในแต่ละยุค และในปี 2021 OWASP Top 10 ได้จัดล าดับความเส่ียงใหม่ เช่น 
1) Broken Access Control การควบคุมสิทธิ์เข้าถึงท่ีไม่เหมาะสม 2) Cryptographic Failures การจัดการข้อมูลที่
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เข้ารหัสอย่างไม่ปลอดภัย 3) Injection การแทรกโค้ดอันตรายเข้าสู่ระบบ 4) Insecure Design การออกแบบระบบ
ที่ไม่ค านึงถึงความปลอดภัยตั้งแต่ต้น และ 5) Security Misconfiguration การตั้งค่าระบบที่ไม่ถูกต้อง เป็นต้น 
  ส าหรับ OWASP Top 10 (2023) ซึ่งเป็นเวอร์ชันปรับปรุงล่าสุด ยังคงเน้นประเด็นส าคัญด้านการป้องกัน
ภัยคุกคามในยุคที่ ระบบมีความซับซ้อนมากขึ้น  โดยเพิ่มความส าคัญของประเด็นด้าน  Software and  
Data Integrity Failures, Server-Side Request Forgery และ  Vulnerable and Outdated Components  
เพื่อสะท้อนถึงแนวโน้มการโจมตีที่เกิดจากห่วงโซ่อุปทานซอฟต์แวร์และการใช้คอมโพเนนต์ที่ไม่ปลอดภัย ดังนั้น 
OWASP Top 10 (2021/2023) ถือ เป็นกรอบมาตรฐานในการพัฒนาและประ เมินความปลอดภัยของ 
เว็บแอปพลิเคชัน จึงช่วยให้การออกแบบระบบมีความรอบคอบ สามารถตรวจหาช่องโหว่ได้อย่างมีระบบ และ  
สร้างความมั่นใจว่าระบบที่พัฒนาขึ้นมีความปลอดภัยตามหลักสากล  
  งานวิจัยนี้เป็นการวิจัยเชิงพัฒนา (Research and Development: R&D) มีความโดดเด่นในเชิงบูรณาการ 
เนื่องจากได้น าแนวทางจากสามมิติหลักมารวมไว้ในงานเดียว ได้แก่ การประเมินความพึงพอใจของผู้ใช้ระบบ การ
วิเคราะห์พฤติกรรมการใช้งานระบบด้วย Google Analytics และการตรวจสอบความปลอดภัยด้วย OWASP ZAP 
ซึ่งครอบคลุมทั้งด้านประสิทธิภาพ การใช้งานจริง ความพึงพอใจ และความปลอดภัยของระบบ อันเป็นการพัฒนา
ระบบจองห้องประชุมออนไลน์ที่มีความสมบูรณ์และสามารถเป็นต้นแบบส าหรับสถานศึกษาอื่นได้อย่างมี
ประสิทธิภาพ  
 

วิธีด าเนินการวิจัย 
 

1. เครื่องมือการวิจัย 
1.1 แบบสอบถามการประเมินประสิทธิภาพและความพึงพอใจของระบบ ส าหรับตรวจสอบคุณภาพ 

การท างานและความพึงพอใจของผู้ใช้งานต่อระบบ 
1.2 โปรแกรม Google Analytics ส าหรับวิเคราะห์พฤติกรรมการเข้าใช้งานระบบ เช่น จ านวนผู้เข้า 

ใช้งาน ชนิดของอุปกรณแ์ละชนิดของเบราว์เซอรท์ี่เข้าใช้งาน รวมถึงความถี่ในการเข้าใช้งานของระบบ 
1.3 โปรแกรม OWASP ZAP ส าหรับประเมินความปลอดภัยของระบบ โดยตรวจหาช่องโหว่และ 

ระดับความเส่ียงตามมาตรฐาน OWASP  
 
2. กลุ่มเป้าหมาย  
            2.1 ประชากรในการศึกษาครั้งนี้ คือ บุคลากรของโรงเรียนโยธินบ ารุง จ านวน 25 คน เพื่อให้ได้ข้อมูล 
ที่ครอบคลุมและลึกซึ้งทั้งในด้านการบริหารจัดการระบบและด้านการใช้งานจริง  
           2.2 ผู้วิจัยได้คัดเลือกกลุ่มตัวอย่างแบบเฉพาะเจาะจงจากประชากรดังกล่าว โดยแบ่งออกเป็น 2 กลุ่มหลัก 
ได้แก่ กลุ่มที่ 1 ผู้เชี่ยวชาญด้านระบบสารสนเทศในสถานศึกษา จ านวน 5 คน ประกอบด้วย ผู้อ านวยการโรงเรียน  
รองผู้อ านวยการกลุ่มบริหารงานทั่วไป เจ้าหน้าที่ห้องประชุม เจ้าหน้าที่โสตทัศนูปกรณ์ และเจ้าหน้าที่เทคโนโลยี  
สารสนเทศ เพื่อประเมินประสิทธิภาพของระบบ และ กลุ่มที่ 2 ผู้ใช้งานระบบในการจัดกิจกรรมภายในสถานศึกษา 
จ านวน 20 คน ประกอบด้วย ผู้บริหาร คณะครู และนักเรียน ซึ่งเป็นผู้ใช้งานระบบจริง เพื่อประเมินความพึงพอใจ
และพฤติกรรมการใช้งานจริง  
 
3. ขั้นตอนการด าเนินการวิจัย   
  การด าเนินการวิจัยระบบจองห้องประชุมออนไลน์ของโรงเรียนโยธินบ ารุง อ้างอิงตามกรอบแนวคิด 
วงจรชีวิตการพัฒนาระบบ (System Development Life Cycle: SDLC) [8]  โดยแบ่งออกเป็น 5 ขั้นตอน 
ดังนี้   
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  ขั้นตอนที่ 1 การก าหนดปัญหา ในขั้นตอนแรก ผู้วิจัยได้ศึกษาปัญหาและความต้องการของระบบจองห้อง
ประชุมออนไลน์ที่มีอยู่เดิม โดยอาศัยการสัมภาษณ์ผู้ใช้งาน การสังเกตการณ์กระบวนการท างานจริง และการ
วิเคราะห์ระบบเอกสารเดิม ข้อมูลที่ได้ถูกจัดหมวดหมู่ตามระดับความส าคัญและความเร่งด่วน ก่อนน าไปวิเคราะห์
ด้วยแผนผังก้างปลา (Fishbone Diagram) เพื่อแสดงความสัมพันธ์ระหว่างสาเหตุและผลกระทบ กระบวนการนี้ช่วย
ให้ผู้วิจัยเข้าใจปัญหาที่แท้จริง และเป็นรากฐานในการก าหนดแนวทางพัฒนาระบบที่ตอบสนองความต้องการของ
ผู้ใช้ ซึ่งสอดคล้องกับวัตถุประสงค์ข้อ 1.1  

              ขั้นตอนที่ 2 การวิเคราะห์ระบบ จากปัญหาที่ระบุในขั้นตอนแรก ผู้วิจัยได้ด าเนินการวิเคราะห์ระบบเดิม
อย่างละเอียดเพื่อระบุข้อจ ากัดและความต้องการส าหรับระบบใหม่ โดยมุ่งเน้นการก าหนด  คุณสมบัติที่จ าเป็นของ
ระบบ รวมถึงการก าหนดสิทธิ์การเข้าถึง 3 ระดับ ได้แก่ ผู้ดูแลระบบ สมาชิก และบุคคลทั่วไป นอกจากนี้ ยังใช้ 
แผนภาพบริบท (Context Diagram) เพื่อแสดงความสัมพันธ์ระหว่างผู้ใช้งานและกระบวนการท างาน ซึ่งช่วยให้
ระบบใหม่ตอบสนองต่อความต้องการได้ตรงจุดและเพิ่มความน่าเชื่อถือ ซึ่งสอดคล้องกับวัตถุประสงค์ข้อ 1.1  
และ 1.2  
  ขั้นตอนที่ 3 การออกแบบระบบ หลังจากได้ข้อก าหนดที่ชัดเจนแล้ว ผู้วิจัยได้ออกแบบระบบอย่างเป็น
ขั้นตอน โดยเร่ิมจากการออกแบบฐานข้อมูลด้วย ER Model ครอบคลุมทั้งหมด 13 ตาราง เพื่อลดความซ้ าซ้อนและ
สะดวกต่อการบ ารุงรักษา พร้อมออกแบบ สถาปัตยกรรมระบบ ส่วนติดต่อผู้ใช้ โครงสร้างเครือข่าย และกลไก 
ความปลอดภัย เพื่อให้ระบบท างานได้อย่างมีประสิทธิภาพและน่าเช่ือถือ ซึ่งสอดคล้องกับวัตถุประสงค์ข้อ 1.2  
  ขั้นตอนที่ 4 การพัฒนาระบบ ผู้วิจัยได้พัฒนาระบบต้นแบบตามแบบที่ออกแบบไว้ โดยใช้  โปรแกรม 
Visual Studio Code และปฏิบัติตาม มาตรฐานการเขียนโปรแกรม (Coding Standard) พร้อมจัดท าเอกสาร
ประกอบเพื่อการบ ารุงรักษาในอนาคต ระหว่างการพัฒนามีการทดสอบและปรับแก้ข้อบกพร่องอย่างต่อเนื่อง เพื่อให้
ระบบมีความเสถียรและพร้อมใช้งานจริง ซึ่งสอดคล้องกับวัตถุประสงค์ข้อ 1.2  

  ขั้นตอนที่ 5 การทดสอบและการน าระบบไปใช้ไปใช้งาน เมื่อพัฒนาระบบเสร็จสมบูรณ์ ผู้วิจัยได้ติดตั้งและ
ทดสอบในสภาพแวดล้อมจริง โดยเตรียมความพร้อมด้านเซิร์ฟเวอร์  ฐานข้อมูล และมาตรการรักษา  
ความปลอดภัย พร้อมจัดท าคู่มือการใช้งานและทีมสนับสนุนทางเทคนิค เพื่อลดความเสี่ยงและส่งเสริมการใช้งาน
อย่างมีประสิทธิภาพ นอกจากนี้ ผู้วิจัยยังใช้  Google Analytics เพื่อตรวจสอบพฤติกรรมการใช้งานของผู้ใช้  
และ OWASP ZAP ในการทดสอบด้านความปลอดภัยของระบบ ท าให้มั่นใจได้ว่าระบบที่พัฒนาขึ้นมีประสิทธิภาพ
สูง ปลอดภัย และได้รับการยอมรับจากผู้ใช้งานทุกระดับ ซึ่งสอดคล้องกับวัตถุประสงค์ข้อ 1.3 
 
4. สถิติที่ใช้ในการวิจัย   
  การเก็บรวบรวมข้อมูลเพื่อประเมินคุณภาพของระบบ โดยผู้เชี่ยวชาญด้านระบบสารสนเทศในสถานศึกษา 
และประเมินความพึงพอใจของระบบ โดยผู้ใช้งานระบบ ได้ใช้แบบสอบถามแบบมาตราส่วนลิเคิร์ต 5 ระดับ (Likert 
Scale 5-point) ได้แก่ ค่าเฉลี่ย และส่วนเบี่ยงเบนมาตรฐาน โดยน าผลที่ได้เทียบกับเกณฑ์การประเมิน [23] ดังนี้  
       ค่าเฉลี่ยเท่ากับ 4.51 - 5.00  หมายความว่า ระดับมากที่สุด 
   ค่าเฉลี่ยเท่ากับ 3.51 - 4.50  หมายความว่า ระดับมาก 
   ค่าเฉลี่ยเท่ากับ 2.51 - 3.50  หมายความว่า ระดับปานกลาง  
   ค่าเฉลี่ยเท่ากับ 1.51 - 2.50  หมายความว่า ระดับน้อย    
   ค่าเฉลี่ยเท่ากับ 1.01 - 1.50  หมายความว่า ระดับน้อยที่สุด  
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ผลการวิจัย  
 

1. ผลการศึกษาปัญหาและความต้องการในการพัฒนาระบบจองห้องประชุมออนไลน์โรงเรียนโยธินบ ารุง  

  จากผลการศึกษาปัญหาและความต้องการ พบว่า สามารถก าหนดคุณลักษณะและฟังก์ชันการท างานของ
ระบบได้อย่างชัดเจนและตรงตามเป้าหมาย ส่งผลให้การพัฒนาระบบจองห้องประชุมออนไลน์สามารถตอบสนองต่อ
ปัญหาและความต้ อ งก าร ได้ อ ย่ า งครบถ้ วน  ระบบที่ พั ฒนาขึ้ น ช่ ว ยแก้ ไ ขปัญหาการจองซ้ า ซ้ อ น  
แสดงข้อมูลแบบเรียลไทม์ และลดระยะเวลาในกระบวนการจัดการ ท าให้ระบบมีความเสถียรและมีประสิทธิภาพสูง 
ผู้ใช้งานเกิดความมั่นใจและมีความพึงพอใจต่อการใช้งานระบบ โรงเรียนจึงสามารถน าระบบไปใช้ประโยชน์ได้อย่าง
เต็มศักยภาพ โครงสร้างและส่วนประกอบของหน้าหลักระบบ สามารถแสดงได้ ดังภาพที่ 1                                   
                    
 
 
 
 
 
 
     
   

    
        

           ภาพที่ 1  หน้าหลักของระบบ     
 

  จากภาพที่ 1 หน้าหลักของระบบ ประกอบด้วยองค์ประกอบหลัก 2 ส่วน คือ 1) ปฏิทินการจอง 
ห้องประชุมออนไลน์แบบเรียลไทม ์แสดงสถานะการจองท้ังหมดในรูปแบบที่เข้าใจง่าย ผู้ใช้งานสามารถเห็นภาพรวม 
การใช้งานห้องในแต่ละวันได้ทันที และตรวจสอบว่าห้องใดว่างหรือถูกจองแล้ว ซึ่งช่วยแก้ไขปัญหาการจองที่ซ้ าซ้อน
และส่งเสริมการจัดสรรห้องประชุมอย่างมีระบบและตรวจสอบได้ และ 2) เมนูการใช้งานหลัก ประกอบด้วยฟังก์ชัน
ส าคัญ คือ การสมัครสมาชิกและการเข้าสู่ระบบ ซึ่งออกแบบให้เรียบง่าย ใช้งานง่าย และเข้าถึงได้สะดวก ตอบสนอง
ความต้องการด้านส่วนติดต่อผู้ใช้งานและระบบความปลอดภัยในการจัดการสิทธิ์การเข้าถึง  
 
2. ผลการออกแบบและพัฒนาระบบที่มีประสิทธิภาพและใช้งานง่าย   
  ระบบที่พัฒนาขึ้นก าหนดสิทธิ์การเข้าถึง 3 ระดับ ได้แก่ 1) ผู้ดูแลระบบ มีสิทธิ์ในการบริหารจัดการระบบ
ทั้งหมด เช่น การเพิ่ม ลบ หรือแก้ไขข้อมูล การตรวจสอบสถานะการท างานของระบบ รวมถึงการดูแลความ
ปลอดภัยของข้อมูล 2) สมาชิก ซึ่งหมายถึงบุคลากรของโรงเรียน มีสิทธิ์ในการจองห้องประชุม ยกเลิกการจอง  
และตรวจสอบสถานการณ์จองได้ด้วยตนเอง และ 3) บุคคลทั่วไป สามารถเข้าชมตารางการจองห้องประชุมได้
เท่านั้น ทั้งนี้ ระบบถูกออกแบบให้แสดงข้อมูลแบบเรียลไทม์ เพื่อลดปัญหาการจองซ้ าซ้อนและเพิ่มความสะดวก 
ในการตรวจสอบสถานะการใช้งาน โดยสามารถแสดงแผนภาพบริบทระบบได้ ดังภาพที่ 2  
 
 
 
                                                                                                                                                                                                                                                                 
 



วารสารวิชาการ “การจัดการเทคโนโลย ีมหาวิทยาลัยราชภฏัมหาสารคาม”  
 

ปีท่ี 12  ฉบับท่ี 2   กรกฎาคม – ธันวาคม  พ.ศ.2568  
 

 [108] 

TMRMU 

                                                                                                                                                   
  
  
  
  
  
    

 
  

  
 

  
 
 
 
 
 
 
 
 
 
 
 
 
  

  
   

  
  
  
  
             
                                   

                                                  ภาพที่ 2  แผนภาพบริบทระบบจองห้องประชุมออนไลน์    

 

 จากภาพที่ 2 แสดงระดับสิทธิ์การเข้าถึงของผู้ใช้งานแต่ละประเภท ซึ่งมีบทบาทและขอบเขตการใช้งาน
แตกต่างกันตามหน้าที่ที่ได้รับมอบหมาย การก าหนดสิทธิ์ในลักษณะนี้ช่วยให้การจัดการข้อมูลมีความปลอดภัย  
มากขึ้น ลดข้อผิดพลาดในการด าเนินงาน และส่งเสริมให้การบริหารจัดการระบบมีประสิทธิภาพและตรวจสอบได้  
  
3. ผลการประเมินประสิทธิภาพ ความพึงพอใจ พฤติกรรมการเข้าใช้งานระบบ และความปลอดภัยของระบบ 
  3.1 การประเมินประสิทธิภาพของระบบ ด าเนินการโดยผู้เชี่ยวชาญด้านระบบสารสนเทศในสถานศึกษา 
จ านวน 5 คน โดยใช้แบบประเมินมาตรฐานเพื่อวัดประสิทธิภาพการท างานของระบบ ผลการประเมินถูกน ามา
วิเคราะห์ด้วยสถิติพื้นฐาน และเปรียบเทียบกับเกณฑ์มาตรฐานที่ก าหนดไว้ ผลการวิเคราะห์สรุป แสดงในตารางที่ 1
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ตารางที่ 1 ผลการประเมินประสิทธิภาพการท างานของระบบ   
 

รายการ x̅ SD. ระดับความคิดเห็น 
1. ด้านความเร็วในการตอบสนองของระบบ 
     1.1 ความเร็วในการเข้าสู่ระบบ 

 
4.80 

 
0.45 

 
มากที่สุด 

     1.2 ความเร็วในการแสดงผลหน้าจอต่าง ๆ 4.80 0.45 มากที่สุด 
     1.3 ความเร็วในการค้นหาห้องประชุม 5.00 0.00 มากที่สุด 
     1.4 ความเร็วในการยืนยันการจอง 4.60 0.55 มากที่สุด 
     1.5 ความเร็วในการโหลดปฏิทินการจอง 5.00 0.00 มากที่สุด 
     1.6 ความเร็วในการอัพเดทสถานะห้อง 5.00 0.00 มากที่สุด 
     1.7 ความเร็วในการสร้างรายงาน 4.80 0.45 มากที่สุด 
     1.8 ความเร็วในการส่งอีเมลแจ้งเตือน 5.00 0.00 มากที่สุด 

เฉลี่ย 4.88 0.09 มากที่สุด 
2. ด้านความเสถียรและความน่าเชื่อถือของระบบ 
     2.1 ระบบไม่ค้างหรือหยุดท างานกะทันหัน 

 
4.80 

 
0.45 

 
มากที่สุด 

     2.2 ระบบไม่มีข้อผิดพลาดในการท างาน 5.00 0.00 มากที่สุด 
     2.3 ความสามารถรองรับผู้ใช้หลายคนพร้อมกัน 4.80 0.45 มากที่สุด 
     2.4 ความเสถียรของการเชื่อมต่อฐานข้อมูล 5.00 0.00 มากที่สุด 
     2.5 ความถูกต้องของข้อมูลห้องประชุม 4.80 0.45 มากที่สุด 
     2.6 ความแม่นย าของตารางเวลาการจอง 5.00 0.00 มากที่สุด 
     2.7 ความแม่นย าของสถานะห้อง (ว่าง/ไม่ว่าง) 5.00 0.00 มากที่สุด 
     2.8 ความถูกต้องของรายงานการใช้งาน      5.00 0.00 มากที่สุด 

เฉลี่ย 4.93 0.11 มากที่สุด 
3. ด้านความปลอดภัยของระบบ 
     3.1 ความปลอดภัยในการเข้าสู่ระบบ 

 
5.00 

 
0.00 

 
มากที่สุด 

     3.2 การควบคุมสิทธิ์การเข้าถึงข้อมูล 4.60 0.55 มากที่สุด 
     3.3 ความมั่นคงของข้อมูลส่วนบุคคล 5.00 0.00 มากที่สุด 
     3.4 การป้องกันการเข้าถึงโดยไม่ได้รับอนุญาต 5.00 0.00 มากที่สุด 
     3.5 ความปลอดภัยในการส่งข้อมูล 4.80 0.45 มากที่สุด 
     3.6 การส ารองข้อมูลอย่างปลอดภัย 5.00 0.00 มากที่สุด 
     3.7 การป้องกันไวรัสและมัลแวร์    4.80 0.45 มากที่สุด 
     3.8 การจัดการรหัสผ่านและการรักษาความปลอดภัย 4.60 0.55 มากที่สุด 

เฉลี่ย 4.85 0.06 มากที่สุด 
รวมเฉลี่ย 4.68 0.32 มากที่สุด 

 
 จากการวิเคราะห์ข้อมูลในตารางที่ 1 พบว่า ระบบจองห้องประชุมออนไลน์ได้รับการประเมินใน 3 ด้าน 
ได้แก่ ความเร็วในการตอบสนอง ความเสถียรและความน่าเชื่อถือ และความปลอดภัย โดยผู้เชี่ยวชาญด้านระบบ
สารสนเทศในสถานศึกษา จ านวน 5 คน ผลการประเมินชี้ให้เห็นว่าระบบมีประสิทธิภาพโดยรวมอยู่ในระดับดีมาก 
โดยมีค่าเฉลี่ย เท่ากับ 4.68 และส่วนเบี่ยงเบนมาตรฐานเท่ากับ 0.32 แสดงถึงความสอดคล้องของความคิดเห็นใน
ระดับสูง และยืนยันถึงประสิทธิภาพของระบบที่เป็นไปตามเกณฑ์มาตรฐานที่ก าหนด  
 

 3.2 การประเมินความพึงพอใจในการใช้งานระบบ ด าเนินการกับผู้ใช้งานระบบจ านวน 20 คน โดยใช ้
แบบประเมินมาตรฐาน ผลการประเมินถูกน ามาวิเคราะห์ด้วยสถิติพื้นฐาน และเปรียบเทียบกับเกณฑ์มาตรฐาน 
ที่ก าหนดไว้ ผลการประเมินสรุป แสดงได้ในตารางที่ 2  
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ตารางที่ 2 ผลการประเมินความพึงพอใจในการใช้งานระบบ   
 

รายการ x̅ SD. ระดับความคิดเห็น 
1. ด้านความสามารถของระบบ   
     1.1 ระบบสามารถเพิ่ม ลบและแก้ไขข้อมูลบทบาทหน้าที่ได้ 

 
4.85 

 
0.37 

 
มากที่สุด 

     1.2 ระบบสามารถเพิ่ม ลบและแก้ไขผู้ใช้งานได้ 4.90 0.31 มากที่สุด 
     1.3 ระบบสามารถเพิ่ม ลบและแก้ไขข้อมูลห้องประชุมได้ 4.90 0.31 มากที่สุด 
     1.4 ระบบสามารถเพิ่ม ลบและแก้ไขข้อมูลผู้จองห้องประขุมได้ 4.95 0.22 มากที่สุด 
     1.5 ระบบสามารถเพิ่ม ลบและแก้ไขข้อมูลการจองห้องได้ 4.90 0.31 มากที่สุด 
     1.6 ระบบสามารถแสดงปฏิทินการจองห้องประชุมได้ 4.95 0.22 มากที่สุด 
     1.7 ระบบสามารถค้นหาการจองห้องประขุมได้ 4.95 0.22 มากที่สุด 
     1.8 ระบบสามารถพิมพ์รายงานสรุปการจองห้องประชุมได้ 4.90 0.31 มากที่สุด 

เฉลี่ย 4.91 0.10 มากที่สุด 
2. ด้านความถูกต้องในการท างานของระบบ   
    2.1 ระบบสามารถ เพิ่ม ลบและแก้ไขข้อมูลบทบาทหน้าที่ได ้

 
4.95 

 
0.37 

 
มากที่สุด 

    2.2 ระบบสามารถ เพิ่ม ลบและแก้ไขผู้ใช้งานได้                4.95 0.22 มากที่สุด 
    2.3 ระบบสามารถ เพิ่ม ลบและแก้ไขข้อมูลห้องประชุมได้       4.85 0.37 มากที่สุด 
    2.4 ระบบสามารถ เพิ่ม ลบและแก้ไขข้อมูลผู้จองห้องประชุมได้              4.90 0.31 มากที่สุด 
    2.5 ระบบสามารถ เพิ่ม ลบและแก้ไขข้อมูลการจองห้องได้ 4.90 0.31 มากที่สุด 
    2.6 ระบบสามารถแสดงปฏิทินการจองห้องประชุมได้ 4.95 0.22 มากที่สุด 
    2.7 ระบบสามารถค้นหาการจองห้องประขุมได้ 4.95 0.22 มากที่สุด 
    2.8 ระบบสามารถพิมพ์รายงานสรุปการจองห้องประชุมได้ 5.00 0.00 มากที่สุด 

เฉลี่ย 4.92 0.10 มากที่สุด 
3. ด้านความสะดวกและง่ายต่อการใช้งานระบบ 
     3.1 ระบบสามารถใช้งานได้ง่ายไม่ซับซ้อน 

 
5.00 

 
0.00 

 
มากที่สุด 

     3.2 ระบบมีการจัดรูปแบบที่เข้าใจได้ง่าย 4.80 0.41 มากที่สุด 
เฉลี่ย 4.90 0.21 มากที่สุด 

4. ด้านความรวดเร็วในการท างานของระบบ 
    4.1 ระบบมีความรวดเร็วในการประมวลผล 

 
4.95 

 
0.23 

 
มากที่สุด 

    4.2 ระบบมีความรวดเร็วในการแสดงผล 5.00 0.00 มากที่สุด 
    4.3 ระบบจองห้องประชุมสามารถใช้งานได้อย่างต่อเน่ือง 4.80 0.41 มากที่สุด 

เฉลี่ย 4.92 0.15 มากที่สุด 
5. ด้านการรักษาความปลอดภัย 
     5.1 ระบบมีการตรวจสอบสิทธิ์ในการเข้าถึง 

 
4.95 

 
0.22 

 
มากที่สุด 

     5.2 ระบบมีการควบคุมการใช้งานตามสิทธิ์ของผู้ใช้ได้อย่างถูกต้อง 4.90 0.31 มากที่สุด 
เฉลี่ย 4.93 0.24 มากที่สุด 

โดยรวม 4.92 0.28 มากที่สุด 

 
จากการวิเคราะห์ข้อมูลในตารางที่ 2 พบว่า การประเมินความพึงพอใจต่อระบบจองห้องประชุมออนไลน์

ใน 5 ด้านหลัก ได้แก่ ความสามารถ ความถูกต้อง ความสะดวก ความรวดเร็ว และความปลอดภัย โดยผู้ใช้งานจริง
ซึ่งเป็นบุคลากรของโรงเรียนโยธินบ ารุง มีผลการประเมินโดยรวมอยู่ในระดับมากที่สุด โดยมีค่าเฉลี่ย เท่ากับ 4.92 
และค่าส่วนเบี่ยงเบนมาตรฐานเท่ากับ 0.28  ซึ่งสะท้อนว่าระบบที่พัฒนาขึ้นสามารถตอบสนองความต้องการและ
ได้รับการยอมรับในระดับสูงจากผู้ใช้งาน  
           3.3 การวิเคราะห์พฤติกรรมการเข้าใช้งานระบบ ด าเนินการด้วยโปรแกรม Google Analytics เพื่อเก็บ
รวบรวมข้อมูลแบบเรียลไทม์ ครอบคลุมจ านวนผู้ใช้งาน ชนิดของอุปกรณ์และชนิดของเบราว์เซอร์ที่เข้าใช้งาน 
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รวมถึงความถี่ในการเข้าใช้งานของระบบ ระหว่างเดือนธันวาคม 2567 ถึงเดือนมีนาคม 2568 รวมระยะเวลา  
4 เดือน สรุปได้ดังนี้  
                  3.3.1 จ านวนผู้เข้าใช้งานระบบ โดยแสดงในรูปแบบกราฟและรายงานสถิติ เพื่อให้ผู้ดูแลระบบ
สามารถติดตามและวิเคราะห์แนวโน้มการใช้งานได้อย่างสะดวกและแม่นย า การแสดงข้อมูลในลักษณะนี้ช่วยให้เห็น
ภาพรวมของการใช้งานระบบในช่วงระยะเวลาต่าง ๆ ทั้งยังเป็นข้อมูลส าคัญส าหรับการประเมินประสิทธิภาพ 
ของระบบและพฤติกรรมของผู้ใช้จริง ซึ่งสามารถน าไปใช้ในการวางแผนปรับปรุงระบบให้เหมาะสมกับความต้องการ
ของผู้ใช้งานและการบริหารจัดการของโรงเรียนได้อย่างมีประสิทธิภาพ ดังแสดงในภาพที่ 3                                                
                                            

                                                                                                                                                    

                                               ภาพที่ 3 กราฟและรายงานสถิติของจ านวนผู้เข้าใช้งานระบบ   
 

จากภาพที่ 3 ผลการวิเคราะห์ พบว่า จ านวนผู้ใช้งานระบบอยู่ระหว่าง 18 - 24 คนต่อเดือน โดยมี
ค่าเฉลี่ย 22 คนต่อเดือน สะท้อนให้เห็นว่าระบบได้รับการยอมรับและมีการใช้งานอย่างต่อเนื่อง ทั้งยังช่วยลดปัญหา
การจองซ้ าซ้อน แสดงข้อมูลแบบเรียลไทม์ และสนับสนุนการด าเนินงานให้สอดคล้องกับกิจกรรมของโรงเรียนอย่าง 
มีประสิทธิภาพ             
                 3.3.2 ชนิดของอุปกรณ์และชนิดของเบราว์เซอร์ที่เข้าใช้งานระบบ การวิเคราะห์ประเภทของอุปกรณ์
และเบราว์เซอร์ที่ผู้ใช้งานเลือกใช้ในการเข้าถึงระบบ เป็นข้อมูลส าคัญที่สะท้อนถึงพฤติกรรมและความต้องการ 
ของผู้ใช้งานจริง ซึ่งข้อมูลดังกล่าวสามารถน าไปใช้ในการพัฒนาและปรับปรุงระบบให้มีประสิทธิภาพและรองรับการ
ใช้งานได้อย่างเหมาะสม ดังแสดงในภาพที่ 4                                           
                                    

                                                                            
 

              ภาพที ่4 กราฟและรายงานสถิติชนิดของอุปกรณ์และชนิดของเบราว์เซอร์ที่เข้าใช้งานระบบ  
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จากภาพที่ 4 ผลการวิเคราะห์พบว่า Android WebView มีสัดส่วนการใช้งานสูงที่สุด คิดเป็นร้อยละ 
40.7 รองลงมาคือ Chrome คิดเป็นร้อยละ 37.2  Safari (in-app) คิดเป็นร้อยละ 11.6 และ Samsung Internet 
คิดเป็นร้อยละ 9.3 ตามล าดับ ข้อมูลดังกล่าวสะท้อนให้เห็นถึงลักษณะการท างานแบบไฮบริด (Hybrid Working)  
ของผู้ใช้งานในปัจจุบัน โดยมีการเลือกใช้อุปกรณ์ให้เหมาะสมกับลักษณะของงาน เช่น การใช้สมาร์ทโฟนเพื่อความ
สะดวกและความรวดเร็วในการตรวจสอบหรือจองห้องประชุมขณะเคลื่อนที่ และการใช้คอมพิวเตอร์หรือโน้ตบุ๊ก
ส าหรับงานที่ต้องการความละเอียดและการจัดการข้อมูลที่ซับซ้อน  นอกจากนี้ การกระจายตัวของการใช้งาน
เบราว์เซอร์ที่หลากหลายยังสะท้อนถึงความจ าเป็นในการพัฒนาระบบให้สามารถรองรับการใช้งานข้ามแพลตฟอร์ม 
เพื่อให้ผู้ใช้งานได้รับประสบการณ์ท่ีมีประสิทธิภาพและมีความต่อเนื่องเท่าเทียมกันบนทุกอุปกรณ์  
 

           3.4 การประเมินความปลอดภัยของระบบ ด าเนินการโดยใช้เครื่องมือ OWASP ZAP เวอร์ชัน 2.16.1 เพื่อ
วิเคราะห์และตรวจสอบช่องโหว่ของเว็บแอปพลิเคชัน โดยสามารถสรุปผลได้ดังนี้  
               3.4.1 การสแกนหาช่องโหว่อัตโนมัติ ด าเนินการผ่านฟังก์ชัน Ajax Spider บน Chrome เพื่อส ารวจ
การเข้าถึง URL สถานะและรูปแบบค าร้องขอ จากนั้นจัดระดับความรุนแรงของช่องโหว่เป็น ต่ า ปานกลาง และสูง 
ด้วยสัญลักษณ์ธงสี ระบบจะสรุปผลเป็นรายงานที่แสดงรายละเอียดของช่องโหว่ ระดับความรุนแรง และต าแหน่งที่
เก่ียวข้อง เพื่อใช้ในการวิเคราะห์ความเสี่ยงและวางแนวทางปรับปรุงความปลอดภัยของระบบ ดังแสดงในตารางที่ 3 

 
 

ตารางที่ 3 รายงานสรุปผลการตรวจสอบช่องโหว่ของระบบ  
 

ระดับความเสี่ยง จ านวนช่องโหว่ (คร้ัง) เปอร์เซ็นต์ (%) 
High 5 18.5% 
Medium 5 18.5% 
Low 9 33.3% 
Informational 8 29.6% 

รวมทั้งหมด 27 100% 
 
 

        จากตารางที่ 3 พบว่า ระบบมีช่องโหว่รวมทั้งสิ้น 27 รายการ โดยแบ่งเป็นช่องโหว่ที่มีความเสี่ยงสูง  
5 รายการ (18.5%) ความเสี่ยงปานกลาง 5 รายการ (18.5%) และความเสี่ยงต่ า 9 รายการ (33.3%) ขณะที่ข้อมูล
อีก 8 รายการ (29.6%) ไม่เข้าข่ายช่องโหว่ นอกจากนี้ ผลการประเมินยังระบุว่าช่องโหว่ส่วนใหญ่มีระดับความ
เชื่อมั่นปานกลาง (63.0%) ในขณะที่ระดับสูงและต่ าพบเพียง 18.5% เท่ากัน ซึ่งสะท้อนให้เห็นถึงความจ าเป็นใน 
การปรับปรุงและเสริมมาตรการด้านความปลอดภัยอย่างต่อเนื่อง    
        3.4.2 การทดสอบความปลอดภัยของระบบอ้างอิ งตามมาตรฐาน  OWASP Top 10 (2017)  
เพื่อจ าแนกประเภทของช่องโหว่ตามความเสี่ยง ผลการสแกนพบช่องโหว่ 1 รายการจาก 10 หมวดหมู่หลัก คือ  
A7: Cross-Site Scripting (XSS) แบบ Reflected XSS ซึ่งจัดอยู่ในระดับความเสี่ยงปานกลาง แสดงให้เห็นว่าระบบ
มีความปลอดภัยอยู่ในระดับน่าพึงพอใจ รายละเอียดแสดงดังตารางที่ 4 
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ตารางที่ 4  รายงานผลการประเมินช่องโหว่ความปลอดภัย  

 

ล าดับ ประเภทการแจ้งเตือน (Alert type) ความเสี่ยง (Risk) จ านวน(Count) ร้อยละ (%) 
1 Cross Site Scripting (Reflected) High 1 0.15 
2 PII Disclosure High 91 13.81 
3 SQL Injection High 2 0.30 
4 SQL Injection - MySQL High 1 0.15 
5 Vulnerable JS Library High 3 0.46 
6 Absence of Anti-CSRF Tokens Medium 2 0.30 
7 Application Error Disclosure Medium 344 52.20 
8 Content Security Policy (CSP) Header Not Set Medium 111 16.84 
9 Missing Anti-clickjacking Header Medium 104 15.78 

รวม 659 100.00 
  

  จากตารางที่  4 พบว่า ระบบมีช่องโหว่รวม  659 รายการ โดยเป็นช่องโหว่ระดับความเสี่ยงสูง  
98 รายการ (14.87%) และระดับปานกลาง 561 รายการ (85.13%) ประเภทที่พบมากที่สุด ได้แก่ Application 
Error Disclosure และ Content Security Policy (CSP) Header Not Set ซึ่งเป็นปัญหาด้านการตั้งค่าระบบที่
สามารถแก้ไขได้โดยการเพิ่มนโยบายความปลอดภัยของเว็บแอปพลิเคชัน และก าหนดส่วนหัวที่เหมาะสม   
ผลการประเมินแสดงให้เห็นว่า ระบบมีความปลอดภัยอยู่ในระดับยอมรับได้ แต่ควรด าเนินการปรับปรุงและ 
ปิดช่องโหว่ที่ตรวจพบ เพื่อยกระดับความมั่นคงปลอดภัยของระบบในระยะยาว 

 
อภิปรายผลการวิจัย  

 

1. ผลการศึกษาปัญหาและความต้องการในการพัฒนาระบบ พบว่า ระบบเดิมยังขาดความสะดวกในการ
ใช้งานและไม่สามารถตรวจสอบสถานะการจองได้อย่างมีประสิทธิภาพ ผู้ใช้ส่วนใหญ่ต้องการระบบที่รองรับการ
ตรวจสอบสถานะการจองแบบเรียลไทม์ ลดปัญหาการจองซ้ าซ้อน และสามารถใช้งานผ่านอุปกรณ์พกพาได้อย่าง
สะดวก ผลการศึกษาดังกล่าวสอดคล้องกับงานวิจัยของ บุณวัทน์ จันทร์เทพ [24] ที่ระบุว่า ระบบจองห้องประชุม
ออนไลน์ซึ่งมีฟังก์ชันตรวจสอบการจองแบบเรียลไทม์และรองรับการใช้งานผ่านโทรศัพท์มือถือ สามารถตอบสนอง
ความต้องการของผู้ใช้ได้อย่างมีประสิทธิภาพและเพิ่มความพึงพอใจในการใช้งาน 

2. ผลการพัฒนาระบบ พบว่า ระบบที่พัฒนาขึ้นถูกออกแบบให้มีการก าหนดสิทธิ์การเข้าถึง 3 ระดับ ได้แก่ 
ผู้ดูแลระบบ สมาชิก และบุคคลท่ัวไป ซึ่งช่วยให้การบริหารจัดการข้อมูลและการใช้งานมีความเป็นระเบียบ สามารถ
ตรวจสอบและควบคุมสิทธิ์การใช้งานได้อย่างมีประสิทธิภาพ ลักษณะดังกล่าวสอดคล้องกับงานวิจัยของ  ประชุม  
พันออด [13] ที่เสนอว่าการก าหนดสิทธิ์การเข้าถึงอย่างชัดเจนช่วยเพิ่มความปลอดภัยและความเป็นระบบในการ
บริหารจัดการระบบสารสนเทศ อีกทั้งยังสอดคล้องกับแนวคิดงานวิจัยของ  Best และ Kahn [25] ที่เน้นการ
ออกแบบระบบสารสนเทศโดยค านึงถึงความง่ายต่อการใช้งาน เพื่อยกระดับประสิทธิภาพการท างานขององค์กร 
3. ผลการประเมินประสิทธิภาพ ความพึงพอใจ พฤติกรรมการเข้าใช้งานระบบ และความปลอดภัยของระบบ 
พบว่า การประเมินโดยผู้เชี่ยวชาญด้านระบบสารสนเทศในสถานศึกษา จ านวน 5 คน ระบบมีประสิทธิภาพอยู่ใน
ระดับดีมาก โดยมีค่าเฉลี่ยเท่ากับ 4.68 และค่าส่วนเบี่ยงเบนมาตรฐานเท่ากับ 0.32 ส่วนการประเมินความพึงพอใจ
ของผู้ใช้งานระบบ จ านวน 20 คน พบว่าอยู่ในระดับมากที่สุด โดยมีค่าเฉลี่ยเท่ากับ 4.92 และค่าส่วนเบี่ยงเบน
มาตรฐานเท่ากับ 0.28 นอกจากนี้ การทดสอบความปลอดภัยของระบบด้วยเครื่องมือ OWASP ZAP พบช่องโหว่
เพียงประเภทเดียว คือ Reflected Cross-Site Scripting (XSS) ซึ่งจัดอยู่ในระดับความเสี่ยงปานกลาง แสดงให้เห็น
ว่าระบบมีความปลอดภัยอยู่ในระดับน่าพึงพอใจ ผลดังกล่าวสอดคล้องกับงานวิจัยของ เลิศรัตน์ [26] ที่ชี้ให้เห็นว่า 
การตรวจสอบช่องโหว่ด้วยเครื่องมือ OWASP ZAP สามารถใช้ยืนยันความปลอดภัยของระบบสารสนเทศได้อย่างมี
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ประสิทธิภาพ และยังสอดคล้องกับแนวคิดงานวิจัยของ Chirani [27] ที่ระบุว่าระบบสารสนเทศที่มีประสิทธิภาพ
และได้รับการยอมรับจากผู้ ใช้  ต้องมีความสมดุลระหว่าง  ความสามารถในการใช้งาน (Usability) และ  
ความปลอดภัยของข้อมูล ซึ่งเป็นปัจจัยส าคัญต่อความน่าเชื่อถือและความย่ังยืนของระบบ  
 

ข้อเสนอแนะ 
 

1. ข้อเสนอแนะจากผลการวิจัย   
             ในการพัฒนาระบบ ควรมุ่งเน้นการเพิ่มฟังก์ชันที่สนับสนุนการใช้งานอย่างมีประสิทธิภาพ เช่น  
การแนะน าช่วงเวลาทางเลือกส าหรับการจอง และการสรุปสถิติการใช้งานของระบบ นอกจากนี้ ควรพัฒนา 
แอปพลิเคชันบนสมาร์ทโฟนให้มีฟังก์ชันครบถ้วน รองรับการท างานแบบออฟไลน์ และออกแบบระบบให้รองรับ  
การใช้งานทั้งบนสมาร์ทโฟนและคอมพิวเตอร์โน้ตบุ๊ก เพื่อสนับสนุนการท างานแบบไฮบริด ด้านความปลอดภัย  
ควรด าเนินการจัดการช่องโหว่ตามข้อเสนอแนะของ OWASP ZAP ควบคู่กับการตรวจสอบและประเมินความ
ปลอดภัยอย่างสม่ าเสมอ การพัฒนาแนวทางป้องกันเชิงรุก การอบรมผู้ดูแลระบบ และการจัดท าคู่มือรองรับ
เหตุการณ์ด้านความปลอดภัยจะช่วยเสริมสร้างความมั่นใจแก่ผู้ใช้งาน รวมทั้งการวางแผนบ ารุงรักษาและปรับปรุง
ระบบอย่างตอ่เนื่องจะช่วยยกระดับประสิทธิภาพและความน่าเชื่อถือของระบบ 
 
2. ข้อเสนอแนะส าหรับการวิจัยครั้งต่อไป  
             งานวิจัยครั้งต่อไปควรพิจารณาขยายกลุ่มตัวอย่างให้ครอบคลุมผู้ใช้งานในบริบทที่หลากหลายมากขึ้น 
รวมถึงศึกษาแนวทางการปรับปรุงระบบให้สามารถเชื่อมต่อกับระบบสารสนเทศอื่นของสถานศึกษาได้อย่าง 
บูรณาการ นอกจากนี้ การน าเทคโนโลยีการวิเคราะห์ข้อมูลขั้นสูง เช่น การวิเคราะห์พฤติกรรมผู้ใช้งานด้วย AI หรือ 
Machine Learning มาใช้ในการปรับปรุงประสิทธิภาพและการให้บริการเชิงพยากรณ์ของระบบ จะช่วยให้การ
บริหารจัดการห้องประชุมมีประสิทธิภาพสูงขึ้นและตอบสนองความต้องการของผู้ใช้งานได้ดียิ่งขึ้น 
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