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Abstract

Cryptography technology will help to strengthen security and privacy of various
network activities. This technology uses methods to encrypt and decrypt data using a
secret key (Ks). When the recipient is unable to use the key to decrypt the data or if the
decryption key is lost, the secret key recovery process will be required, by using Key
Recovery Field (KRF) to be used to decrypt the data.

The objective of this research is to present the development and improvement
of a new SSDM-KRS algorithm model for higher stability. The design focuses on the
secrecy of the Ks and solves the problem of revealing the key, when an agent collusion
occurs in the key recovery group. As a result, information is safe, reliable, and user
privacy. Finally, it supports law enforcement needs and is based on the Public Key
Infrastructure (PKI). The KRF is slightly larger in size and requires less time to create KRF
than previously proposed DM-KRS.
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Inginsitnsiady 1Wumeluladivaefinanusiuasasafouaziiueandudiush
uigAldoussuuieiodns JanaluladiesliiBnindravauaznensiatoyalnglinnuadu
(Secret Key : Ks) Waiinnsdlfii$ulianansaldnqualumsasasiadoyals uionguaild
Tunsaensiagamie szdosendonszuiunmsiieliliundsnauadu viedenin Bmsdau
naysaduIInTlanlumsfAunwue (Key Recovery Field: KRF) titethunldlunisnensiiatoya

ATeidinguszasd i athiauenisiauuuUssgUuuuduneuisnisdmiy
nsNsEIBUaENISLYS nYULad Ut sy TussuunsiAunyuanuuvateelaus ltends
gudnanslunisdAunaua (SSOMKRS) gUuuulng iilolwiinusiunsgedu mseenuuy
lmmmmwaammawaaﬂmmLﬂumﬂm LLa“’lﬂLLﬂ{ji‘U‘Vﬁﬂi‘ULLf\]ﬂﬂLUWLNEJLJJE]&Jﬂ’]Sﬂ%Jﬁ’J?.Jﬂﬂﬂu
Y99101UA MINNTALMUI nsaduTastunfindu nande LUu’JﬁmiVlﬁ’]iJ”ﬁﬂiﬂ‘l?ﬂ
audureanauald wifinnsauismdadussviaeoud shlvideyafinuasnde undede
Aldnussuuiasetnsuavansaunalinnundudiy sesfunsiiniisloyalaeveusengvuig
uazvhauudlassadaiugunguaansisae Tasfifad KRF fvuadudubndesedislid

WedAty wagldiialumsasieilad KRF desndnguuuiiy

o o

ANEARY: NILABUAZIYS, NEYWATY, NITAAUNILA, 1IN, TaalunsdAunyua
umin

Tugatiagtiuanusiunsasnsiovestoya foinduFesiiinnuddesiamnn lnsame
nsdetayanuszuuaieieTnludeadinisinwanulasadeuassnwiauduvesteya
iiotesriumsdnasusindudeya nionsiinddeyalaeduszasdire maluladnsidhstady
(Cryptography Technology) (Stallings, 2011) 1 umalulad@tnanléidunalnaiunu uas
dosruideairdesiunsdanisanusiunsasndsvestoyaasauma Faeifiuanmsiung
Uaenfeliiuteyamsaunea waziinanuudiusungildaussuuaietnes msiisiady
wuasnnesaglinauadulunsidisviauasaensiatoya Tunsdfidiuliamsaldngyualunns
nensvateyald vienauanlilunisaeasiagyvie %%E]ﬂ’]ﬂ%gﬁmﬂ’]ﬂ%’aﬂ/léiur]ﬁL‘{Jj’ladﬁﬁaiﬂa
Afosasde azdosvelduimsdAunguaainmirssnuivimifilduimsssuudAunaue
(Al-Salgan, 1997; Sun & Harayama, 2011) Fadenin WBLAUANAUNALA (Key Recovery Agent:
KRA) (Denning & Branstad, 1997) lagielaudazendedoyarigninivegluiiadnisifungus
(Key Recovery Field: KRF) (Kim et al., 2020)

N30 AUN LA Tn13v91uaegULUL (Wang et al, 2019) @B s AUNyuIRUULY
\0L1ausLA Y7 (Single Key Recovery System: S-KRS) wazn1sfAunauIkuuldnatsleaud
(Multiple Key Recovery System: M-KRS) Ineinszuiun13vin91uvo9 S-KRS (Lee & Laih, 1997)
srldioudiAien (Single Key Recovery Agent: S-KRA) lumisdmfiuuazfunaua @ M-KRS
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agldvanstelaugd (Multiple Key Recovery Agent: M-KRA) (Lim et al., 2003; Lim et al., 2001)
TumsdniAvdmusznevvesnauanar saufudaunaus msfaunszuulutisduusnezidy
MUY SKRS Fedinszurumsvhauiilidudeu uiliAnssanamdeszuulsde szuu
fanusunsaondedenidadisuiuiognauiiivannvatesuuu was Sanuguussiniy
sommsiasruUlutmas 3dldeenuuussuulasliguuuy MKRS Hadiileananuides
somudsmeTiAnTuiy SKRS

FEUUNISHAUNIRILUY M-KRS 013711911 2 jUkuufe (1) M-KRS ﬁmﬁ’aqusﬁﬂa’m
TunsdAunaua waz (2) MRS filiodegudnardlumsdfunaua (Decentralized Multiple
Key Recovery Systern: DM-KRS) Tagite 2 dnwazdlnszuiunisvinerud uansneiy el
naviendluguuuud 2 asideffe nssvrunmavhauasiiarusiunsaendeuindu iesan
Lifiyanaftaw (Third Party) 19w A BItes ogslsfnunisiAunaualuguiuy DMKRS
fddefsanududinves{lday nssessumsdhfsteyasgragnies Taenguadnady
anuduideiinnisanssanAntusenitaelausd aefes1fEnTEUILNITNTEIBUATNNTUTS
QigLLﬂﬂé’ﬁLaLﬁ]uﬁﬁLﬁm%ﬂ FannsAnwiTe i (Kanyamee & Sathitwiriyawong,
2009; Kanyamee & Sathitwiriyawong, 2014) é’alaiﬁmsﬁ']Lauaaaﬁmmﬁ’ﬁmﬁ’ﬁ%éﬁgumau
YoanszuuMsluMInszsuarnsuinamady ididdasesdanan

SefuiidedearldAnuAndunasiiniaue sureuituesniansrisuasnsutinauady

e

a o

d1msu DMKRS jUsuulny finguaiianuduasas uanuduudifiamanisalauisiufniu

a

sgrirsoiaud vilidldaudanududnd msffunguaiinnuiidedie ausafigailsiieg

voaalaudnoglungun1siAuNyRIRALIU wazuuulaTIETITNUgIUNYLIAT ST
fiwale (Public Key Infrastructure: PKI) (Guo, Okuyama & Finley, 2005; Slagell, 2006)

8n13798

Fumeuarisnisiidlunsidoutsoondu 2 svey fe

sveedl 1 Anvwasiusudiou

1.1 ANWINEUIUNITIAIUTBITTUUNSH AU YUALUY DMKRS Fadl 2 gUuUY

ey Ao (1) SEUUNSTAUNYLINAELBIIUA LUUNTEBT HAdumTealda1ugs (High-
Availability Decentralized Multiple-Agent Key Recovery System: HADM-KRS) (Kanyamee &
Sathitwiriyawong, 2009) uag (2) WUUﬂ’ﬁfjﬁuchLmemaLﬁ]uﬁLLwﬂszmsﬁﬁmmw%’aﬂ%
I1UF 38 819918 (Simple High-Availability Decentralized Multiple-Agent Key Recovery
System: SHADM-KRS) (Kanyamee & Sathitwiriyawong, 2014) Imﬁﬁﬁmgmwuﬁqm@iuﬁa
(1) ssuvansavialaeldldgudnatsnisgAunaua (Key Recovery Center: KRC) usivllu
nsesnuuulldianznduvetielaudlunisifunyua (Key Recovery Agent: KRA) lngusiaz
uAINIAudINUsENaUYRINIIlaedaTEIINAL wag (2) svuudaunseuldauas
nanAeszuvansavalduilunsdiifiunaeudlungunsdausy Tnedesiunaoiaud
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Tungunisdauay leudduiieglungunisgfudeatuamsarauunuiuld 9 avuisans
Usenstiagtasasloniamaifneudumadlunisdfungus Fldssuuiienumenldougs
ANUUANAIIYBI HADM-KRS wag SHADM-KRS A A113@11130lun15usmsinnis
FruauouddldlunisdAunngua Ks na1afe HADMKRS a1ansnrsunsuiueiaussush
fldlunagaunauald Tngldnguiiugrudeaniiesion (Power Set) Jech, 2006) 11l
TunszuaunsdsesdiutsznevvesnauadmsunisiAungus wu eldieludduiu 6
touAluNIiAuNaLA S HADM-KRS ansnsadmualsinazliiiorusdanldegianniign
Alolaudt vieetstfosseandoiolaudfiansnsaliuinislafielaud Jsagluinsdaunaua Ks
1#d159 daussuu SHADM-KRS Taifiilsidutl wiannsadAunaudldidletiuneiausan
ogdlsfnuisanaguiuy filyadoufe iefnnsdauismAntuves KRA agyili
nauadudawels desalvinrusiunsanas wasanududusivesfidnutdosandudiu Tuns
ansdauAniures KRA anmnsniiatuldmn KRA Tundunisdfusuderudiunauady s lng
usiag KRA lamedIuUsENeuYeIngua (S) inulsaseuases el S 910 KRA AsUT LY
faganunsaAnnuwadu Ks 19 Fohlumddeiaddeenuuuliinsdafvduussneures
nayiad ugavie (5o 137 KRF uagid1sadaon yuaas sz 3u KudSs wagnyua
#1515 VRMNBIUTTUNA KugSe) tesesiumsidndsdeyalasveusongyune 91n38ms
9ONKUUAINGTI NN KRA augsauAanudamediulsenauraanguansuyn KRA A9e
liannsadAunauadu ks 16 lesanlddmsznouvengualiinsudnnu
1.2 ANW1IBA19NTZABUAZNITUUIAIINAY (Secret Sharing) e Ks anilas KRF
83 HADM-KRS az SHADM-KRS fauandlu Table 1 uaziluonvadusififeatosisd
Si Ao duUTENBUVDINIYA Ks
SGN  fe AndwsumsBudusauues KRA fleglungunisiiu
h(SGN)  fudndniunisiigavidaaisves KRA Tunqunisdau Tneferdu
WEYT LMUZdL Ao MD5 (Zheng & Jin 2012) SHA-1 SHA-2 (Al
Odat, Abbas & Khan, 2019) LUusiu
T, \uerdmiunsgau si lunsdl KRA fleglungunisiud
Other information tAuA18 Y q 7 s1dudmsunsfigausiasmients
pynasuiioiuAuiunsUaenseliuszUy Wy TususeanguaasIsarreselaus wares
fitavlunisesvenisdfunaue Wudu
Kuag  AD NEYMAASITUTVBUDLAUA
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Table 1 Comparison of KRF structures of HADM-KRS and SHADM-KRS

HADM-KRS SHADM-KRS
KRF = {Kuagl KRF’s 1} KRF = {Kuag[ KRF’s || A(SGN) || TT’s]}
KRF; = Kuagl Si || SGN || TTi’s || other KRF; = Kuagl Si || SGN || other information ]

information ]

syevl 2 99nUUU iau Wisuifiey uazazuna

2.1 99nuuy WanngunuUTuReuTBMInITaBuarMsrsnauadulunsiRun gL
wuy DM-KRS Tnglduunfniiugnudasnisusinudy (Secret Sharing) snldlunisudanaua
sanludiu o uazdnassaiulsznouvadnyua

2.2 WIguiguaua11130lunIsIuYeIN IS AU YL Ks 1agfia1suIniy
Herffuanuanansa 7 Ussiiu fail (1) nsviaulagliendeaudnaislunisdaunaus (KRO)
(2) n3¥nwANUFuveINLITUTDL Ks (3) ANunseanldaugs (4) anuatunsalunisivun
F1uau KRA Fush (5) ANUANIALUNTTEAUAIATIVRY KRA (6) MslEULULIATTILYRS
Tlad KRF wag (7) syuudimnusiuaadeiinnisanisndniussviaeiaud

2.3 ULl uvuInLAELIAI09N15a319 KRF d1m5unsiaunyua Ks 1iAs1esina
dyuna

NANTTIVYHATDAUIIWNANITINY
1. N139BNLUUTBNIINTLAIUUALNITUYSNEYLA Ks 0819418

awu‘i%’aﬁzjaﬁwLauai%’miﬂizmaLLazmimﬁ‘qzyuaﬁuaéwadwauuizuumsﬁﬁuqmm
WUU DM-KRS %138 SSDM-KRS Jukuulus fianunsadnwnnudures Ks wiiianisaussudn
Auserinelaua

1.1 MINT¥LEILUTENOUVDINUD Ks

fumau’?%‘miﬂizm&la':]uﬂizﬂawaangl,w Ks 1938 n1suuanazdnass

duusznevvenyua LilufladnsdAunyua (KRF) Tnediignisaauandly Table 2

Table 2 Distribution of (portion) Ks

Distribution of (portion) Ks

S1, Sopey S
© Random number S; for n KRA (S5i’s) b2 "

@ Calculate Sg for receiver Kur(Sg) and
Sk = 51D 5,D..D 5, D Ks
government Kug(Sg)

© Random number R; for n KRA (R’s) R1, Ra,..., Rn

O Calculate a Share Group Number (SGN)  SGN = R,® R,D..D R,
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© Calculate a Unique Number (TT) for n
TT =S @ SGN ; wheni=1ton

KRA (TTi’s)
@ Calculate hash value of SGN for KRA; h(SGN)
authentication (A suitable hash function are MD5 SHA-1 SHA-2)
The attributes used to recover Ks as Sk : portion of Ks that has been
follows: encrypted with receiver's public
{Sk,Si, SGN } key (Kug) and government’s public
key (Kug)
Si : portion of Ks

{Ks = S 5:D S, D..D s, }

SGN : a value used to authenticate

agents in the recovery group

Note : The value of n is determined based on the appropriateness of the level of reliability in key

recovery

1.2 MUY Ks
971 Table 2 @1115089NKUUNTUYSNEYUA Ks Inensas1ailan KRF gedeluil
flas KRF Usznausedouanolud (1) SR wag Side daulsznounasnaid Ks (2) SGN A
weavisUandmiunisBuduiinures KRA lungunisifiu (3) TT; fie weavistiddmsunisgau
dautsznauveanaud ks lunsdl KRA fieglungunisi@uay waz (4) Other information
fie FeyafisndudmsunisseyimuvesiifidusnilunsruiumsiAunyuanisiigatisise
v3ensmsnaeuiietfiuausuasUasadslidunsdau wu Tufusemauaasisazes
WL wazvesitiavslunmsiesvonisiunaua s
Had KRF 280 nilnsHan N yuIaIs saevas KRA (Kusg) oty KRA it
anansanensvia KRF; 16 Tng KRA, aznensviailas KR, ileds S uag SGN lussFesvonsifu
dnudszneurednaua Weagldvinnisdumnauadu Ks doly
sUuUTATIasaTad KRF 109 SSDM-KRS a@nansouandléall
KRF = { Kuagl KRF’s 1 || TTi’s || Kua(Sr) || Kus(Sr) || A(SGN) }
KRFi = Kuagl Si || SGN || Other information ]
INNTUNAUDTTNINTLINYUALNITHYINAUIT DI UUTZUUN A AU
NEHALUY DMKRS (SSDM-KRS) sUnuulnsl aziiuldinduisnnsiivilinnsdaunaua
Ks fimnusiunsgs Sahziinnsdanismdnduseninaoioud Aegliamnsaaisingua
ks ¢ agiiesfiuriemhsnuresiguiavhiuferannandiungua Ks 16
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2. WIguiigua @ salun1syineueesnsnaAunyua Ks
A3TelavinsiUSeufisuauaiuisalunisinauveansaaun gy Ks lugdiuy

a va

41 (HADM-KRS g SHADM-KRS) iugusuulng (SSDM-KRS) i3 7ulaunaue dauandly
Table 3

Table 3 Capabilities comparison of various M-KRS’s

Capabilities HADM- SHADM-KRS  SSDM-KRS
KRS

1) Without the need of KRC v 4 4
2) High Secrecy of Ks v v v
3) High availability v v v
4) Flexibility to manage the number of v ) )
KRAs

5) Group Authentication of KRAs v v v
6) Use the standard format of KRF v v v
7) Able to keep Ks secret even after ) ) v

collusion between Agents

310 Table 3 SSDM-KRS dn15oonuuunlidadnuainisalanmunil DM-KRS
sUsuuLin Tudveansinwanudures Ks wiAnnisaudsudnfussnieaud Snidang
SnwnnaspuduiiinnusiunsuesnsiAunaue K

3. M3UsziiuuAvesilan KRF dmsunisiAunaua Ks
dlevhniswseuiisuvauinvesiias KRF dmTunsiAuNaLa Ks W 3 sURUY
aunsoauanInalang Table 4 wag Figure 1

Table 4 Size comparison of KRF (bits)

Size of KRF (bits)

Number of KRA

HADM-KRS SHADM-KRS SSDM-KRS
2 2560 3072 3328
4 5376 5888 6144
6 8192 8704 8960
8 11008 11520 11776
10 13824 14336 14592
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16000
14000
12000
10000
8000 —— HADM-KRS
6000
4000

2000

== SHADM-KRS

SIZE OF KRF (BITS)

SSDM-KRS

2A 4A 6A 8A 10A

NUMBER OF AGENT

Figure 1 Size of KRF

910 Table 4 azdaunaiuindloldsiuau KrRA dmdunsiAungus $1uu 2 elaud
MSEAUNYMILUY DMKRS 9iidrunudaiiussglu KRF TndlAssty deifiudium KRA dwsy
nsfifunaua [y 4 6 8 uar 10 LEUAMNERY Arlddunudefifintu Taefl SSDMKRS
flvunavesilas KRF fluajian so9a3nAe SHADM-KRS uaz HADM-KRS asandiu

a. msUszifiunanildlunszuiunisnsaiieiiad KRF dwunsdAunaue Ks

FovhnsiFeudisunanildlunssuiunsainailas KRF dwdunsiiunaua Ks

171’5@ 3 gukuu ANTOLERINALARAY Table 5 way Figure 2

Table 5 Comparison of Processing time of KRF generation

Processing time of KRF generation (Second)

Number of KRA

HADM-KRS SHADM-KRS SSDM-KRS
2 0.4615 0.4618 0.5003
4 0.9602 0.9224 0.9625
6 1.4872 1.3828 1.4235
8 2.0059 1.8434 1.8844
10 2.6069 2.3041 2.3452
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z 25

w

S 2

=

©

= 1.5 —4— HADM-KRS
2 /

8 1 4 SHADM-KRS
o

o

a o5 SSDM-KRS

2A 4A 6A 8A 10A
NUMBER OF AGENT

Figure 2 Processing time of KRF generation

970 Table 5 wa¥ Figure 2 nan15Ussiutaaniillunisadnsilas KRF wudn

{old KRA $1uau 2 s 4 1a1ausd SSDM-KRS 1Hnanlunszurunisasiaflas KRF uinndn
SHADM-KRS Wz HADM-KRS audndiu uaziileldduau KRA Wisduf 6 totausd SSDM-KRS
T41a11ie8n31 HADM-KRS haunnnin SHADM-KRS Liisaidniasednslifited Ay ﬁgnﬁmmﬁg
A HADM-KRS Tdfnanunniign iilesandesldinandmiunisdaassuonnitad 1T fuduen
wesvisdadfignimldlunszuiumsdaudiuysenevvengua lunsdiifiune KRA lungunns
JAudulnefinszurumsdaassen TTdu daeliannsafmuaieulsvesduiunisasegues
KRA Fushiindosliuinmslungunisg@u SHADMKRS uay SSDM-KRS anwnsaf@unauald
\ieflune KRA TungunisdAuauguiy udladfleddunisimuadoulunisnsegues KRA
Jaldedldinalunisdnassan TTilu KRF

Faunanildlunszsuiunisadisilad KRF agtuegifudnuves KRA ldlunsfiu
nyua nanademnld KrRA Sauuann Aegldiaalunssuiunisadieiiad KRF annBumugsu
dloannTlad KRR Idgnasrstunindudiuiumes KrA Aldlumstiunaua

og15l3fnm SSOM-KRS Aodndunszuiunisidunguaiianusiuasgauinnia
HADM-KRS waz SHADM-KRS iasananunsaudlutignisanssmdndussvinaeiaudls

5. 9AUTENANTTIY

nuiAssildoonuuuiariaue BnisnsratsuarnTusnywIdUes I BUUTEUY
N3 AUNYLILUU DM-KRS %138 SSDM-KRS JUkuul Tasiinszuiunislunisshwiaiudy
1949 Ks wlifianisaussawAaduseninveaud fldanudanududiuds lneviueg vy
Tassadrefiugrunayuaaisisagvieiiale (Public Key Infrastructure: PK) ftiun1s§u-ds
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aTEnINeaunuIreIl N STaR uTayan I8N aIIAITI UL IKTU WAL TUILNDATA
BUARILNAYHIAIUAIVDIRLDS
nanIsenuinsdsesen SR Jududwlszneunilsves ks Atrsiasengue

A1515UEVDITU (Kup) kAENUKIATITUEVRINIIBNUTTUIA (Kue) 1ilu KRF agyinlvineus
frmusfunsiiaty Weswnaunsasnwenudures Ks lowdiiAnnsainisaussiuAniusening
LOLAUA LWTIZN19d1999A7 SR ﬁﬂﬁwLﬁ]umﬂlaimmma'w%’dauﬂi“ﬂausum Ks ldmsu sathy
ﬁ]dlummsmﬂuﬂmw Ks 1ot a]‘vumewmawamiﬂﬂuﬂmw (m‘umaummmmmﬁma)
Lmuumvmmimﬂmmm ks 16 fennsnensiatudu Ks Sugavie fo SR fenyua
AIUMVDINULDY Imauammmﬁlumigﬂuqmm gndniiuliluilad KRF egsUaende

atalsfinueuide DMKRS Anumndeldfanddelafiviaueisnisnszasuar
Msuesnauady Ks iamnsadnwanuduvesnaualalunsdiinnsaudsmAndussming
LOLUA

A3UNan1333e

mu?a‘i’aﬁtﬂm’m?é’aﬁugm (Pure Research) #inquszasdifiovsutgaimnguiuy
Fumersnsdmunanssneussmanrinyuaduegisie TuszuunadAunauauuy DM-
KRS TifiAnmsiunsgs

v
1

sUnuUIBnsiildinauslunyidedie nszarsuaznisuwsnauady LUU SSOMKRS
FadunszvrunsdAunaua Ks wuu DM-KRS Aflgauduesgfifladiduisnislumsinuianudu
YDINYUIFU Ks wllAnn1sanisinAniuseningelaus (High Secrecy DM-KRS) dinsyuiuns
vhawiilaldaudnanansdfunaus (KRO) uarlimnumienldaugs (High Availability DM-KRS)
nanfe annsadaungualdwilunsdififung KrA Tungunsifuay

Tneiideldoonuuunssuiunisueianudureinaua ks Tngldftugrumemguinisuss
auduiit evanldludunounisnszansuaznisues nyuaduldossiuasivssAns aam
uenniSednuautiaudu q 8n wu Filaddunisfigadiaioves KrRA eglungumsdiu
finsvauvulaseadiei ugun guaanssugviefiale (Public Key Infrastructure: PK)
Jusiu
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