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Abstract
In the digital era, network-based communication has become a cornerstone of diverse
human and societal activities. This evolution has brought to the forefront the critical importance of

information security and communication reliability. To protect sensitive data from threats that
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could compromise its integrity and availability, Key Recovery Technology (KRT) plays a pivotal role
in enhancing trust and resilience in digital communication systems. It is particularly essential in
cases where secret keys used for data encryption are lost or become unusable, which can result in
a complete loss of access to encrypted information. Such incidents may result in significant damage
at individual, organizational, and infrastructural levels, including the loss of business-critical
evidence, breaches of personal data, or the disruption of essential public services. KRT enables the
recovery of secret keys in a secure and privacy-preserving manner, ensuring that data remains
accessible without violating user confidentiality. Moreover, this technology supports compliance
with legal and regulatory frameworks by allowing authorized access to data under investigation,
ensuring transparency and accountability while preventing unauthorized access. Therefore, KRT
serves as a key enabler of robust information security, supporting business continuity and fostering
sustainable trust in the digital ecosystem by upholding the principles of confidentiality, integrity,

and user privacy.

Keywords: Security, Data, Key Recovery, Secret Key
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Toyagndenstrsans v ouddymiTedinsAndunssuiunisivasadelunsddunyuadu Sond
wialulagnisd Aunauadu (Key Recovery Technology) [2] i un1swauszuunisn Aunauaidniunis
\Radu LﬂuLVlﬂIuTaﬁﬁvasLﬁaﬁuwsaLﬁi’hﬁa%’agaﬁgﬂm’hsﬁaﬁ Ingldaziinnulaondunsoninundu
dhui daalviaunsndnwausfunaaendovesdoyaldlunndd Snisdieativayunnudeiiiodluns
Ay seafuaunsesldnuredeya LazannansEnUisaLiat uanmslanfniemuinnaald
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2.1 m3¥nwmnudy (Confidentiality: O) Ao mstesiulailiiyanailailadsuounndrdstoya fMeons
1#38n15udhsa (Encryption) wagmuemansnsiinds (Access Control)

2.2 anugndeswestaya (integrity: ) Ao nstesfudeyaluilignidsunvamioudly Taglalssy
ougn Maonsldinada 1wy msldiadduney (Hashing) a1eiladefdsia (Digital Signature) Wag N1
ATIVEBUAUYNABILAZAVINANYIAIvBITaYa (Checksums) tJusiu

2.3 anamFouldau (Availability: A) Ao nsvinliszuunseteya annsaidfauasldauldilodly
Fio9ns Feaunsaldisdrsesdeya (Backup) msuSuausaluan (Load Balancing) wag msviusufAussuy
NNALAUR (Disaster Recovery Plan) 1Hudu
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waluladmsgaunguaduidaduaneudesnisiaifiunquaduifiedsedtilufivaends uay
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naenauNIHNIIANUalasyanaTiany uasdssieiindeanaumileueiitanususafisdu iudu
winnsalfananwihlinmsdnnsnauwagusuuiislifinnudasnds Jufnnisuudsuasimmunmealulagnig

frunuIegeratie lngausauumuenatiold 7 o Awanddunised 1

A13197 1 gaveamAlulagn1snAunLa

gavaunAlulag 5889
gail 1 gaBuduYeInsisia stuunsidunauadlifinsianeda
nsdamsnauakuUNug Hugussaudaau nyuedugniafvlunuuiilivasnsde wu Sudin
(fewl 1970) Tunthemnud wieiuliluanmwedewilsifimsaiuau mngay
woagliannsadteyanduinls uasfinnandssainnisgnlaud
gail 2 Sufimsiiausuuafa Key Escrow [6] luidedninng nanade s
wIAAfiLgLYe Key Escrow Annayualifuyanaiiaudiidedels (Trusted Third Party: TTP)
(¥2MAIT5Y 1970-1980) dieldlunsaianidu wwidndseglutisiumamgud dalaifinssidu
Baulevwegadumenis
gail Sgunaamsg lauslldsruuitheta lanunsalsgdnfadeyaldlae
msudnsuleuns Key Escrow Tas weudiengvaner1u TTP 1 eadusunsUasadsnielu 1oy
NA3g 1Aa53n19 Clipper Chip hag 1@ 7574 Escrowed Encryption
(%391 1990) Standard (EES) [7] waildsunszuasaiuainaiauszyrsy iy

msazidinauiludind 1w Howard S. Dakoff [8] Mleilsinanuiu
Jn1sandunisaenandeseg neldnseuvesnguanefdaiy

FaLau
= ] .:1' vy Y Y o N |
gl 4 e ANNS)AUNYRITUYNYTUINSIIITUMISIsTai Ay
nsldionuinavaudnaslunisd  dudeunindu dn1sldqudnaisnisgaungyua (Key Recovery
AUNGYULD Center: KRC) 523 ULBLaudnAun i (Key Recovery Agent: KRA)
(@9Uan8U 1990) Tngodenisuusuaudu (Secret Sharing) [9] Fatdunnsvienu

wuvldvateiolaudlunisg Aun aud (Multiple Key Recovery
Agent: M-KRA) [10] Lit8anAINLELI91NNTHNYIAN QYUAUALHEE

WAie
gad 5 Aauwwannsaialanlun1snAunua (Key Recovery Field: KRF)
NMIVOVHNUIETY LA¥N13Y 0 UNYKINU (Secret Key Encapsulation) [11] 7111911
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gavaunalulad BEGHeRL
(4291 2000) nelamalulaglassasnan ugiunayuaaisisae (Public Key
Infrastructure: PKI) [12] iietaiuasiennuiuasUasnnouaziiely
N159ANITUINTY
o o a vy & .
aAdl 6 WRLILUIAANITN AUN QYRILUUNAIELELIUA (Multiple Key

NMSNAULUUNTEAELAEVAIBLBIAUA  Recovery Agent: M-KRA) Wuunszaneaud (Decentralized) [13] an
wuunsgateAud nielyWann  AMUEaIn Single Point of Failure uagtiiuaudane ulunisg

Augnand (¥t 2010) A

gail 7 wissnFuilafeanaunAeuiimeiAteuu Iagly Post-Quantum
gARIBUANLATOUIAN Cryptography (PQC) [14] Lﬁ'as[,ﬁ’izwfjﬁuqzymemmiaﬁuﬁa
@ 2020 Wwsulv) ananluswiesldegneddu TnglddaneTsuifinrmudansa u

NSITFERULUUDENINASANE Kyber Loy @319aneilotofndvianie
Dilithium iU Falcon [15]

3.2 AnunInguazANdIAg vaamnAlulagn1sAUNYUIAY
3.2.1 ANuvsngveamAlulagnSAAUN YWY

walulagni3AuUNYUwINU (Key Recovery Technology) vangils SEUUNTENTZUIUNIST
sonuuuLielansaiihdesedAunyuady Tunsdiinyuadugamevieidome dwalilianansaldau
nonsvials uavsesiumsgaunquaduiionsiinfeteyaiifiosnsnsivaeuesregndesnungrune Tagld
nalnlunsuimsdnnsnauaiifianuiunsasadoge Bangu annsadhdedeyaddylelunsdlanidu way
fapssnwanuudiuds Jeatumsidndedoyalaslildsuoynyn

3.2.2 AudAgveamAlulagnSAAUNYWITY

wieluladmsgaunauadu Wussdusznouiidduesmssnuanusiunsasafovesdoya
Tugadavia lesanntaeliifldau osdng misausing 9 awnsafuiieduanudssanmsgymevesngua
uazfiuaudavgulunisinmstusanauifredeyauuluues Sntsdseairsanudulalfiuglda
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ANIELN9INNTEYYNEYDINYUIFY

3.2.2.2 avfuayuanuselloveigiia

Pwananudssiviligsiavgauein iiliesdnsausadiuteyaiidsialalunne
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WeswnnisiinalnnsdAunauanudunss Freliaunsasufiedudeanauliegied
UsgdnSamunniu 1w nslaufkuuwsuduwls (Ransomware) Miimaiinsadeyald mndisvuudAunaus

a

78 fanunsadrudeyansevaniondeyald Inglidndudasdissduala viesauduuserlaud
3.2.2.4 Hhedaminsfauszuulugisianings
lunsdifissuuiAnanudumar maluladdvaeliaunsoflugvieddudoya Adns
whsialildegagneinuayiiusednsam
3.2.255 duguanudsduvesnslimalladansaune umnslindsluszuuadia
namAsmaluladmsdAunauaduiifiuszansnm freauanudesiuliiugldauly
Uiuneng 9 Mdeyaiigndaiivaziduniudy wariivdnmsuimsiansifianudasasts wiluaniunnssid
fmuidesiodanau
3.2.2.6 atuayunsuumnudemmvuauasngmuie
nsgaamnsalunangyseina Inguaneviedorimuniivatunsiansteya wu
ﬂg‘mmstiﬁmmaqsi'fagaﬁauqﬂﬂaﬁumwaLﬁaaawquBU %39 EU (General Data Protection Regulation :
GDPR) lddnazilunisdamsdeyavesussimaaundnaelunianisuen EU wienguunedunsesoyadiu
yAAa (Personal Data Protection Act : PDPA) aiilefinsvuiunsdunaus szgieliamnsaufifiang

Tomnupnina ManudAyiunisundesdeyadiuyanalaine azain Yasasde uaslinnulussdauin

v
=

897
3.3 sUwuumsiAunuagy
NMsANYIMALLlABNITAAUNALY @asalUsmINanwzNMIAuNLala 2 JUkuY dauansly

JUN 1 wazilsgazideansioluil

S-KRA M-KRA

(1) Centralized Key Recovery (2) Decentralized Key Recovery

4 [« | Y4 N
o) || (o] (on)-(on) ||(=] (o) (o )

)

JUN 1 JULUUNSOAUNGUAEY

3.3.1 gUuuudl 1 msfiAunauanuulfielaudifien (Single Key Recovery Agent: S-KRA)
N52UIUNTTUTDY SKRA agldifies 1 1owaud nioldioiaudifien (Single Key Recovery
Agent: S-KRA) TumsdAunaua [16] WunsiauszuuiAstuluriaiunsn fnssurumsviauitlddudou
FaseaAndeanammilaiuessuuuulnl o uasliseiuanusuusaiiannsoaiuaudemesosyuunn
Tu [17] 19y mmLﬁ&ﬂﬁ]ﬂﬂﬂmmé’mmaﬂugmwu Single Point of Failure (SPOF) nsufiasnisliu3nis
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(Denial of Service : DoS) vi?aLLﬁﬂssﬁamiaui’i’wﬁmmLaLaufﬁ (Conspiracy) lOUA U A ONINTTHAIU
welulaglutimds 3dldoonuuudrumsvhauidausiunasadodfiuanniy remslioausateie
Lausl (Multiple Key Recovery Agent : M-KRA) Liusnwiaiuysenauvednguadu wazsiududau Wadlite
anAEseien I EBeTiAnTURy S-KRA

3.3.2 giJLLU‘Uﬁ 2 mspAunguaLuUlivaelelaus (Multiple Key Recovery Agent : M-KRA)

i

M-KRA aglflarausidaus 2 woauituly lumsdmfvdulssneuremauady wazsamiug
AUNELA 1ABNTEUIUNTYINAUYEY M-KRA 31 2 URUURR

(1) M-KRA flende KRC wiai3undn NMSNAUNKALUUALENA1 (Centralized Key Recovery)
18] Tuguuvuil KRC il AadeUsranunussninaoiaud §aunqua il oviuiid samdulunisdiy
AIUUTENOUVBINHYUA

(2) M-KRA filsiond KRC w3oi3endn nsfAunguanuunszaegue (Decentralized Key
Recovery) [13] Tuguiuuil KRA agviausanifugFosmenisdaunaua Taglifl KRC usnandlunisiinse
Uszauu

WawIsuiisudenuazdeidsvaamsiaunauawuulivangionuiniaesguuuy tonadnsas
wanlunisei 2

M13199 2 MsSpuliieuteduastaidavaamsiaunauakuuldvasieiaud

sUuU Yof Joide
M-KRA fiondoudnans 1. svuuviedlidudeu 1. ifle KRC iindetndondene u3o
TunIHAUNYLA 2. ennsiesUasuutatwes KRA Ty lasuanudemeaindeanaiy g
NAUN1NAY danalvszuvaumadllyaiunsa

Tusn1sla (Single Point of Failure:
SPOF)

2. Sudusesldeuussanaldunisuims
3015 KRC Aaut19ge

M-KRA filsienfe 1. S8UUANNT0ANANNLEENEINS 1. MInuveITTUUIiiauduteu
Augnatlun1seu WndvanAluguluy SPOF %30 Liinau
NoYUa DoS 2. Pndudesdiifaridunisigaiiess

[

2. laifidunuludiun1suinsdnms - vee KRA lungunsirunauansany
KRC

4:4' v = vy v o & lw A o &

R399 2 aguleinnmsidengunuumsiaunusuiiy duegfuusunanudndy uazaiy
Aoinnsanuiuaivaensdeveteddns windussdnsiidenisainuiiuasganunziunsld M-KRA wuu
¢ . = = a o Xy a a s a Ao = %
n3zAuY (Decentralized) liteanA3de991NN1SIANRA NsilfoeiinszuIun1siigalfiiatensnnu dvenaly
WUIRAVBY Zero Trust Security (ZTS) [19] Aillinslaldniegunsaila q lnednludd wlidi1azeyly
LA30Y1HRIANILAEINY WHILNITNTIVADUAINUKALENTNITTRIVENIAAUNYLINNATY nSolEnann1T
Multi-Factor Authentication (MFA) [20] Faidunisgududinunuunatetuney e biwiladngldidns

! gj d‘ YA ;4
LW?UU%&WNW?QQQUQ@LLQIW
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3.4 asAUsznauvasmAlulagnsiAuNyuIay

A o o

walulagnisfAunauaduiiesdusenay 3 diunddglunmsviinusindu iivedAunguasuuag

sesfumsidniieteya lneillassainsveusaresAusenaudil

3.4.1 ﬁ’mmmﬁumﬂaamﬁwmQ‘L%’mu (User Security Component: USCn) Sunuivuasniiii
Tunsdnnsidesarmannsalunadisiadunarnonsiadudoya yuisatuayunsifiungus easiinng
LLuUWaﬁﬁiﬂuﬂWﬁﬁﬁuqagLLﬂ (Data Recovery Field: DRF #3® Key Recovery Field: KRF) iﬂﬁu%ga‘ﬁ'mu
s saduudn (Ciphertext) USCn viwiilludauiid eusogldaudussuudaunaua welviiilad
foyafithsiaanunsadiulsogisuaende

3.4.2 drumidgaug Aunaua (Recovery Agent Component: RACN) ﬁmﬁwﬁﬁmmsqﬁmwﬁu
sfenafiuinvnasmsgaunaualunsdifinauagamenseliaunsaldenld Uszneusogudnanansd
AuNaKA (KRC) Waz/v3e viige1ud Aunawd (KRA) 913dn15ldszuunisusmsdnnislususesnaua
#1519 (Public Key Certificate) M%Iﬁmqa%’wﬁyugmmiu‘%mﬁmmiq@u%ﬁ’ﬂﬂ (General Key
Management Infrastructure) Saushetfteatiuayunssiiiuny

3.4.3 drunsnAudeya (Data Recovery Component: DRCn) Usenaunlgdane3iu luslnaoa
waznszuIuMsTnElilanguaduann DRF wie KRF fuuuiniudeyaidisia iitevngyuatildlunonsiadu
foya Tnenszuunsiaveunmangdfifardlunsifunyuaiity

3.5 d9UUENAUVINTTUIUNIINITAAUNYUIAY

wieluladmsgaunauadu iunsdhsfasmenyuaduiiondeanuaansavesnisdises (Backup)
Toyaunsdwvesnaua wewldlunsnensiadu ngerdeanulingda (Trust sexliansluniadnis
Yoyassnaniu TTP Ssnszurumsirunauadudesduiumsnelduloveniengraneiuiueu yanad
ansafewemsiaunaguauazianiiiifsteyangus Aofiidudwengyus vienhsnu/yaainsves
fyuaiianslunismseaeutoyaiidsiussuuiaietnslngveusengmng

nsgUIuNTd AN Ay Avhaunisldineluladlassadaiugiunguaaisisae (Public Key
Infrastructure : PKI) fidhuuszneu 4 druvdn q dauansluguil 2 Ssuszneude

Receiver

# #
Sender ' Key Recovery Center Key Recovery Agent
« «

(KRC) (KRA)

Trusted Third Party
(TTP)

]
=1

JUN 2 duUsEnauveInsEuIuNSNAUN LISy

gl 1 fda (Sender) dntii

(1) a

(2) asianfiiu KRF weldlunisihunaualuniends
(3)

v £

$rdoyadiuaty weddlitugiu
3) wuuilan KRF iihiuternuduatu deludafSunnasivesnsaunndeans
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duil 25U (Receiven/TTP lunsdliffunauadugamevielilannsaldnensiadoninusuatiu
I vi3o TTP desmsnaualunisaeasiiadeyaiiienisnsiaaeu vt
(1) $owwemsffudulsznauremngua vio mafAunquadu TUss KRC 3 KRA Tuagiy
sULuuNstAuINg
(2) vundsoahmifiduadeyanquadu deldiudeyadiulsenouvaanguansudu
90 KRC 38 KRA
dil 3 guinanslumsiunaua (KRO) Huth
(1) USN5TANIIAYUD waz KRA na1afe uquinarslumsidungue uasidouse
Usranuanuseninag3eavensfaunyua fu KRA
(2) memuTmduUsEneuTeNguady viefAungua deidulunuilaidunsliuing
druil 4 wudilEMsiAunL (KRA) Huth
(1) fAuduusznevveinauadu Weldiunsdowensirunguaangose
(2) fndsdruusznouvaanauatigniedlulitese Wevinsifungyualuduneugaiie

3.6 TUABUNITAAUNIUAETY

[
[ o w

nsgwIunstAunuIdudutuneuddylussuuausiunsaendevesasauna Wieliaunse

7]
'

a

wnisdeyaiidaialile udlunsdiiinyuaagme viedianudndusead fvoyanudafivun ognalsh

a

mulutuneuidesdiinnsnmsmuaniimnyay Wesrldidumsazdannududisivesldau lnenisg
AUNEUHIRY TaAutunaudsdelull

[
o

3.6.1 nMawissndeyauaznmsadsiladndaiiu KRF (mihiivesids) visil

o

19UUUNUFIUYRY PKI E

3.6.1.1 wisudeyaduatiu (Plaintext) wazai1s KRF tesossumsiaunguaiilesiy
3.6.1.2 dstoyasuaduluniouiuilan KRF
3.6.2 mseswemsfiAunama (Mihiives3u viembhenuiitdvslunsiifanaua)
3.6.2.1 vnnaagaymeviseldanunsaldusmsle asiinissesremsiaunyua
3.6.2.2 &1 KRF U8y KRC vi3a KRA Bugjfusuuuurasnisliiuins
3.6.3 NMITIVTIAWYTENOUVBINAMD UANITHAUNYLA TNTEUIUMITINY 2 JULUY AB
sULUUT 1 nszvrumstaunauaiionds KRC (idives KRC wag KRA)
(1) 1ile KRC ¢ 3udfosadAunaua wiondy KRF axfinisnsaaaeudnslunsidiis
naualudesiu ntusdosmediulsznoungualuss KRA fidendes
(2) \ile KRA l¢¥udn¥esveduusznauraangua xlinszuiunmsfigatiiieis uazdnds
duusznauvaanaualliiu KRC
(3) 91Nt KRC yhn397usamautsznauvedngiaann KrA Wesumuldasudau
ANYIILAD zAINNLINY delrnugSesvenaly
ogdlsfimumssenuuunszuiumsiiunauavessUuuull aunsaueumnglifieswonis
A vhwthillunsdAunguadusenuies Wediuarasnfouazanududiuiaanndedy
sULUUT 2 nsguaumstaunguatilionds KRC (wihilves KRA waviFesvemsiiunauo)
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(1) 1o KRA I¥$udfoswadAunague wioudu KRF agiin1snsndeudnslunisidii
ey wazdsduUsenaunaualudeiose

(2) {50195 IUTINAIUTENBUIBINRYUITUATY waginsAInNALady ey lUld
lunisnansiiadoya

3.7 lnssa¥eilanlunsiAunaua (KRF)
msdnifunauaduiiiesesiumsiunaua imseenuuulassadlneddsdsanuiunasnsie

Anudeameu Anaindodio aududiudi uazauaansalunisdaungu ieanmnudssainnsgn
Taufmslaued ddlumaluladiuuu M-KRA azutsnauasenidudiugey 9 musiuau KRA ﬁlﬂi’fﬁm%’umsﬁ
Au Tnedauiuliluilast KRF Tnelassaina KRF Afasiunsasadfogs msUszneulushedoyafidndu #s
uandluguil 3 uaslieandeadsdelul

TaseasraflanlunisiAunaua (KRF)

AUUTENBUVBINYUINUY

LAANIUIFNSUNISTUTUAINUVDI KRA

woANIUIEMSUNITNAU (NTAIH KRA &)

Joyasu 9 d1MUN1IATIVABU WIBNFIURINU

5UN 3 lassadsiladlunisnAunyua (KRF)

3.7.1 duuseneuvesnauady linsnszaneludnuaenisursaudu (Secret Sharing)

3.7.2 wonviddaddmiunsBuduianuues KRA Mleglungunisiu nonisimunansniadnis
KRF Tagld 918n15A70AuN151 TGS (Access Control List) w3ansmiuauans msidrdanuunuimmiii
(Role-Based Access Control)

3.7.3 wemn3DnAdmsunsgAuduUsznouvesnyus Tunsdl KRA fieglungunisiauan 3o
nalndnses (Failover Mechanism) flanansafmunsiuau KRA Indesilogstios n 910 m tetaud Tunsd
AuUNaYa (Multi-Agent Consensus)

3.7.4 foyaidndudu 4 dmsumsnnaaeuvidensiigadiaiwesiiisidedunisieans e
Wineusiunsasnsts wavauideiievesnsdeans Wy Jeyaluiusesnauaasisazyeaolaud waz
vouitiavslums¥esvensifunaua WWudu

g slsAmuUseifiunisfigaiin KRF danuauysallignivdsunvadluduFesdifediaudidy
Tngansaltssuuiufiniuutesiunisuasuulas (Immutable Logging) [21] ﬁaLﬁuﬁﬁﬁuﬁﬂﬁﬁagaﬁhj
annsnau wily viedauuadld ileliuladnfudeyaidaud (Integrity) uazanunsaldiduvdngruluns
n3nApUdouvas (Audit Trail) Tiiefiold silnnmstosvenasnsdAunyuamsldfumstuiinlussuuiiie
MINTIAERY
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4. NMFAATITIUAZFUATIETLLININSHMUIAlUTaBN1SfRUNUAEY
waluladmsiAunguaduiimsiamnetiseiies ieliamnsasuiedusoanaumslaues sl
vanvategULUL waziieatuayusessumaluladivl q lusiuaiudasads naonsuiiluuszgndldlu
uds  dadnsdnwiaudasadevestoyalussdng msuntesdoyadiuyana uaznisteduld
Tunanguane Wudu Mnsdiedsvesnailuvssyndldssd
n3aiA 1 umsfunagsunIg
suimsmalvdseauanadnldssuy Enterprise Key Management (EKM) $aufiuinaluladnisg

= =

AuUNEYUA walviaunsadntiadeyagna ndinnauasuildiinsviageme stuvagimunldihenudaui

'
a

\Jefieold (Trusted Recovery Agent: TRA) ¥ismungldfeulvauasndeimmualy wu nsld¥uoua
Nneengvane wavineauguAudssnon JsiidunsiAunauaduiazannsaiinadeyals

n3AiA 2 9MuEEITAIEY

TsaneunavinavglunaneUsena wu ansgewsni warluglsy ledunAnnisiaungyuaduin

T459/u Health Information Systems (HIS) titeuntiostoyagtiae Tunsdlssuugudeyaviesiianugnay
videgnlaui neldlaseadrsuuy M-KRA filEesmansaumna dhenguune uwagimimiiedoya fos
nusuiy Faezanansadfusasiintiadeyala

oghdlsfmunmamstanmaluledilueuan Fesjathilufimsuitiymanseureunelulad fe
Uspifiunrndssaadnnaumilauesiifimusuusuasdudounntu msfigadsnulunssurumstiu
nayuatidesiiniinnu aeandestunguaneanulasade waziswansanududiusivesldo

atinmsmeluladffuasoniaundunsgunaua wviliinanudangu amsafufledude
Anaumaleiuesliegaiivszansam ndeufuainannudestuliildanlugafdsia Tnsuumisuns
simuineluladmsfaunauadulueuan ansnsnaslddedelud

4.1 nsihdgyausehvg (Al: Artificial Intelligence) LLazﬂﬁL’%auimaam%ﬂ (ML: Machine Learning)
unltlunszuaumsifunguedu wWislsinmsgaunguaiinnuasnss emnudangununsiowerau lag
T Al asadumnuiinuniuaziinsginginssunisieswe dsazendedeyansaifnazsuuuungingsud
Lﬁm'fyuiuaﬁm (Anomaly Detection & Behavioral Analytics) Tngo1aldluiaa Anomaly Detection #3©
Decision Tree lunsiiaszinginssuuuuiieald [22] Midileanaudssvestoanaumalsives

4.2 nseenuuulaaanisfAunyuanuuRaNHaU (Hybrid Model) Wi aifi undnustunsUasasely
nszuIuMsHAunue Wunsvhaulusuuuy MRS ldvanmsnany Zero Trust Security (ZTS) [19] Tag
mualiimansageudnunnada 1y Multi-Agent Authentication wiansfigatifanuuuuldvaisie
19U way Al-Based Security [23] 4 Al Tumsnsaadung@nssuiiauni (Anomaly Detection) sjautfufinis
Brudsuuuungfnssuunivesssuuviedliny wasnmaduanudesvuiionntedftoanaurienislaud
uay Blockchain Logging [24] Ailfinaluladudeniulunistiufinteya (Blockchain Logging) taelsansnsa
afsszuuduiingldanunsaudludoundsls daeliaunsansiadumsvasuuvastoya wazairenany
undefelussuuinuanuasndvvestoualfessiiuszavsningean wazantdedluinndoananuls

4.3 Waun3fAunuaildasdadns vesdld warundesdoyaninnindrislaedvou (Privacy-
Preserving Key Recovery) Iﬂﬂ%’mwﬁﬁﬁaﬁu%’;uqq 11 Homomorphic Encryption (HE) [25] Salumnadia
felanunsadunvieUszinanadeyaiignidisia Taglidududesaensia nande szuvanunsn
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MsnsvEsUasduRiTa mafigatiinuanluiusesnaua Weleulvmsitdstneidududeandfedoya

fuviads wagldnszuumsnnaaeuvanesziu Weliiulahnmsiiunguaiinisiunsasnds waziiaina

Judnuiigean
felsmstmaluladmsiAunguaduanliifiofiuarsiunsasnfovesdoyauaznsdeans u

o o

wwmandanudndusardrdy lunmsiaunlassaiaiugiuiuanuiuaslasnsislugafdviaegedadu

5. unasy

walulagnisnAunyuadu (Key Recovery Technology) farudfalunisaduadennuiuad
AnuUaensdevesdeyalugandvia lnediedesiunasuilatagwn 2 Ussifiufe (1) Nsagyeveenyuasy
visenauaduldanlaild (2) sesfumsiindsdeyaiivosasdelnsveusengmne siliannsadhfedoya
ddiignidnsialilfegnsUaends Tngliandarnuduiaranudududavesslda Sniadsdinn
donnnesiunguueAuATlaYadIuYAAR iU neAuATaslayadiuyAnavedannnglsy (General
Data Protection Regulation: GDPR) [26] uaznszs1vUayejAnunsestoyaduynna w.A. 2562 (Personal
Data Protection Act B.E. 2562: PDPA) [27] Fafvualiigmunudeya desdnlvidiunnsnisfivuzaile
deafunsdnfadoyalagliiliueugn sudsiesanmnsadfudeyauaznauaiiofeddunsdaniduedis
Uaonfouazasiaasuld iilelineulondsungumuneuazasessuldoisanysal annuidsaninnisgn
Aniuad waradeanulusdalunisianisdeya

wAlulagnsNAUNWD dsanlinudneaensaula 2 suuuu Ae (1) msgaunyuakuuldioaud
1Ao7 uaz(2) mgaunquanuulivansielaud dslugadeulieldguuuud 2 esaniluszansaneiu
arusiunsiaenfogendt daunssurunsdfunguaduiu widldibu 4 duneu Ae dumeudl 1 Hunthilves
s Tunsindoadeyauagnsadafiad KRF duneudl 2 anfndulunsdiifesnsiosvefuuinisdAunyua
Tnof3uvdenhonuifavdlumatrdanaue azdeseludidmiimiiliuinsiiu fe KRC 3o KRA
Tumeudl 3 uay 4 mirea1u KRC u3o KRA agvimiifisausmdiusznousesnaua wagdAungus nu
flardunuildsuneumnenseimualuszuumuaiy

mMsdAunauaduiiesnuuumetunsUasassuariinudavey Baelvesdnsanansasuiefy
wanseianiduniesoanaufiintuld wu nislaufivdlees annsosiundeyafidems annnuidems
M9§3A9 Wiiaudefelviiusy At uasvilinsdluemdanuderousluanmwndendisinny
dosandonnaiugs uenainidmasundesteyaliiauiiunstaonde uarannansenusiolassaing
flugiuresesdnsdenssuiumsdauiiundede dmalimaluladdifunalnd dnlunisadns amnusfung
Uaensouazanudsdululanadiia

wuansmswannluswanasy wiulufinsldmalulad dyaussivg uaznsFoudveaios ns
ponuuulumansiAunyuanuurauna ielinmusiuasasadelunszuumsiaungus uaznnsld
wadanadrsfadutugdumsiannmsiiunauaiiliandeanivesld weruniestoyamnmadidsag
fivou lelinszuiunsfiunguadiauaenfouasiisyansnmnntu nsiaunasgiuanadiunisd
AUNEULY (Key Recovery) girelmaluladdl anunsathluldldegnaniimans uasiinuindedelusysu

p9ANsHaysEaUlan
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