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บทคัดย่อ 

การรบกวนแบบพัลส์ เป็นภัยคุกคามรูปแบบหนึ่งของการรบกวนเครือข่ายไร้สาย ซ่ึงผลของการถูก
รบกวนท าให้ประสิทธิภาพการท างานของเครือข่ายไร้สายลดลง เช่น ท าให้ค่าเฉลี่ยทรูพุทของเครื่องที่ถูก
รบกวนลดลงหรืออาจจะท าให้เครือข่ายไร้สายไม่สามารถท างานได้อย่างมีประสิทธิภาพ งานวิจัยนี้ได้น าเสนอ
วิธีการเพิ่มค่าเฉลี่ยทรูพุทของเครื่องที่ถูกรบกวน โดยใช้วิธีการแบ่งแยกส่วนแพ็กเก็ต ร่วมกับการส่งในแพ็กเก็ต
ในขณะที่ไม่ถูกรบกวน ตัวแปรที่ศึกษาในงานวิจัยนี้ คือ ขนาดการแบ่งแยกส่วนแพ็กเก็ต และ ระยะเวลาในการ
ส่งแพ็กเก็ต ผลการวิจัยพบว่าวิธีการแบ่งแยกส่วนแพ็กเก็ตอย่างเดียวท าให้ค่าเฉลี่ยทรูพุทของเครื่องที่ถูกรบกวน
ดีขึ้น โดยจะท าให้ค่าเฉลี่ยทรูพุทเพิ่มขึ้น 49.6 % แต่ถ้าใช้การแบ่งแยกส่วนแพ็กเก็ตร่วมกับการส่งในช่วงเวลาที่
ไม่ถูกรบกวนจะท าให้ค่าเฉลี่ยทรูพุทของเครื่องที่ถูกรบกวนดีขึ้นที่สุด เพิ่มขึ้นเป็น 88.62 % เมื่อเทียบกับการ
โดนรบกวนโดยที่ยังไม่ได้ใช้วิธีการแก้ไข 
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Abstract  

Pulsed jamming is a type of wireless network jamming attacks that can have high impact on the 
quality of the network. For example, the average throughput of the jammed device can be drastically 
decreased, resulting in the network working inefficiently. This research proposed a method for increasing the 
average throughput of the pulse-jammed device. This is done by using packet fragmentation together with 
transmitting the packets while not being pulse-jammed. The variables studied in this research include the size 
of fragmented packets and the duration of packet transmission. It was found that fragmenting the packet alone 
could increase the throughput by 49.6%. However, fragmenting and sending at the appropriate time could 
increase the throughput by 88.62% when comparing with the throughput when being pulse-jammed. 

Keywords: wireless jamming, pulse jamming, packet fragmentation  

1. บทน า  
การรบกวนแบบพัลส์ (Pulse Jamming) 

เป็นภัยคุกคามรูปแบบหนึ่งของการรบกวนเครือข่าย
ไร้สาย ซ่ึงผลของการถูกรบกวนท าให้ประสิทธิภาพ
การท างานของเครือข่ายไร้สายลดลง โดยในงานวิจัยนี้
ผู้ วิจัยได้ศึกษางานวิจัยที่ เกี่ยวข้องและได้สรุป
ประเด็นไว้ 2 ประเด็นคือ ด้านผลกระทบของการถูก
รบกวนแบบพัลส์ และ ตัวแปรของการรบกวนแบบ
พัลส์ที่ส่งผลต่อประสิทธิภาพของเครือข่าย 

งานวิจัยด้านผลกระทบของการถูกรบกวน
แบบพัลส์ ได้มีงานวิจัยหลาย ๆ งาน แสดงให้เห็น
ถึงผลกระทบของการรบกวนแบบพัลส์ที่ท าให้
ค่าเฉลี่ยทรูพุทของเครื่องที่ถูกรบกวนลดลงหรือ
อาจจะท าให้เครือข่ายไร้สายไม่สามารถท างานได้
อย่างมีประสิทธิภาพ เช่น Yu และคณะ ได้น าเสนอ
การจ าลองและวิเคราะห์ประสิทธิภาพของผู้รบกวน
แบบพัลส์ที่มีต่อสภาพแวดล้อมของการสุ่มล าดับ
สัญญาณรบกวนในระบบ DSSS (Direct Sequence 
Spread Spectrum) ซ่ึงผลการทดลองแสดงให้เห็นถึง
ประสิทธิภาพที่ ลดลงจากการถูกรบกวน [1] 
Benslimane และคณะ ได้น าเสนอการวิเคราะห์

ผลกระทบต่อการรบกวนบนเครือข่ายไร้สาย 802.11 
โดยใช้เครื่องมือ NS3 ในการจ าลองสถานการณ์เพื่อ
แสดงค่าทรูพุทที่ถูกรบกวนด้วยการโจมตีรูปแบบ
ต่าง ๆ ซ่ึงผลการทดลองแสดงให้เห็นค่าทรูพุทที่ล
ดลงจากการรบกวนแบบพัลส์ [2]  

งานวิจัยด้านตัวแปรของการรบกวนแบบ
พัลส์ที่ส่งผลต่อประสิทธิภาพของเครือข่าย  ได้มี
งานวิจัยหลาย ๆ งานวิจัยที่แสดงให้เห็นถึงตัวแปรที่
ท าให้ประสิทธิภาพของเครือข่ายลดลงเมื่อถูก
รบกวนแบบพัลส์ เช่น Michael Hall และคณะ ได้ท า 
การศึกษาและวิจัยเกี่ยวกับผลกระทบของการ
รบกวนแบบพัลส์ส าหรับประสิทธิภาพเครือข่ายไร้
สาย 802.11 a,b,g โดยนักวิจัยได้ท าการวิจัยโดยใช้
การทดลองเป็นการรับส่งของ VoIP (Voice over IP) 
บนเครือข่ายไร้สาย 802.11 ค่าพารามิเตอร์ที่ใช้คือ 
repetition interval, pulse duration และ ค่าของ
จ านวนการเช่ือมต่อของ VoIP ผลการวิจัยพบว่าค่า 
pulse duration ที่มากกว่า 1 ms จะท าให้ประสิทธิภาพ 
ในการลดค่าทรูพุทและความจุ (Capacity) ได้อย่าง
สูงสุด และค่า repetition interval ที่น้อยกว่า 10 ms 
ส าหรับ 802.11 b หรือ น้อยกว่า 5 ms ส าหรับ 802.11 a/g 

http://ieeexplore.ieee.org/search/searchresult.jsp?searchWithin=p_Authors:.QT.Zhang%20Yu.QT.&searchWithin=p_Author_Ids:38004674000&newsearch=true
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จะท าให้เกิดการลดลงของค่าทรูพุทอย่างสูงสุด [3] 
นอกจากนั้นยังมีงานวิจัยของ เอกรัฐ และศิรปัฐช์ ได้
น าเสนอผลกระทบของรบกวนเครือข่ายไร้สายแบบ
พัลส์และแบบกวาดที่มีต่อเครือข่ายไร้สายแบบ Ad 
hoc โดยศึกษาถึงผลกระทบที่มีต่อค่าเฉลี่ยทรูพุท 
(Average Throughput) ของเครื่องที่ถูกรบกวน โดย
ตัวแปรที่ศึกษาคือก าลังตัวส่งของผู้รบกวน (Jammer 
Transmission Power) เวลาที่รบกวน และ จ านวนผู้
รบกวน โดยผลการวิจัยสรุปได้ดังนี้  1. ก าลังตัวส่ง
ของผู้รบกวนแบบพัลส์ ไม่ส่งผลต่อค่าเฉลี่ยทรูพุท
ของเครื่องที่ถูกรบกวน 2. เวลาที่ใช้ในการรบกวน
ของผู้รบกวนแบบพัลส์จะมีผลต่อค่าเฉลี่ยทรูพุท
ของเครื่องที่ถูกรบกวน 3. จ านวนของผู้รบกวนแบบ
พัลส์ที่เพิ่มขึ้นไม่ส่งผลต่อค่าเฉลี่ยทรูพุทของเครื่อง
ที่ถูกรบกวน [4] และงานวิจัยสุดท้ายที่ได้ศึกษาคือ
งานวิจัยของ Harjula และคณะ ได้ท าการวิจัย
เกี่ยวกับประสิทธิภาพของ IEE 802.11 บนอุปกรณ์ 
WLAN ภายใต้การรบกวนหลายแบบ ซ่ึงผลการวิจัย
ในส่วนของการรบกวนแบบพัลส์แสดงให้เห็นว่า 
เมื่ออุปกรณ์ WLAN ถูกรบกวน ประสิทธิภาพก็จะ
ลดลงตามระยะเวลาของการรบกวน โดยตัวแปรที่
ส่งผลต่อประสิทธิภาพของเครือข่ายคือ ความยาว
ของพัลส์ (pulse length) และ คาบของพัลส์ (pulse 
period) [5] 

จากการศึกษาปัญหาของผลกระทบของ
การถูกรบกวนแบบพัลส์ที่กล่าวมา และ ตัวแปรของ
การรบกวนแบบพัลส์ที่ส่งผลต่อประสิทธิภาพของ
เครือข่าย ผู้วิจัยจึงได้ศึกษาเพื่อหาวิธีการเพิ่มค่าเฉลี่ย 
ทรูพุทเครือข่ายไร้สายที่ถูกรบกวนแบบพัลส์ โดยใช้
วิธีการแบ่งแยกส่วนแพ็กเก็ต ร่วมกับการส่งในแพ็ก
เก็ตในขณะที่ไม่ถูกรบกวน โดยจะแสดงให้เห็นถึง
ประสิทธิภาพของเครือข่ายไร้สายที่เพิ่มขึ้นจากการ
ใชวิ้ธีการที่กล่าวมา  

 บทความวิจัยนี้ประกอบด้วยส่วนต่าง ๆ 
ดังนี้ หัวข้อที่ 2 ทฤษฎีและงานวิจัยที่เกี่ยวข้อง ซ่ึง
ไดแ้ก่ การรบกวนเครือข่ายไร้สาย การรบกวนแบบ
พัลส์ หัวข้อที่ 3 วิธีด าเนินการวิจัย ซ่ึงจะแสดงราย 
ละเอียดของการออกแบบการทดลอง หัวข้อที่ 4 ผลการ 
วิจัยและอภิปรายผลการวิจัย จะน าเสนอผลลัพธ์ที่
ได้จากการทดลอง และสรุปผลการวิจัยในหัวข้อที่ 5 

2. ทฤษฎีท่ีเกี่ยวข้อง 
2.1 การรบกวนเครือข่ายไร้สาย (Wireless 

Jamming) 
การรบกวนเครือข่ายไร้สาย (Jamming or 

Denial of Service Attacks) เป็นปัญหาที่ส าคัญอีก
ปัญหาหนึ่งซึ่งยากที่จะป้องกันได้  เนื่องจากเป็น
ธรรมชาติของการส่ือสารแบบไร้สายด้วยคลื่นวิทยุ
ที่สามารถเกิดการขัดข้องเมื่อมีสัญญาณรบกวน 
เหมือนกับการส่ือสารด้วยเสียง เมื่อมีการส่งเสียง 
แทรกซ้อนกันจากหลายแหล่งเกิดขึ้นการส่ือสารก็
เป็นไปได้ยาก ส าหรับเครือข่ายไร้สาย Wi-Fi ก็
เช่นกันเมื่อมีสัญญาณรบกวนจากแหล่งอื่นที่ใช้
ความถี่คลื่นวิทยุในย่านเดียวกัน การท างานของ
เครือข่ายไร้สายอาจขัดข้องหรือไม่สามารถท าการ
รับส่งข้อมูลได้เลย  
 สัญญาณรบกวนอาจเกิดมาจากอุปกรณ์
ส่ือสารหรืออุปกรณ์เครือข่ายไร้สาย Wi-Fi อื่นๆ ที่
ถูกใช้งานอยู่ในบริเวณใกล้เคียงซึ่งมีการรับ  ส่ง
สัญญาณด้วยคลื่นความถี่ย่านเดียวกับอุปกรณ์ Wi-Fi 
ในระบบ ส่วนใหญ่แล้วอุปกรณ์ Wi-Fi ที่นิยมใช้กัน
อยู่ทั่วไปมีการรับส่งสัญญาณด้วยคลื่นวิทยุ 2.4 GHz 
หรือที่มีชื่อเรียกว่าย่านความถี่  ISM (Industrial 
Scientific Medical) ซ่ึงเป็นย่านความถี่สาธารณะ
สากลที่ประชาชนทั่วไปมีสิทธิน ามาใช้งานใน
อาคารหรือส านักงานได้โดยไมต่อ้งขออนุญาต 
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ตัวอย่างอุปกรณ์ที่ใช้งานคลื่นวิทยุในย่าน
ความถี่นี้ได้แก่เครื่องไมโครเวฟ โทรศัพท์แบบไร้
สาย อุปกรณ์ Bluetooth และอปุกรณ์ Wi-Fi อุปกรณ์
เครื่องมือทางการแพทย์บางอย่างเป็นต้น นอกจากนี้
แล้วสัญญาณรบกวน อาจเกิดมาจากการกระท าของ
ผู้โจมตีหรือผู้ใดผู้หนึ่งโดยจงใจ ผู้โจมตีอาจน า
อุปกรณ์ส่ือสารที่ใช้ความถี่เดียวกับ เครือข่ายไร้สาย 
Wi-Fi หรืออุปกรณ์มาตรฐาน IEEE 802.11 ที่ถูก
ดัดแปลงให้ส่งสัญญาณออกมารบกวนมาติดตั้งและ
กระจายสัญญาณในบริเวณใกลเ้คียงเพื่อรบกวนหรือ
ท าให้เครือข่าย Wi-Fi ตกอยู่ในสภาวะที่ไม่สามารถ
ให้บริการได้ (Denial-of-Service) [6]  

การรบกวนเครือข่ายไร้สายแบ่งออกเป็น 4 
ประเภทหลัก ๆ ดังต่อไปนี้ 1. การรบกวนแบบพัลส์ 
(Pulse Jamming) 2. การรบกวนแบบกวาด (Swept 
Jamming) 3. การรบกวนแบบจุด (Spot Jamming) 
และ 4. การรบกวนแบบกว้าง (Barrage Jamming) 
ซ่ึ ง ก า ร ร บ กวน แต่ ล ะ ป ร ะ เ ภทต่ า ง ก็ ท า ใ ห้
ประสิทธิภาพเครื่องที่ถูกรบกวนมีผลที่แตกต่างกัน 
งานวิจัยนี้มุ่งเน้นที่การรบกวนแบบพัลส์เนื่องจาก
ประสิทธิภาพของการรบกวนสูงและเป็นที่นิยมใช้ 
[7] 

2.2 การรบกวนแบบพัลส์ (Pulse Jamming)  
การรบกวนแบบพัลส์ จะท าการรบกวน

โดยการส่งสัญญาณรูปคลื่นไซน์พัลส์ (Sine-Pulse 
Waveform) ออกมา โดยการส่งจะส่งออกมาเป็น
ลักษณะของคาบเวลา (Cycle Time) ที่ขึ้นอยู่กับ
ความเร็วในการหมุน ดังรูปที่ 1 การรบกวนแบบ
พัลส์จะส่งสัญญาณรูปคลื่นไซน์พัลส์ออกมา
ตลอดเวลา โดยในการส่ง 1 ครั้งนั้น (1 คาบเวลา) จะ
ประกอบไปด้วยค่าต่าง ๆ ดังรูปที่ 2 [8] 

 

 
รูปที่ 1 การท างานของการรบกวนแบบพัลส์ 

 
รูปที่ 2 การส่งสัญญาณพัลส์ใน 1 คาบเวลา (Cycle 
Time) 

การส่งสัญญาณพัลส์ใน 1 คาบเวลาจะ
ประกอบไปด้วยค่า PD (Pulse Duration) คือ เวลา
ของการส่งพัลส์ใน 1 คาบเวลา, Receive Time คือ 
เวลาการรับของเครื่องส่งสัญญาณ และ PRI (Pulse 
Repetition Interval) คือ เวลาของการเริ่มพัลส์ลูก
หนึ่งไปจนถึงพัลส์ถัดไป ซ่ึงของ PRI จะประกอบ
ไปด้วยเวลาของการส่ง (Pulse Duration) และเวลา
ของการรับ (Receive Time) ของเครื่องส่งสัญญาณ 

3. วิธีด าเนินการวิจัย  
 การทดลองทั้งหมดในงานวิจยันี้จะใช้เวลา
ในการทดลอง 5 นาที และจะวัดค่าเฉลี่ยทรูพุทที่
เครื่อง node_0 ซ่ึงจะเรียกว่าเครื่องที่ถูกรบกวน เพื่อ
เปรียบเทียบค่าการทดลองทั้งหมด 4 การทดลอง
ดังนี้ 3.1 การทดลองโดยไม่มีการรบกวนเครือข่าย
ไร้สาย การทดลองนี้จะวัดค่าเฉลี่ยทรูพุทของเครื่อง
ที่ node_0 ในสภาวะที่เครือข่ายไร้สายปกติไม่ถูก
รบกวน เพื่อใช้เป็นค่าเริ่มต้นส าหรับเปรียบเทียบกับ
การทดลองอื่น ๆ 3.2 การทดลองโดยมีการรบกวน
แบบพัลส์ การทดลองนี้จะมีการเพิ่มผู้รบกวนแบบ
พัลส์เข้ามา และจะวัดค่าเฉลี่ยทรูพุทของเครื่องที่ถูก
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รบกวน เพื่อเปรียบเทียบว่าค่าเฉลี่ยทรูพุทลดลงมาก
เท่าไหร่ 3.3 การทดลองโดยใช้วิธีการแบ่งแยกส่วน
แพ็กเก็ต การทดลองนี้จะเป็นการทดลองวิธีการ
แก้ปัญาด้วยการแบ่งแยกส่วนแพ็กเก็ต ซ่ึงการ
ทดลองจะท าการแบ่งแยกส่วนแพ็กเก็ตที่เครื่องที่ถูก
รบกวน (node_0) แล้ววัดค่าเฉลี่ยทรูพุทเปรียบเทียบ
กับขั้นตอนที่ 3.1 และ 3.2 เพื่อศึกษาว่าวิธีการนี้ท า
ให้ค่าเฉลี่ยทรูพุทของเครื่องที่ถูกรบกวนเพิ่มขึ้น
เท่าไหร่ และ 3.4 การทดลองโดยใช้วิธีการแบ่งแยก
ส่วนแพ็กเก็ตร่วมกับการส่งแพ็กเก็ตในขณะที่ไม่ถูก
รบกวน การทดลองนี้จะเป็นการทดลองสุดท้าย โดย
การทดลองนี้จะเป็นวิธีการแก้ปัญหาที่ต่อจาก
ขั้นตอนที่  3.3 โดยใช้การแบ่งแยกส่วนแพ็กเก็ต
ร่วมกับการส่งในช่วงระยะเวลาที่ไม่ถูกรบกวนแล้ว
วัดค่าเฉลี่ยทรูพุทเปรียบเทียบกับขั้นตอนทั้งหมดที่
ผ่านมา เพื่อศึกษาว่าวิธีการนี้ท าให้ค่าเฉลี่ยทรูพุท
ของเครื่องที่ถูกรบกวนเพิ่มขึ้นเท่าไหร่ และวิธีการนี้
ดีกว่าวิธีการแบ่งแยกส่วนแพ็กเก็ต (ขั้นตอนที่ 3.3) 
หรือไม ่

3.1 ออกแบบการทดลองโดยไม่มกีารรบกวน 
ขั้นตอนแรกท าการออกแบบเครือข่ายไร้

สาย โดยออกแบบให้เครือข่ายไร้สายประกอบไป
ด้วยเครื่องแม่ข่าย (Server) 1 เครื่อง, สวิตซ์ (Switch) 
1 เครื่อง, แอคเซสพ้อยท์ (Access Point_1) 1 เครื่อง 
และจะมีเครื่องคอมพิวเตอร์ 3 เครื่อง (node_0, node_1, 
node_2) ดังรูปที่ 3  

 
 

 
รูปที่ 3 เครือข่ายไร้สายเมื่อไม่มีการรบกวนแบบ
พัลส์ 

รูปที่ 3 แสดงถึงการออกแบบการทดลอง
เครือข่ายไร้สายเมื่อไม่มีการรบกวนแบบพัลส์ การ
ทดลองใช้โปรแกรม OPNET ในการทดลอง ผู้วิจัย
ได้สร้างพื้นที่ของการทดลองโดยก าหนดให้มีพื้นที่
ขนาด 100 x 100 เมตร การรับ-ส่งข้อมูลของเครือข่าย
ตามมาตรฐาน IEEE 802.11g โดยแอคเซสพ้อยท์จะ
มีระยะห่างจาก node_0 เป็นระยะทาง 10 เมตร 
เนื่องจากเป็นระยะทางที่ท าให้ความสามารถในการ
รับ-ส่งข้อมูลมีประสิทธิภาพตามมาตรฐานของ 
802.11g ซ่ึงสามารถรับ-ส่งได้ระยะทางไกลสุด 38 
เมตร [9] คุณลักษณะที่ส าคัญของเครื่องลูกข่าย
แสดงตามตารางที่ 1  

ตารางท่ี 1 คุณลักษณะที่ส าคัญของเครื่องลูกข่าย 

ผู้รับ 

Attributes Values 
Physical Characteristics Extended Rate PHY 

(802.11g) 
Data Rate 54 Mbps 
Frequency 2,426 MHz 
Bandwidth Physical 

Technology 
Dependent 

Transmit Power 0.005 W 
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ทุกการทดลองในงานวิจัยนี้ ผู้ วิจัยได้
ก าหนดให้เครือข่ายท าการรับ-ส่งข้อมูลเป็นการส่ง
วีดีโอความละเอียดต่ า โดยมีเซิร์ฟเวอร์ท าหน้าที่ใน
เป็นศูนย์กลางควบคุมการรับ-ส่งในเครือข่ายไร้สาย 
สาเหตุที่ เลือกใช้การส่งวีดีโอความละเอียดต่ า
เนื่องจากเป็นการส่งที่เหมาะกับการเผยแพร่ทาง
อินเทอร์เน็ต โดยลักษณะการส่งเป็นแบบสตรีมมิ่ง  
(Streaming) ซึ่งผู ้วิจ ัยได้ท าการก าหนดค่าการ
ทดลองตามงานวิจัยของ [10] เพื่อตรวจสอบความ
ถูกต้องของการก าหนดค่าการทดลอง ซ่ึงวีดีโอความ
ละเอียดต่ าที่ใช้ในการทดลองเป็นแอปพลิเคช่ันการ
รับ-ส่งข้อมูลพื้นฐานของโปรแกรม OPNET โดย
รายละเอียดแสดงตามตารางที่ 2  

ตารางท่ี 2 คุณลักษณะของวีดีโอความละเอียดต่ า 

A low-load video application 

 Frame Interval Time         
Information 

10 frames per 
second 

 Frame Size Information 128 x 120 pixels 

 Symbolic Destination Video Destination 

 Type of Service Best Effort (0) 

3.2 ออกแบบการทดลองโดยมีการรบกวน
แบบพัลส์ 

 
รูปที่ 4 เครือข่ายไร้สายเมื่อมีการรบกวนแบบพัลส์  

ขั้นตอนที่สอง ผู้วิจัยได้เพิ่มผู้รบกวนแบบ
พัลส์ (Pulsed Jammer ในรูปที่ 4) ขึ้นมาโดยให้มี
ระยะห่างจากเครื่องที่ถูกรบกวน (node_0) 15 เมตร 
ซ่ึงเป็นระยะห่างที่ผู้ รบกวนแบบพัลส์สามารถ
ท างานได้อย่างมีประสิทธิภาพ [11] โดยผู้รบกวนได้
ท าการรบกวนไปยังเครื่อง node_0 หลังจากนั้นท า
การทดลองและวัดค่าเฉลี่ยทรูพุทที่ เครื่องที่ถูก
รบกวน (node_0) โดยค่าเฉลี่ยทรูพุทที่ วัดได้จะ
น าไปเปรียบเทียบกับค่าเฉลี่ยทรูพุทของเครื่องที่ถูก
รบกวนในขณะที่ไม่มีการรบกวนในการทดลองที่ 
3.1 คุณลักษณะที่ส าคัญของผู้รบกวนแบบพัลส์
แสดงตามตารางที่ 3 

ตารางที่ 3 คุณลักษณะที่ส าคัญของผู้รบกวนแบบ
พัลส์ (Pulsed Jammer) 

ผู้รบกวนแบบพัลส ์

Attributes Values 
Jammer Band Frequency 2,401 MHz 
Jammer Bandwidth 10 MHz 
Jammer Transmitter Power 0.005 W 
Pulsed Width 1 Sec 

 คุณลักษณะของผู้รบกวนแบบพัลส์ใน
งานวิจัยนี้ได้ตั้งค่าตามงานวิจัย [4] โดยใช้ความถี่ 
(Jammer Band Frequency) 2.4 GHz ตามข้อก าหนด
ของเครือข่าย 802.11g แบนด์วิธ (Jammer Bandwidth) 
มีขนาด 10 MHz พลังงานการส่ง (Jammer Transmitter 
Power) 0.005 W และความกว้างของพัลส์ (Pulsed 
Width) 1 วินาที โดยค่าความกว้างของพัลส์ใน
ขั้นตอนนี้จะใช้เป็นค่าตั้งต้นส าหรับวิธีการแก้ไข
ปัญหาในขั้นตอนถัดไป 
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3.3 ออกแบบการทดลองโดยการใช้วิธีการ
แบ่งแยกส่วนแพ็กเก็ต 

 ขั้นตอนที่สาม จะเป็นการทดลองการ
แก้ปัญหาของการถูกรบกวนแบบพัลส์ วิธีการ
แก้ปัญหาของขั้นตอนนี้  คือจะท าการทดลอง
แบ่งแยกส่วนแพ็กเก็ตที่เครื่องที่ถูกรบกวน (node_0) 
เป็นขนาดต่าง ๆ และท าการบันทึกค่าเฉลี่ยทรูพุทของ
เครื่องที่ถูกรบกวน ซ่ึงขนาดของการแบ่งแยกส่วน
แพ็กเก็ตที่ท าการทดลองได้แบ่งตามข้อก าหนดของ
การแบ่งแยกส่วนแพ็กเก็ตซ่ึงจะท าได้ตั้งแต่ 256 
ไบต์ ซ่ึงเป็นค่าต่ าสุด จนถึงสูงสุดคือ 2,304 ไบต์ 
[12] โดยการทดลองจะท าการทดลองตั้งแต่ไม่มีการ
แบ่ง (None) แล้วเพิ่มเป็น 256 ไบต์ ซ่ึงเป็นค่าต่ าสุด
ที่แบ่งได้ แล้วแบ่งเพิ่มทีละสองเท่าจนถึงค่าสูงสุด
คือ 2,304 ไบต์ ดังแสดงตามตารางที่ 4  

ตารางที่ 4 ขนาดของการแบ่งแยกส่วนแพ็กเก็ตที่
เครื่องที่ถูกรบกวน (node_0) 

Fragmentation Threshold (Bytes) 
None 
256 
512 
1,024 
2,048 
2,304 

 การรับ-ส่งแพ็กเก็ตของการทดลองนี้ผู้วิจัย
ได้ใช้โพรโทคอล TCP ในการรับ-ส่งข้อมูล โดย
ขนาดของต้นฉบับที่ยังไม่ถูกแบ่งจะท าการส่งข้อมูล
ขนาด 65,515 ไบต์ ตามมาตราฐานของการรับส่ง
ข้อมูล IPV4 [13] ซ่ึงการแบ่งแยกส่วนแพ็กเก็ตจะท า
เฉพาะที่เครื่องที่ถูกรบกวน (node_0) เท่านั้น  

3.4 ออกแบบการทดลองโดยการใช้วิธีการ
แบ่งแยกส่วนแพ็กเก็ตร่วมกับการส่งแพ็กเก็ตใน
ขณะที่ไม่ถูกรบกวน 
 ขั้นตอนสุดท้ายจะเป็นการทดลองการ
แก้ปัญหาของการถูกรบกวนแบบพัลส์ต่อจาก
ขั้นตอนของการแบ่งแยกส่วนแพ็กเก็ต (ขั้นตอนที่ 
3.3) วิธีการแก้ปัญหาคือเครื่องที่ถูกรบกวนจะท า
การการส่งโดยใช้วิธีการแบ่งแยกส่วนแพ็กเก็ต
ร่วมกับการส่งแพ็กเก็ตในขณะที่ไม่ถูกรบกวน โดย
การส่งจะส่งในช่วง Receive Time ของพัลส์ (รูปที่ 
3) ซ่ึงจะใช้ขนาดการแบ่งแยกส่วนแพ็กเก็ตที่ท าให้
ค่าเฉลี่ยทรูพุทของเครื่องรับที่ดีที่สุดจากขั้นตอนที่ 
3.3 มาทดลองส่งตามระยะเวลาต่าง ๆ และท าการ
บันทึกค่า เฉลี่ ยทรูพุทของ เครื่องที่ถูกรบกวน 
(node_0) โดยระยะเวลาของการส่งแพ็กเก็ตจะท า
การแบ่งโดยใช้ค่าความกว้างของพัลส์เป็นเกณฑ์
และปรับทดลองเพื่อหาระยะเวลาที่เหมาะสมที่สุด 
ซ่ึงระยะเวลาของการส่งแพ็กเก็ตที่ท าการทดลองได้
แสดงตามตารางที่ 5 

ตารางท่ี 5 ระยะเวลาของการส่งแพ็กเก็ต 

ระยะเวลาของการส่งแพ็กเก็ต (วินาที) 
0.5 
1.0 
1.5 
2.0 
2.5 
3.0 

4. ผลการวิจัยและอภิปรายผลการวิจัย 
  หัวข้อนี้ จะแสดงผลการทดลองของ
เครือข่ายในสภาวะปกติที่ไม่ถูกรบกวนเปรียบเทียบ
กับเครือข่ายที่ถูกรบกวนแบบพัลส์, วิธีแก้ปัญหา
โดยใช้การแบ่งแยกส่วนแพ็กเก็ต และ วิธีแก้ปัญหา
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โดยใช้การแบ่งแยกส่วนแพ็กเก็ตร่วมกับการส่งใน
ช่วงเวลาที่ไม่ถูกรบกวน 

4.1 เปรียบเทียบค่าเฉลี่ยทรูพุทขณะไม่มีการ
รบกวนกับถูกการรบกวนแบบพัลส์ 
   จากการออกแบบการทดลองขั้นตอนการ
ทดลองโดยไม่มีการรบกวนเครือข่ายไร้สายและ
ขั้นตอนการทดลองโดยมีการรบกวนแบบพัลส์ 
สามารถน าผลการทดลองมาเปรียบเทียบกันได้ดัง
ตารางที่ 6 

ตารางท่ี 6 เปรียบเทียบค่าเฉลี่ยทรพูุทของเครื่องที ่
node_0 

ค่าเฉลี่ยทรูพุทของเครื่องที่ถูกรบกวน (node_0) 
ไม่มีการรบกวน 3.50 Mbps 
ถูกการรบกวนแบบพัลส์ 1.23 Mbps 

 ตารางที่ 6 เมื่อไม่มีการรบกวนค่าเฉลี่ย  
ทรูพุทของเครื่องที่ถูกรบกวนจะมีค่า 3.50 Mbps แต่
เมื่อถูกรบกวนแบบพัลส์ค่าเฉลี่ยทรูพุทจะลดลง
เหลือ 1.23 Mbps ลดลง 35.14 % จากเมื่อไม่มีการ
รบกวน ผลของการเปรียบเทียบแสดงให้เห็นว่าการ
รบกวนแบบพัลส์ท าให้ค่าเฉลี่ยทรูพุทของเครื่องที่
ถูกรบกวนลดลงซ่ึงจะท าให้ประสิทธิภาพของ
เครือข่ายลดลงเป็นอย่างมาก จึงต้องหาวิธี เพิ่ม
ค่าเฉลี่ยทรูพุทของเครื่องที่ถูกรบกวนให้ดีขึ้น เพื่อ
ท าให้ประสิทธิภาพของเครือข่ายดีขึ้น 

4.2 ผลการทดลองการใช้วิธีการแบ่งแยกส่วน
แพ็กเก็ต 

 ผลการทดลองจากการทดลองโดยใช้
วิธีการแบ่งแยกส่วนแพ็กเก็ต คือการใช้การแบ่งแยก
ส่วนแพ็กเก็ตที่ เครื่องที่ถูกรบกวนเมื่อถูกรบกวน
แบบพัลส์ ได้แสดงตามตารางที่ 7 

ตารางท่ี 7 ค่าเฉลี่ยทรูพุท (node_0) เมื่อท าการ
แบ่งแยกส่วนแพ็กเก็ต 

ขนาดการแบ่งแยกส่วน 
(Bytes) 

ค่าเฉลี่ยทรูพุท 

(Mbps ) 
None  1.23  
256 1.80  
512 1.81  
1,024 1.84  
2,048 1.82  
2,304 1.23  

 ตารางที่ 7 แสดงผลการแบ่งแยกส่วนแพ็ก
เก็ตเป็นขนาดต่าง ๆ ซ่ึงขนาดแพ็กเก็ตที่ท าให้
ค่าเฉลี่ยทรูพุทของเครื่องที่ถูกรบกวนดีขึ้นที่สุดคือ 
ขนาด 1,024 ไบต์ โดยจะท าให้ค่าเฉลี่ยทรูพุทเพิ่มขึ้น
เท่ากับ 1.84 Mbps เพิ่มขึ้น 49.6% จากเครือข่ายที่ถูก
รบกวนโดยไม่ใช้วิธีการแบ่งแยกส่วนแพ็กเก็ต 

สาเหตุที่ท าให้ค่าเฉลี่ยทรูพุทของเครื่องที่
ถูกรบกวนดีขึ้นเนื่องจากลักษณะการรบกวนแบบ
พัลส์จะท าการรบกวนเป็นคาบเวลาโดยที่ในแต่ละ
คาบเวลาก็จะมีช่วงของการที่ผู้รบกวนไม่ได้ส่ง
สัญญาณพัลส์ (Rest Time) ซ่ึงขนาดแพ็กเก็ตที่เล็ก
ลงจะท าให้สามารถส่งแพ็กเก็ตไปในช่วงเวลาที่ไม่มี
การส่งสัญญาณได ้

4.3 ผลการทดลองการใช้วิธีการแบ่งแยกส่วน
แพ็กเก็ตร่วมกับการการส่งแพ็กเก็ตในขณะที่ไม่ถูก
รบกวน 

ขั้นตอนนี้ได้เลือกเอาขนาดของแพ็กเก็ตที่
ดีที่สุดจากขั้นตอนการใช้วิธีการแบ่งแยกส่วนแพ็ก
เก็ต ซ่ึงมีขนาดเท่ากับ 1,024 ไบต์ มาใช้กับการส่ง
ในช่วงเวลาที่ไม่ถูกรบกวน ซ่ึงผลการทดลองได้
แสดงตามตารางที่ 8 
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ตารางที่  8 ค่าเฉลี่ยทรูพุท  (node_0) เมื่อท าการ
แบ่งแยกส่วนแพ็กเก็ตร่วมกับการการส่งแพ็กเก็ตใน
ขณะที่ไม่ถูกรบกวน 

ช่วงระยะเวลาการส่ง  

(วินาที) 

ค่าเฉลี่ยทรูพุท 

(Mbps )  

0.5 1.94  

1.0 1.97  

1.5 2.12  

2.0 2.32  

2.5 2.05  

3.0 1.89  

ตารางที่ 8 แสดงการส่งในช่วงเวลาที่ไม่
ถูกรบกวนโดยการส่งในช่วงเวลา 2 วินาที ท าให้
ค่าเฉลี่ยทรูพุทของเครื่องที่ถูกรบกวนดีขึ้นที่สุดคือ 
2.32 Mbps เพิ่มขึ้นจากวิธีการแบ่งแยกส่วนแพ็กเก็ต 
(ขั้นตอนที่ 3.3) 26.01 %  หรือคิดเป็น 88.62 % เมื่อ
เทียบกับการโดนรบกวนโดยไม่ได้ใช้วิธีแก้ไขเลย 

สาเหตุที่การส่งในช่วงระยะเวลา 2 วินาที 
ท าให้ค่าเฉลี่ยทรูพุทของเครื่องที่ถูกรบกวนดีที่สุด 

เนื่องจากความกว้างของพัลส์ของผู้รบกวนมีขนาด
เท่ากับ 1 วินาที รวมกับช่วงเวลาของการรับ (Rest 
Time) ของเครื่องส่งสัญญาณด้วย ก็จะเป็นช่วงเวลา
ที่ เหมาะสมที่จะใช้แพ็กเก็ตที่ถูกแบ่งส่งไปใน
ช่วงเวลาดังกล่าว   
 ตารางที่  9  และรูปที่  5 แสดงผลการ
เปรียบเทียบวิธีการแก้ปัญหาเมื่อถูกรบกวนแบบ
พัลส์ ซ่ึงผลการทดลองจะแสดงให้เห็นว่าวิธีการ
แก้ปัญหาโดยการแบ่งแยกส่วนแพ็กเก็ตร่วมกับการ
ส่งในช่วงเวลาที่ไม่ถูกรบกวนนั้นจะท าให้ค่าเฉลี่ย 
ทรูพุทของเครื่องที่ถูกรบกวนดีขึ้นมากที่สุดโดยคิด
เป็น 88.62 % เมื่อเทียบกับการถูกรบกวนแต่ไม่ได้
ใช้วิธีการแก้ไขปัญหา 
 จากผลการทดลองทั้งหมด เมื่อใช้วิธีการ
แบ่งแยกส่วนแพ็กเก็ตร่วมกับการส่งในช่วงเวลาที่
ไม่ถูกรบกวนที่ เครื่ องที่ ถูกรบกวน  จะท าให้
ค่าเฉลี่ยทรูพุทของเครื่องที่ถูกรบกวนดีขึ้นกว่าเมื่อ
ไม่ได้ใช้วิธีการแก้ไข หรือ ใช้วิธีการแบ่งแยกส่วน
แพ็กเก็ตเพียงอย่างเดียว  

 

ตารางท่ี 9 แสดงการเปรียบเทียบวิธีการแก้ปัญหาเมื่อถูกรบกวนแบบพัลส์ 

เครื่องท่ีถูกรบกวน (node_0) 

การทดลอง ค่าเฉลี่ยทรูพุท  

3.1 ไม่มีการรบกวนเครือข่าย 3.50 Mbps  

3.2 ไม่ได้ใช ้การแก้ปัญหา 1.23 Mbps 

3.3 แบ่งแยกส่วนแพ็กเก็ต 1.84 Mbps 

3.4 แบ่งแยกส่วนแพ็กเก็ตร่วมกับ
การส่งในช่วงเวลาที่ไม่ถูกรบกวน 

2.32 Mbps 
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รูปที่ 5 ค่าเฉลี่ยทรูพุทของวิธีการต่าง ๆ 

5. สรุปผลการวิจัย  
 ปัญหาที่เกิดจากการรบกวนเครือข่ายแบบ
พัลส์ก็คือจะท าให้ประสิทธิภาพการท างานของ
เครือข่ายไร้สายลดลง เช่น ท าให้ค่าเฉลี่ยทรูพุทของ
เครื่องที่ถูกรบกวนลดลง [1-6] งานวิจัยนี้ได้พัฒนาการ
เพิ่มทรูพุทบนเครือข่ายไร้สายที่ถูกรบกวนแบบพัลส์ 
ด้วยวิธีการแบ่งแยกส่วนแพ็กเก็ต โดยวิธีการที่ใช้ใน
การแก้ไขปัญหาที่ดีที่สุดในงานวิจัยนี้คือ การใช้
วิธีการแบ่งแยกส่วนแพ็กเก็ตร่วมกับการส่งใน
ช่วงเวลาที่ไม่ถูกรบกวน ซ่ึงผลที่ได้คือแบ่งแยกส่วน
แพ็กเก็ตเป็นขนาด 1,024 ไบต์ และส่งในช่วงเวลาที่
ไม่ถูกรบกวน 2 วินาที จะได้ผลการทดลองที่ดีที่สุด
คือค่าเฉลี่ยทรูพุทของเครื่องที่ถูกรบกวน (node_0) 
เพิ่มขึ้นเป็น 2.32 Mbps จากสภาพการที่โดนรบกวน
โดยไม่ได้ใช้วิธีแก้ไข 1.23 Mbps  

ผลการทดลองสามารถสรุปได้ดังนี้ 1. การ
รบกวนแบบพัลส์ส่งผลต่อค่าเฉลี่ยทรูพุทของเครื่อง
ที่ถูกรบกวน ท าให้ลดลง 35.14 % เมื่อเทียบกับ
สภาวะที่ไม่มีการรบกวนเครือข่าย 2. วิธีการแบ่งแยก

ส่วนแพ็กเก็ตสามารถท าให้ค่าเฉลี่ยทรูพุทของ
เครื่องที่ถูกรบกวนดีขึ้น โดยจะท าให้ค่าเฉลี่ยทรูพุท
เครื่องที่ถูกรบกวนเพิ่มขึ้น 49.6% เมื่อเปรียบเทียบ
กับเครือข่ายไร้สายที่ถูกรบกวนแบบพัลส์แต่ไม่ได้
ใช้วิธีการแก้ปัญหาใด ๆ เลย 3. วิธีการแบ่งแยกส่วน
แพ็กเก็ตร่วมกับการส่งในช่วงเวลาที่ไม่ถูกรบกวน 
ท าให้ค่าเฉลี่ยทรูพุทของเครื่องที่ถูกรบกวนดีขึ้น
ที่สุด เพิ่มขึ้นคิดเป็น 88.62 % เมื่อเทียบกับการโดน
รบกวนโดยไม่ได้ใช้วิธีแก้ไขใดเลย 

ข้อเสนอเพื่อการศึกษาวิจัยครั้งต่อไป  
1. ควรสร้างสมการเพื่อหาขนาดของการ

แบ่งแยกส่วนแพ็กเก็ตที่เหมาะสม และ สมการเพื่อ
หาช่วงเวลาที่เหมาะสมส าหรับการส่งแพ็กเก็ต เมื่อ
ถูกรบกวนแบบพัลส์  

2. ในการใช้งานในสถานการณ์จริงอาจมี
ผลที่แตกต่างจากงานวิจัยนี้ เนื่องจากสภาพแวดล้อม
จริง ดังนั้นควรศึกษาผลการทดลองของสถานการณ์
จริงเพื่อเปรียบเทียบกับงานวิจัยนี้ 

ไม่มีการรบกวน 

ไม่ได้ใช้การแก้ปัญหา 

แบ่งแยกส่วนแพ็กเก็ต 

แบ่งแยกส่วนแพ็กเก็ต
ร่วมกับการส่งใน

ช่วงเวลาที่ไม่ถูกรบกวน 
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