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Abstract

Royal Thai Air Force’s mission is to prepare and deploy air power to maintain national
security. However, maintaining security must be conducted both physically and digitally.
In particular, the digital aspect focuses on critical digital infrastructure. At the same time, cyber risks
and threats must also be taken into consideration. This research aims to study and analyze the
causal factors that influence the cybersecurity readiness capability in the Royal Thai Air Force.
The researchers employ structural equation modeling, using a sample of 810 personnel working in
digital technology and cybersecurity for the Royal Thai Air Force. The research findings indicate that
the Royal Thai Air Force has the highest level of readiness for cybersecurity. Additionally, the
factors of personnel, processes, and technology readiness capability positively influence the
cybersecurity readiness capability in the Royal Thai Air Force. Therefore, developing cybersecurity
capabilities for the Royal Thai Air Force should focus on personnel, processes, and technology
simultaneously. Particularly, the aspects of personnel and processes are of great importance, as it
will significantly enhance the sustainable strength of the Royal Thai Air Force’s cybersecurity.
Additionally, we have proposed a cybersecurity framework aimed at enhancing the readiness and

strengthening the effectiveness of the Royal Thai Air Force in preventing cyber threats.

Keywords: Cyber Readiness, Cyber Threats, Cyber Capabilities
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HadeimunnseuknAnnTevesladedann nddvinanelnrnuaansaanumdadlunissnm
AnudunsUasnselgivesianeg1eiusednsand msunasyinennia (RTAF Cybersecurity Readiness)
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People Readiness

Cybersecurity
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Process Readiness

Technology
Readiness
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yndif vedadenlesfusnsgiuaina wu ISO/IEC 27001 wielimnzautuesdnsiifediinuazausoans
fivannnans nsldnunseuiiastsfiuauansalunisiuiiosvanaiy uasduaiuausiuasaonsy
lowesifuszansnmlaluszozen

ISO/IEC 27001:2022 (HusnmsguanadmiumsdnnisanasiunsUaendovesansaumalusadng
(Interational Organization for Standardization, 2022) IngU§uussannesiuneuntiiiensuaussde
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uaznBLENBIANT HusruuMsansemuuasaenforesmsaumaiiasauaquitsinumaiia msuims
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Enterprise Security Architecture (ESA) ﬁaﬂia‘umiﬁwmw,%maqwﬁ‘ﬁaammumLﬁ'aﬂaaaaﬁﬂi
dostunazdnmsmudsmdleuesosauszuu (Sherwood, Clark, and Lynas, 2005) Tag ESA Wudumnila
94 Enterprise Architecture (EA) fifunsaanuidivnenisgsiadnfuansnmssuainusiunsuasnss
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UfURnns uenanll ESA dudumsysanmsiinsnmisenuanudasadediiunszuiunisinanu iiedesiu
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WUULKUNISIY

n939piiunsifeiiausann (Quantitative Research) Tnavinistinszsitadeiiieadost
AU wagdsnmneadialunistiednseing

U5z nsuazilegng

Uszunsi Anwilun1sise Iiun yaainsiujoaninilumitsaudumaluladansaumne
welulaBAdta uazanutiuasUaendeluuevasnosinenmea Tnsdeya o wa. 2567 Sdwnuiadu 1,844
Ay f33elannuadiegns Ingldinasidmsunisidendiegslunisieseilunaaunisalaseasg
(Structural Equation Model: SEM) 111U 20 111 99391uaun1513mes (Hair, 2014) Tngdiuiunsdines
Tulweadl 18 misdwes lildvuavesUssrinsnguiegnaviniu 360 au uaziletestunuuasuniui
laiaysal fAdeslduanuuuasunuuiidu 1,804 aliu wagldSunanismeuuuvasuau 810 aty

\n3esiinddy

Fadelduuvasuniy Fos anundeslunisinuanusiunmasadelauesdmiunesinenia
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A1A3% 5 52U (Five-point Likert Scale) uwazdauil 3 mnudaiunsedeiavawusiiniduluusziiud
aumieslumsinwanuiunsaonsdoleues

msAnyAdedinmaseunmmwrsUAsUNIF BN INAAIIiBwss (Validity) Tnsdsuuuaouny
Tdrmngifinnuianudilaamzsudiuiu 5 i sumeda item Objective Congruence (10C)
Tnedemmudian 10C snnn 0.6 ynde Mntuhnuuaeuaumeaeunuideiiu (Reliability) Tnevaaes
1% (Try Out) Aunquitiidnuazadoadeiunguiietis §1udu 30 Au 1iensraseudulszans woan
Y83IATBUUIN (Cronbach’s alpha Coefficient) Fenan1sinseRnnuideiiuresuuudouniy nuinden
dulszavSuoarivesnsounin egsening 831 - 933 Fauansléiedesilonuuaeuniusinnuuiiedie
(Nunnally, 1978)

nsAATIEvitaya

msAeeideyadeainnssaun 1Hud Aade (Mean) Adoauuannsgiu (Standard Deviation)

UarNITIATIZALUAAENNITIATIA519 (Structural Equation Model: SEM)
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(X = 4.33, S.D. = 0.72) ANuNTaur1UnTEUIUNT (X = 4.40, S.D. = 0.66) ANUNTauAUNAlUlal
(X = 4.23, SD. = 0.77) wazanundeslunssnwanuiuasasndsloiues (X = 4.27, SD. = 0.75) aglu

FEAULINTIEN AILAAINITINN 1
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Uade X S.D. wlawa
1. ANUNTRUAIUYARINT 4.33 643 Wnitgn
2. ANUNTOUAIUNTEUIUNNT 4.41 579 Wniiga
3. AunseusumAlulag 4.22 682 Wniign
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AATLAAUNTBLATIATI WU AuUsne 4 fwdsiiAranduiusseninemauys 311 6 ¢ denegsening
690 - 0.795 wansliiiudndwlsinnuduiusiuluszduligaiuly Fduidgmanduiussaungany
(Multicollinearity) wagdawusnanunsglussdusznausiuiy WolasuiaAadf Barlett’s Test of

Sphericity iAWy 2560, df = 6, p < .001 wazlunsndduuszandanduwusiiiduunsndiendnwal

o w 4:4'

(Identity Matrix) agsfitfoddymeadafisziu 0.001 fafu fuussadauduiudiuograiiomeias

anunsninlvilesziesrusenauls denndeesiuNan1TIlATIEh Kaiser-Mayer-Olkin (KMO) winfiu 0.851 34

annsnaguldidudsianumenzanfiazhluiinsssiaumsidslaseaing
HANITILATIZNAIINNTATILATIAF19U89A0US (Construct Validity) Ussnoumenisinaiiuns

\WedenAded (Convergent Validity) kagAunsadsdtun (Discriminant validity) a1l

1%
[
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Fuususaldvioly TnefinnsananAanuidesiusiuvesiudsuss (Composite Reliability: CR) fiuansds
sedufifudsdanaldsiutuesuefulsuls Anadoanuulsusiuiiadale (Average Variance Extract:
AVE) 1'7{LLamﬁammLLUiUiaumaWﬁLLU'ﬁLLmﬁQﬂa%mslﬁmﬂéhl,mié’ammlé’ wazAuBesiy (Cronbach's
Alpha) fuansfisAnanuiiissvdernundoiuvesuuuasuniy lngnannnsiaszvinuin faudsuiden
AawUsiiAT CR 11nNd7 0.7 Aaudsuelanndindsiian AVE 11031 0.5 wansitdmudsdunalasiuiuesuiy
Fauusurslaluszduiisonsuld (Formell and Larcker, 1981) uazfanusuandauusiianamuid sy

111N 0.7 (Nunnally, 1978) fsiiu Feamnsananladmndulsianunsadisaenades Auandlunisnd 2
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A15199 2 NMTINANUANTITIFDAND DI

fiauus Factor Loading CR AVE Cronbach
People Readiness 0.867 0.685 0.866
Awareness a7
Training and Learning .85
Research and Development .86
Process Readiness 0.920 0.697 0.925
Strategy and Plan .86
Cybersecurity Evaluation .86
Cybersecurity Framework .85
Cybersecurity Coordination a7
Cybersecurity Improvement .83
Technology Readiness 0.934 0.740 0.936
Quality and Quantity .85
Modern and Efficient .84
Protecting Devices .87
Detect and Response .89
Access and Control .85
Cybersecurity Readiness 0.846 0.648 0.843
Cybersecurity Awareness 76
Policy 87
Cybersecurity Infrastructure .78

HAN15AINATITIT LA (Discriminant Validity) Fadunsindndudsurausaziuyusianuunnsng
fursoly IeNa15aNNA1INTA @R9UBY AVE 1ASTUNNINAE@RaunussEnInedwUs (Hair, 2014; Fornell
and Larcker, 1981) WU AkUSHAITS 4 fauUs TAsniiaeaued AVE UInNINAanaunus senIngmwls

wannlunalin1sIkunswlshe gz aY FakandlunIsIen 3

M990 3 NTIAANUATITIFVLUN

People Process Technology CS Readiness
People 0.828
Process q72 0.835
Technology .690 745 0.860
CS Readiness 764 795 793 0.805

e fndedludunuesyy As A15INNA0IURY AVE
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Wiu Tumadiiaunduiimuaenadestudoyaidesedng duandunind 2 el wanslieszinuin
1) mamdeuduyaains 1avswannsadeuindeanumenlunsinwianiuasaeadsluiveives
newinena tneflawindvsnawiiu 432 fiseduiledidny 001 2) Aundeudiunszuiuns 15v3na
nansaudeuindeaundeslunsinmasiuasaendsluuesvenasinenia lnedvuindnsnawindu
402 fiszRuadidny 001 3) Arundeudunalulad dnsnanmsadavindeninumdenlunissnu
ansfunsaendluuesvasnawinerne Tneflvuiadvinawiiu 204 fissduiiddey 001 4) Arundey
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w¥eudunszuuns Tneflvunndndwawindu 331 fszdufedday 001 uag 5) mnamiousuyaains
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louasvaanasrine1nia laseuay 90.5

Awareness
Training & Leaming 4 People Readiness
Research & Development s

Strategy & Plan

i

®

R

Cybersecurity Readiness = -905

Cybersecurity Awareness
402 Cybersecurity

[

Cybersecurity Evaluation

i

Cybersecurity Framework Process Readiness

Readiness

83 888*
Cybersecurity Coordination o SN T T T e T Cybersecurity Infrastructure

Cybersecurity Improvement

Quality & Quantity

Modemn & Efficient 298

. ~ Technology
Protecting Devices 837"
Readiness

Detect & Response

i

$EE
i

Assess & Control

NUUNR - ** = p<.001

a a a v
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NIST Cybersecurity Framework version 1.1, ISO/IEC 27001:2022 wa¢ Enterprise Security Architecture

(ESA) Tuiamazlansaumssnwanuduaslasndelauesdmiunesineinia duansluning 3

Protection

A

Asset and Ris
Management

Detection

RTAF
Cybersecurity

Policy and Organizational

Governance Support

Framework

Improvement Response

7

Recovery

\

Anf 3 NsaUNSSNwIANLIUAsUaenlyuasdnsunasineIna

nssumsnwauiuasaeadeluvesdmiunasinetnmadsinauelunni 3 dussdsznaudae
8 asAUsENOUNANTIATOUARUAIANISNITUIMMSEAnT Masiiunu wasnstianuaduayumai vy
Mneskng TnediseazBondsl
1. ulsurouaznsniidugua (Policy and Governance) 1ududdgyiinosinenniasedli
anudrflunsinwanutiuaiaeaseluued Weduadunszuiumsiifliunuiarananudsaninde
anamsluiues Tasfosdusznaudall
1.1 ulvne (Policy) msrmusuluneidanu elimnmsauldifuimdnnisuagiims
Tums¥nwanutuasaendslsiues Fsrseuaquisnisdansarundsmdlaed dunsunmsdnduny
nslidvdyaains mefauesyaang wasmsainsfausssuiiamsluues
1.2 n3inAugua (Governance) nMsainslasaadnsesdnsidaaiuuingnisinwmanusiung
Uaeadglaiuesiiauisadniunislaegralussd@nsm aseunguiisn1smruaunuImiasaNusuRagey
VI UTVITUATYARINT nsdaRanmENIIINTLALALEYINTY LLazﬂ’]i‘Ui%LﬁuNaLﬁaU%JUﬂiﬁuIEJUWEJLLaz
nsEUIWUREeABLiles
1.3 Jarhun (Regulation) mssifiunisaudermundiunisnmanusiuamasadelsues
oghaAssatn islusziuowdng Useina uazuunend wielianunsanisiauasfanssuldesadaiiios uas

anANIEBIINNNTYNARRUTRLNY
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2. MyaduayuINeeAns (Organizational Support) Lﬁuiﬂﬂgwué’ﬂﬁ@ﬁﬁiaﬂﬁmiﬁwLﬁumuﬁ’mmi
SnwinrusiunsasaddlsiueivesnasineinaUszauanudiia lnsnewinemadedliauaivayuly
3 g louA [unu nINeInT waryaans

2.1 mMyaduayuaulunu (Financial Support) ABUNEINEABNITHAUITFUUAIUNITIAY
ausiunsUasndolauedodg1adedu Tnsamulumaluladuazing eadlof uadonas Tussansam
nsinausIyAAINg warRuyuAmIUNmeUaALear s Rnvansalauindlawes

2.2 M3nen3 (Resource) dasillassadreiugruduiadna wealuladuaziedosdefifoame
uaisuagiiuszaninim nmsdangunsalensauwisiazgenauwis nsldquddeya ¥1insedeanaiunig

lwues wasnsimunszuunsinwianuiuasasadeleues sudinmsldssuvdisosloya

[
= %

2.3 YAaINs (Human Resource) lnenisauasulviyaainsianudisiviyvsedainuiiugiu

= = Ny

memsineusumumsinwanuduasUasadeluiuesiiliuaainsnnsediu nsuisisiud@esmgyrioins

[{

Hlgmgainaeueniiesuiletumnnisallaunisleiues

3. Myspynindduuazanude (Asset and Risk Management) Wunsyurunisddayiigaeli

o

a

asfnsausauntemsnennsiddguazananudssienaianieanaunidlsuesidegdivsednsan

(%

159N AIUTUTENBUAIE NISIAYINSIENITNSNEAU NNSUTERUANULELS LAZNISINAIAUAINUANALY

o

3.1 msdmiimemsaunsng (Asset Inventory) iemsszuningauiiesdnsasounseaduiunou

winfivelviinladneslshedidesundes saudeeninus genduas Toya wazszuuA3avlg lnen13dnmm

v 6

ToyTaunsnduazsuinnesnsaiiaye

3.2 MyUszifiumudss (Risk Assessment) teszyanudesiiisadesiunindaudidfy
uarUssifiunanszmuiionaiintu lnsmsinnedieslsfesuanauiiorainiu wu mslaufnisluves
fouad vidonsgaydedoya nsUssfiunanssnuienusuussiionafedumnmingaugnlaufviogande

LAZAITANUIAMNLEYY

[

3.3 NSINANUPINUEIARY (Prioritization) Wi BlRBIANTANLNSOIAATINTNYINTHALANUNEEY

<

1 o

luinsunlemindduniiyarmauasanudidgyianisiauiniian dee1adndduanudrAgyreduning

Y

1Y ' a

AagaAmM19gsAa AnudAtysenisia wavaudeulvesteya

o

4. msteaiiu (Protection) WuiladAglunisananudssandeanaunidlavesienvdmanseny

AosruuLardayavanaine1na ineiinisaiiunsu 3 asduszneu loua nseuaunsnds msuims

[

IANTTITZUU WATNITESANUATEIAUNT

3
4.1 M3muAuMIfs (Access Control) Tnsimundndnisdrdsteyauasszuumaumum
wagnihil Tdmstusuinuvarstadeiiieiuanuasady nmsdrinnisdfsiosguddeyaniegunsal
ﬁwﬁmﬂLawwqﬂmﬂiﬁiﬁ%’uagmﬂm uagldszuutuiinfanssy (Audit Logs) LﬁaammuLLaﬁmeﬁwqaﬂiiuﬁ
Hauni
4.2 M5U3M38AN1538UY (System Management) il alfiuadudasnsisyesnisiniuau

TnensinsalnatauUasndiy (Security Patches) wazniseuinnganduisogvaunane Annslusins
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[ [
& o C% ¥ UV‘UL

Josiudamisuazlniondiiviuaie nieuniduinngiudeyalifaegiwaiiion wazseuunsaadunIsynIn

wagldnsidrsiadeyadmiunisiudstoyaidnfny

U

[

4.3 M3aseaunsenting (Awareness Creation) ikAyaains lnednsusuuaainsiediy

u

a

An1sdesiudeanaiy Wi nsrdndeailads (Phishing) uag3iinnisveyasd1elasnsis n1sindeu
anunisaidnaeanslandlees msudauseudeanaulvg o KussuuBarioUsene wazn1saseAIy
nszniniluseivasinsiialiupainsiilauasufifnuuleunganuiunasnieeeg9aseas

[

5. 1199157977 (Detection) Wudumnauddalunssuiunssnwinnusiunslasaielouesngaiu

o ]
¥

msszyfeanauvieinnisaliiaUn@ifionaiiadulussuuiaziadeviovesesdns leliaunsaneuauss
wazwiludgmildedgsnss Usznaume 3 asduszneu laun ssuuasisdeudennamu n1s3nsesideya
WAZNITUANFDU
5.1 szuuidunadennaiu (Threat Monitoring Systems) lagldszuunsaadunisynin
Wieuhszuazmsnduianssuiiiaundlueiots ssuuleatunsynsniftoiiveuansaluniseuaues
Tnemsugatanssuiiusunse uagszuuuimsdanisivgnsalsiunusiunsiasnste (Security
Information and Event Management) it TiasziuazniaduamuinuniuuuBealng
5.2 MTATIEUeYA (Data Analysis) 1agn1351UTINLaEIATIENTRYaANT U800 91N
@sines wargunsaliefote Werumeanuiiaund nmsliimeluladmsBouivesnios uazmsBou 3sn
Tumsdieneideyaifiossysuuuuiivadifetoanauuasyhungnnuidssaimi uaznisiinsgidianses
foananumsluived gudoyataiivienenufvanau iletaeszyfefiduultuniniu
5.3 msudafiou (Alerting) neldfszuuudufousnluififianunsaud afiewiuiidlossuunsiany
wnsalnUng 1wy nsnereuifdaslilasueunin v3en1slaui DDoS wagwudduaud1Atyves
wansaidieliununeuausdosognamiiddyiiannou muiensudafeunainvaredeans uas
AufinssnumansaiinsanuielilumslinseiuasUiulssszuulusuas
6. NINBUAUDY (Response) Lﬁu%umauﬁflﬁzgﬁﬁzbsﬂ,ﬁaaﬁﬂimmia%’ﬂmiﬁuﬁsqﬂmml%wa%ﬁa
wmsainunAfifnduldogaiiussaninm Weanandemeuazilugmsituyssuulvindugnnsund
Tneisign Tnedl 3 ssdUsznou leuA ununevaussivssal fisusledunnany uaznsdeans
6.1 uwnunDUALBUMANTA] (Incident Response Plan) IngszydunsutagnssuIunsivniay
Tumsdamsfoanauvowmmanimmuiussaendeluves ednafosdesditureusoluil mawieuarumdon
Tumsdemiaiesdieuazninensidniu msszywnnisalifielinesvilagnivaoy mamuauLazdin
wanszny Msudadennany MsdAuszuy wagmsvamuila Uiy
6.2 NusuilesduAnAy (Cybersecurity Incident Response Team) fwmi17 SuRnvouly
nsnevausLazdnnavnsaimiuasasaduleued Musznoufeidoavgludiuse q liun
vnthisimiidedulawazaivaunisdnduny filsvgdumeda fidevgiungmaneg uas

Auszauau Gayaanstuiindndudesldsunmsimuiegsadieaue
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6.3 Msdeans (Communication) teai1smnudlaunfiisddes Innsudsligudms
wazyaansfiiedemauianamsaifintu sudsnrudunilunsdnns Ussaunuiumieny
ffugua wazgliuinmsmelulad lunsdteyaialua dowdeldsunansemunmutedmuamisngmane
waziSeuderuivnnsaudmiuuaasiedeuazansnsnen ie3nwiarudeshilusadng

7. mattun (Recovery) Wutunsudrdyiisatiumsfiuanmnisvaiuvesssuunasdoyalindug
amzUnAndsnnifnmansaifidmansznusoszuunielasiasaiugiuvesesdns Taedl 3 asduszneu
LouA unuifuszuy Msdsesdeys wasnsussilunandamvnnisal

7.1 LLNufW:ﬁui%‘U‘U (Disaster Recovery Plan) L‘flmmuﬁﬁmumzumauuazﬂizmumﬂumiﬁuwu
szuuiildfunansenuliinduinyhaulsegsnnduasivsyansam Ineszyssuuiiddgyisdusodau
fiow dudunszuaumsiau fmuanseunandissuudonduavianuld msmaaeuuy egnsaitaeiely
et usuaninsnufoaldate

7.2 msdsesdieya (Backup) ieliulainesdnsanansadiudeyaiigameviadomeldedng
s0132 neduiunsdrsesteyauaznageunszuiunmsiaudoyass waraneiielisiulaindeyadises
anunsadnduanlylaase

7.3 myUszifiunandamgnisal (Post-Incident Evaluation) LilelvesdnsiFoudainingnisal
warUfugenszuIumsitedeatuinnisallusunan Tnenmsilesgivnnisalifiessyaivauazsanseny
ununBouludaivhldfuarasifonfulss LLax'%"1’@1/‘1"13’1ammﬁaﬁmﬂﬁi’ﬂumiﬂ%wqqﬁwmLLmumﬁ\Iﬂuz\]

8. 115U3UUTe (Improvement) \dunszuiunsideliesd nsamnsaiamunszuuauiuag
Unondelmueiliiussansnmgauegwiaiios Tnssjatiunsfeuianmmmsnifinsniiesessusonna
fivdsuulasegiaue nsusulssivszneudie msUsuuguazudladym uasmanseaeusruudusyes

8.1 aliunsuiluuazyiuuss (Corrective Actions and Improvements) ileanAandeuay
WinUsE AV MUeLTEUY éj’ldﬁdﬂ’ﬁmwL%EJULLEIS‘ﬂELJW]ﬁLﬁ@%u lnsdinsgvianvsueslym MruawuImig
uily wazdamunanisudly sudsnsdemsiloudsliynainsiifeademuiisnmsusudgauaziuamalys]
fitvundu

8.2 minsaaeuszuuilussey (Periodic System Reviews) WileliipsAnsansasyyvesins
wazlymitoraindulddeudiagnanadufoanay envinlasnsvasulassadiaiugiu iwu n1sdean
in3etne Tifiead uazmsduinnmoniuag MsvageulIzIEUY ATedouTuiin (Logs) ilaszyngAnssu
AnUNA uazdnimisanmsngvaey wu Melou selasuna viewlednsiasuulasszuy

st nseumsSnmenusunsUaenseleeidmiunesinenmafgieldianntul Tivhmsussdu
Tutseidiu Anuanzan Mseeniu wagUszansam angi@nmaiunsinwaiutiuacnaendeloes

(%

71U 8 AW Usenausmie {Il8I3199Inneeine1nia a1aenyy miignusgiavia uasuningiqay

Fanan1suseiiusanslimiiuiinsounisineinnutunslasnsuleiuesdvsunasinea n1an Wl ull
Anuanganegluseauann dnseeusvegluseauinnige uazlivssdnsamegluseauinn dsuandluy
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A15197 4 nan1sUsEliunsaunsSnwANNTuAslasnsultuasdnsunaineIne

JaAau sEAUNTUTEIAU

1. nseumsinwinnuiunsaenselsuesdvsunesineinia fiaau 4.13 170
wnzau agluszaula

2. nseumsinwarusiuaslaeadeluuesdmiunewinernia fins 4.25 Wnitgn
gauiu ogluszdivle

3. nseunsSnwanuduasasaduleiueidmiunasinennie & 4.13 170
UszdnSam agluszdula

37U 4.16 7N

aAUsena

ANUNBUAUYAAINT NTFUIUNTT wazinalulad ddvEnaldsuindelinniuaiunsaninuniesly
mssnwenusiuasasadeluuesvesnesinenna uandiifiuin nesinenmedidusdosiamnemiumien
719 3 fruliiusgansnmianiu Tasanumionduyaansdsnswauniign sesasufeanundeudiu
NITUIUNIT UazANUNITaNAAlLLAE auddy

nsarsmnunseutinuaznsilineusuliiuiynains Wudssudufinesinenmesioniuitenisinm
msiuasUasadeloiues uinsnsyvindananenadiliismeliynannsinginssusumssnmanasiunag
Uaenstletuesld Bada et al. (2015) s1eauinnagnsnsaismnunsgninduazmsiineusuiioziilug
nfnssulunisfnuanuiuasaondeluuesvesyana Tiun 1) nmsdadomnisfineusuiidindaine
anandasfunginssunisuffnuvesau wielipuseusuuarusunginssy 2) msdmdemmstineusy
FosfinnsannumnuaenadosiuTuusssunisieuiiwandtsiulusdagaiisnu uenaintdu nisadie
AmnuvanduinIfufuanaamisleueslsungauoialing urazddiyanatiniuesoalunisinuia
11N

N3V BUNINTURUUNTTUdIE 1599 UUATIa TN NBIAN SIS I mu L 0a S 19R A7l

windulwansaniuvag dandeenudseiiuanuduasasndeleed wu nsuaniisudeyadfgy

<

[

senirmdrsnudndudeafininsnisdmsunisdestunistluswaznisdfsdayadinans daty
nosinemadadumhenuiiflasessiiugiunsasaunaiddysetszing sududeaiumanisly
mssnwenuiunasafeluiuesiifiussansam (Saeed et al, 2023b) ileas1srnuiulainnszuiuns
dudunilugluuuiivavesnesineimausaanmsanasandsanasmislee suazdeaiunissila
vasvayad Ay

weluladfifuszansamuaziiuae fanusududensinuauiuaasndslowes duiiles
Nnnsdiaamieusuynainsiienadslifinnunsendniludunsinvmnusiuasasadeluwes nsld

wialulaBfivssansanuaziiuadeTaduuuiminisussmanudesda nesineinirenafesauludiiu
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weluladmssnanusiuasuasasitlawes wu maBouiveasies uaztganUszing mugluiunsineusu

yransliannsalinuedosdednaruiioantofianainiiinanuyudasld (Annarelli et al., 2020)
wonni KamMHTeTIRiuTnundoudunaluladiununddalumsiesuadrennundey

Funszuunmsliianuudaundsdetu 3 idommmdendunssuumsldsumesiauniuauisyansnm

favdsanennuniedlunissnnanutiuasaonsielsiuesveanesinenaldeg1sideddey egelsiniu

=).

Toyaninanazieuliiutinnudndulunsamusariaumalulagaiugiunisusuugenszuiunms
iloassnguiiuasienssnwmnuiunsasadeluiuesluszozen Jeaenadosiuauideves Zhang
et al. (2021) #AFUIMIamulumaluladfunsfivenuiunsasadeluuediu wrisanaundss
Feszunvesesdns Snsdsareanudedulitud Suninisinesdnsdiamamionlunisinuaiuiiuag
Unensiglauaiie
msmuTannuainsanamdeslumsinmasiunmaenieluusuesnesinermea weussin
anudesnndoanaumislowes sSududosiannanumdenlu 3 Fundn Téun sumeuduyaains
nszuIus wazmalulad Taslawzogisdeanumieusuyaainsiidesaiennunseutinduasinuysny
nsfnwanuiuasasadsluveslitiiiuseanaumalsiuesiinsiauiuasiud suudasguuuy
mslafogsainiene Jsynannsiidvinugiunssinwmamsiuasasndtluuesazdiediadanuainsa
anamdeslunisinuanasiunsasndsloiueiuesnesinenia (Hasan et al., 2021) nsaavuludiy

s a o a

walulagadiolval wu nsBeuiveanseuasdygusehvg Ndesinduluaiudiumsiineusuynainsldl

«

nwelunisldmalulagvugs Ingnasineiniadesuimsianisilemausulivuisaudungfinssy
nsufURNuALAnAiuTeiazniteny ieyaanstasuauitazyinwelunsldmalulagnamuly

dusutesiudeaneundlsiuesisegiaudun (Neri et al,, 2024)

'
Y a

waNANUU N1sldsurIuNsAIalaiuaNudsmislaiuesiriunesinennialunseuiunis

s A A vLy

hauderseumrgulunniianinisldmaluladidvia nisldunsnissnwanuduaslasadeleivesitonsals
= & a o & = s 1% | o ¢
Jududsdndulumsvssmanuidsmislaivesd wu nisldssuvtninsesdeanaunislaiues (Cyber
Threat Intelligent) Wiauustudeyasioanaunidleivesiiviudamanisaluazidodislalinisnuniely
WY wazdnsuandsuteyaduniieaunieusnagieadaue saufsdnisdnauetayaluguuuud
Aaunlaladne (Saeed et al, 2023a) Ax¥rgiindannuasanunsadlunsinwianuiuasUasnsy
leuesvasnasinemelasg1aiusz@nsamn

8nie newimenAduniisnunassiinnud gy dwedseina Jwndudmnenislauives

'
2

i enmdleiveindesnsiifadeyad Aty neadeuAuaIn1TAveIAULLY viateTaidusuadnedriniiie
Taguszasdla 9 deu nswaudaauaiansaaunseulunissnwiauduasUasasdlavesiuiiu

YAAINT N52UIUNTS kazwmaluladonaliineanasan1suand e anaIun1leiuaste naarineIna

3 q

o

Jndudsainnsannagnsludududie wu msvauinseunisdszdliuanunsenlunisdnwinnnuliung

[

Uaeaiuloiues Aesuideuss Cheang (2009) Mlduansaunisuseifiuaiunsenlunissneniusium

Uaendulawesiddnuiu 46 f3dn aseungulu 3 du laun yaains laseasienugiu uasan ningey
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dmduussiuanundenlunisinvanuiuasaendeluuesvewinsnuniadslulssmaiidaiau
wielymhenunnuinauazgadouvesmuies deztliduanagnslunmsinvanuiiunasnsie
loiwasldetnanseunay uaz Georgiadou et al. (2021) l@usnsounsUsifiunisinuinnusiuasUaende
VL‘ZiLU@%‘UWd\Tugm MITRE ATTandCK (Adversarial Tactics, Techniques, and Common Knowledge)
fnsoungulusumsiiiunureesdnsuazynaing tnesjaiuluiimsnvanuiuasasnsisluiveses
Imqa%aﬁugfmﬁﬁﬁﬁy Taun weluladfdvia uazwmalulagaiiiueu (Operational Technology)
oglsfinu l519gnuin MmewanseumsUszliuaundenlunsinwiauiunasadeluues
pufina1un uansliiiuindnideldlanuddgluduyeainadusgiann 8elunindu nsfivue

@

mesmsmssnwanuduasasadelsivesenaldaunsadeduliyaainsufifianuunsnisle il
YoalnianANUEANaIAveIYAaINT (Pollini et al., 2022) Ay MIRRUITAAIINEAIRNTaAUNTN Y
nssneautuasUasnseleuesvenasineinaisdndudesivinsnisiinseungu Insenzed19da

Va

nagnslunswauIAIINNsouAuYAaINTLAZNTEUINNT Fed3delduauensaunisinwAuiuag
Uaaasulaluasdnsunasineinia wiatasuasieninuudswnsanazainunsaulunissnwianuiuas
Uaendelgiuasiasouraunszuiunsinnunasiinlssdvsamliaunsaddunuliegiweaioddunsd
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lewwosvosneasinerme Ssmslimnuddnlunmsianyaansislusuniuaseriinduaginesludy
mMsShwanusiuasaenselsues

2. dauenuzlunsioassdnll

msvelundidnlumsiionsandateduiidmanednruanunsaaundeslunisinsianusiung
Uaeadgluiveslaeg19luse@nsnwanusunawine nie Wi KansEnuaInImUsITURIANSIUAIUATTS AW
ausiunsUasntlaues uaskanszmuanmslimeluladiugs Idun nsdouivonadowuasynUsshug
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